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Abstract of the contribution: This contribution provides conclusion for the pre-established session breakout scenario based on Solution 22, option 3a.
1
Background
Solution 22 describes a combined set of procedures for session breakout scenario. For the pre-established case, description in option 3a along with compementing segments in solutions 4 and 5 provide a full set of procedures for pre-established PDU session with session breakout.
2. 


Proposal

It is proposed to include the following updates in TR 23.748.


* * * * 1st Change * * * *
7.1
Evaluation for KI#1

7.1.X
Session Breakout with Pre-established PDU Session
Solution 5, 22 address DNS based selection of EAS using pre-established PDU session with session breakout connectivity. Solution 5 uses OAM metrics in local N6, along with other application domain criteria (server load balance, failure handling, DDoS mitigation, etc) for application domain to inject N6 route information that selects server instance (for the same anycast destination). For the session breakout model, AF influenced routing with anycast destination (service address), DNN and traffic filters setup based on this during PDU session setup. 
Solution 22, option 3a describes the pre-established model that sets up an optimal user plane path with traffic filters during PDU session establishment and for a DNN, slice. Application data packets from UE are forwarded to the ULCL/BP which steers the packet to L-PSA if there is a traffic filter corresponding to the destination address of the packet. From the L-PSA, local N6/IP forwarding is used to reach the DNS resolver or selected EAS. If there is no traffic filter at ULCL/BP, the application data packet is forwarded to the remote PSA. N6 /IP forwarding is used to reach DNS resolver or selected EAS.
Recommendation 1: Propose to take to normative solution 5 session breakout aspects and solution 22 pre-established mode (3a). Solution 5 OAM metrics in N6 should be available to allow application domain in selecting best server instance.
Solutions 4, 5 describe aspects necessary for providing UE location information to the DNS resolver to facilitate the selection of the “closest” server. Solution 4 describes NAT address rewriting to a routable address and solution 5 generalizes that to rewriting any non-routable address (including non-topological IPv6 address of UE) to a routable address in N6. However, solution 4 clarifies that this may be done at the UPF-PSA or N6 (routers), but before the DNS resolver. The flexibility of placing the translation (or rewrite) function at UPF-PSA or in N6 in solution 4, along with its use for translating all non-routable addresses (IPv4 NAT, non-topological IPv6, etc) should be taken to the normative phase. 
Recommendation 2: For providing UE location, propose to take to normative the aspects from Solution 4, 5 described above on UE address translation of non-routable (NAT, non-topological IPv6) to routable address. 
Solutions 22 notes that C-DNS or L-DNS may use anycast addresses. Solution 5 clarifies that if anycast addressing is used by the application domain, it supports various DNS stub resolver implementations in the UE (OS, app layer), TTL and caching mechanisms. The anycast addressing should be server/destination address that is valid in a wide area and over a long period of time. This is complemented in the network by using N6/IP routing and traffic filter steering to reach the closest/best server instance. 
Recommendation 3: Application domain should use anycast addressing and N6 routing should support dynamic route updates.
The above recommendations should be taken to normative.
* * * * End of Changes * * * *
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