1

3GPP TSG SA2
Tdoc S2S-000031

Drafting Meeting on Transport and Control Separation in the PS CN Domain

Bristol, UK, 2000-09-05

Agenda Item:
R00 Architecture

Source: 
Siemens

Title: 
The GGSN option for the one tunnel approach

Document for:
Discussion and inclusion to the 3G TS 23.873

Document description

In the first drafting session on transport and control separation in the PS CN domain two alternatives were chosen for  the feasibility study. One of the alternatives is the one tunnel approach. This document contributes to the one tunnel approach. The main characteristics of this contribution is that the SGSN has in every cases only control functions. All traffic goes always via the GGSN. Therefore this option is named as GGSN based option.. 

E.g. in case a user is roaming in a visited network and a connection to the home GGSN is necessary. Then two tunnels are established. The first one connects the home GGSN and the visited GGSN. And the second tunnel goes from the visited GGSN to the RNC. This guarantees that charging and interception is performed in both the visited and the home PLMN.

Note: At the moment separate subchapters were used for the GGSN based option. It may be necessary to align these subchapters to the other chapters. 

1 Alternative 2: One Tunnel Approach

[Editor’s note: The same subclauses should be used for each alternative so as to facilitate their comparison]

1.1 Introduction

Two GTP tunnels should be established when the SGSN and the GGSN are in different PLMNs, and one GTP tunnel could be established when they are in the same PLMN. This is presented in Figure 1 below.
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Figure 1: Framework of the one tunnel approach

This way, there is always a node performing charging and lawful interception for user data in every PLMN. If the SGSN and the GGSN are in different PLMNs, charging and lawful interception for user data is performed in the visited PLMN by the SGSN and in the home PLMN by the GGSN. If the SGSN and the GGSN are in the same PLMN, charging and lawful interception for user data is performed in the GGSN. The one GTP tunnel approach requires specification changes, because currently lawful interception in the SGSN is mandatory whereas lawful interception in the GGSN is optional. An alternative solution is to establish two GTP tunnels if lawful interception for user data is required.

If the SGSN and the GGSN are in different PLMNs, the SGSN can police user data coming from the GGSN, because it is in the user data path. If the SGSN and the GGSN are in the same PLMN, the SGSN does not have to police incoming user data, because the user data comes from the GGSN within the same PLMN.

Two GTP tunnels could also be established if CAMEL based services are used. For prepaid, it may be necessary to report on reaching a data volume limit. The interface for intelligent network based services is between the SGSN and the SCP, so the SGSN should be kept in the user data path to count transferred data volumes and to send reports to the SCP as required. An alternative solution is to request the GGSN to report to the SGSN on reaching a data volume limit, and the SGSN to report that to the SCP.

NOTE:
It may also be possible to move the transport functionality for the roaming users in the visited network from the SGSN (as described here) to the GGSN. This option is for further study.

NOTE:
This alternative does not propose a physical split for architectural entities (e.g. the SGSN), but proposes a specific way for managing the GTP-U tunnels.

1.1.1 Introduction for the GGSN-based option

The following approach suggests to shift all transport related functions of the SGSN to the GGSN. The result is that the SGSN keeps only control functions. The GGSN is then responsible for transport, charging, interception and data volume dependent CAMEL functions (e.g. pre paid).

In case of roaming users two tunnels will be used. The first tunnel connects the home GGSN and the visited GGSN. And the second tunnel lays between visited GGSN and RNC. This guarantees that both the visited and the home PLMN can charge and intercept.

The following figure shows these different cases. Due to the new function split it is suggested to introduce new names. Further on cSGSN like Control SGSN and xGGSN like extended GGSN will be used.
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Figure 2: Framework of the one tunnel approach for the GGSN-based option

1.2 Logical Architecture

The logical architecture for this approach, as an evolution of the reference logical architecture, is depicted in Figure 3.
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Figure 3: Evolved logical architecture for one tunnel approach

NOTE:
This architecture shows the case where the transport functionality for roaming users in the visited network is contained in the SGSN. A possible GGSN-based option is not shown here.

1.2.1 Logical Architecture of the GGSN-based option

The logical architecture for this approach, as an evolution of the reference logical architecture, is depicted in Figure 4.
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Figure 4: Evolved logical architecture for one tunnel approach

1.2.2 Functional Nodes

1.2.2.1 Functional Nodes of the GGSN-based option

The cSGSN has the following functions:

· Session Management (SGSN)

· Mobility Management

· GTP-C termination

· MAP termination

· RANAP termination

· CDR handling

· Provision of Intercept related information (Lawful Interception)

· Provision of CAMEL related information

· CAP termination

· etc.

The xGGSN has the following functions:

· all functions of the GGSN

· GTP-U termination

· GTP relay

· Collection of data for charging or detection of data threshold if required

· Collection of volume dependent CAMEL information

· Reporting of data on demand or event to the cSGSN

· Provision of Content of Communications (Lawful Interception)

· etc.

1.2.3 Interfaces

1.2.3.1 Gn-u (GGSN-UTRAN/GERAN)

The Gn-u interface carries user data with the GTP-U protocol. GTP-C, however, is not used over this interface.

1.3 Mobility Management

1.4 Session Management

1.4.1 Session Management for GGSN-based option

PDP Context Activation (GGSN in same PLMN)
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Figure 5: PDP Context Activation Procedure for UMTS

1)
as described in 23.060

2)
As described in 23.060 with the following changes.

The cSGSN marks the TEID for data and the RNC address for user traffic as invalid. This could be done e.g. with reserved values. Although the xGGSN creates a new entry in its PDP context table this new entry doesn’t allow the xGGSN to route PDP PDUs between the RNC and the external PDP network. This is due to the missing TEID and RNC address for user traffic.


CAMEL Characteristics are necessary. It contains all necessary information in order to allow CAMEL in xGGSN. (FFS)

Interception Characteristics are necessary. It contains all necessary information in order to allow Interception in xGGSN. (FFS)

3)
as described in 23.060

4)
as described in 23.060

5)
The cSGSN sends an Update PDP Context Request (Tunnel Endpoint Identifier for Data, NSAPI, QoS Negotiated, Trace Reference, Trace Type, Trigger Id, RNC Address for User Traffic, OMC Identity) message to the affected xGGSN. The xGGSN includes the TEID and RNC Address for User Traffic into the corresponding entry in its PDP context table. Now this entry allows the GGSN to route PDP PDUs between the RNC and the external PDP network.

6)
as described in 23.060

PDP Context Activation (GGSN in other PLMN)

In this case the xGGSN plays the role of the SGSN regarding data transport.
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Figure 6: PDP Context Activation Procedure for UMTS

1)
as described in 23.060

2)
The cSGSN marks the TEIDs for data and the IP addresses for user traffic as invalid. This could be done e.g. with reserved values. Although the xGGSN creates a new entry in its PDP context table this new entry doesn’t allow the xGGSN to route PDP PDUs. This is due to the missing TEIDs and IP addresses for user traffic.


CAMEL Characteristics are necessary. It contains all necessary information in order to allow CAMEL in xGGSN. (FFS)

Interception Characteristics are necessary. It contains all necessary information in order to allow Interception in xGGSN. (FFS)

3)
as described in 23.060

4)
as described in 23.060

5)
as described in 23.060

6)
The cSGSN sends an Update PDP Context Request (Tunnel Endpoint Identifier for Data, NSAPI, QoS Negotiated, Trace Reference, Trace Type, Trigger Id, IP Addresses for User Traffic, OMC Identity) message to the affected xGGSN. The xGGSN includes the TEIDs and IP Addresses for User Traffic into the corresponding entry in its PDP context table. Now this entry allows the xGGSN to route PDP PDUs between the RNC and the GGSN.

7)
as described in 23.060

Iu Release Procedure
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Figure 7: Iu Release Procedure

1) as described in 23.060

2) The cSGSN sends for each context of the MS an Update PDP Context Request (Tunnel Endpoint Identifier for Data, NSAPI, QoS Negotiated, Trace Reference, Trace Type, Trigger Id, RNC Address for User Traffic, OMC Identity) message to the affected xGGSN. The TEID for Data and the RNC Address for User Traffic marked as invalid. By this the xGGSN knows that this context is Iu released. The xGGSN deletes the TEID and RNC Address for User Traffic into the corresponding entry in its PDP context table.

3)
as described in 23.060

4)
as described in 23.060

5)
as described in 23.060

1.5 Charging

1.5.1 Charging for the GGSN-based option

Volume data collection is performed only by the xGGSN. 

1.6 CAMEL Considerations

1.6.1 CAMEL Considerations for the GGSN-based option

Some changes are necessary for the handling of CAMEL.

Corresponding to the separation of control (cSGSN) and transport (xGGSN) CAMEL will be separated too. All control triggers remain in the cSGSN. All triggers regarding data volume especially pre paid handling will be performed in the xGGSN. This approach will add a new interface. At the moment there is only one interface for CAMEL between SGSN and SCP. In this described architecture an interface between SCP and xGGSN is necessary. This interface could have two implementation variants similar to the Gc interface. 

1.7 Lawful Interception

1.7.1 Lawful Interception for GGSN-based option

The cSGSN provides intercept related information and controls the intercept functions towards the xGGSN. The xGGSN provides the content of communications.

1.8 QoS Considerations

1.9 Security

1.10 O&M

1.11 RAN Considerations (e.g. GERAN)

1.12 Abnormal Cases

1.13 Compatibility

[Editor’s note: this chapter deals with compatibility issues between different releases, and between different options]

1.14 Benefits and Drawbacks

1.14.1 Benefits and Drawbacks of the GGSN-based option

Benefits:

· Efficient data transport in the core network due to the use of only one tunnel

1.15 Open Issues

[Editor’s note: Identified open issues will be added and removed as needed. For the remaining open issues at the end of the feasibility study, their importance will be assessed]

· Does the user data in the one-tunnel approach bypass the SGSN or does it pass transparently through the SGSN? If the SGSN is bypassed, where is the ATM transport terminated?
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