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Introduction

S2-001449 describes multiple variations in the processing elements in the signaling path between Serving-CSCFs.  In particular, when the destination of a call attempt is served by a different network operator than the originator, and when the destination is roaming under visited network control, there are four possible call flows.  This is due to the independent possibilities of each network operator wanting to hide their internal configuration from the others.  The network operator that administers the S-CSCF performing the call initiation may wish its identity to be hidden from the network operator to whom the destination subscribes.  Further, the network operator that administers the S-CSCF in the visited domain where the destination is currently roaming may wish its identity to be hidden as well.

With the optionality of two firewalls, there are four choices; S2-001449 shows all four as separate information flows.

(1) neither operator desires hidden configuration

(2) only the operator of the initiating S-CSCF wishes to remain hidden

(3) only the operator of the terminating S-CSCF wishes to remain hidden

(4) both operators wish their configuration to be hidden

It is possible to combine all four of these information flows into a single diagram, with an addition to the template allowing for alternative procedures at key steps.  With this additional template option, the S-CSCF-to-S-CSCF call flow procedures would be as shown on the following page.

There seem to be three possible approaches to describing this call flow in 23.228.

1. Have four separate flow diagrams, as given in S2-001449

2. Have a single flow diagram, as shown on the following page.

3. Have a single flow diagram without showing any of the I-CSCF Firewalls.

The I-CSCF Firewalls perform an important architectural function, and there are architectural requirements that can only be met by them performing their function.  In particular, the I-CSCF-Firewall will perform encryption of the SIP Via headers, which hides the signaling path from the originating UE up to the firewall (and decrypt the Via headers in the response).  Further, it will encrypt the Route/Record-Route headers up to the firewall (and decrypt them in the response).  In this way, the configuration of the signaling network can be hidden from other network operators involved in completing the call.

Choice #3 should be eliminated, as the architectural requirements cannot be met without the proper functioning of these firewalls.

Choice #1 vs. choice #2:  four separate flow diagrams vs. one (admittedly more complex) flow diagram.  

Recommendation

S2 should pick one of these approaches for the presentation in 23.228.  

<X2>.3

(S-S#3) Different network operators performing origination and termination, visited network control of termination.

Introductory text is little changed, and is not reproduced here.
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Procedure S-S#3 is as follows:

(1)
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

(2) S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  It forwards the request to the I-CSCF entry point for the terminating subscriber, by one of two alternative methods.

(2a)
If the network operator owning S-CSCF#1 does not wish to keep their network configuration private, then the INVITE request is forwarded directly to hI-CSCF#2

(2b)
If the network operator owning S-CSCF#1 wishes to keep their network configuration proivate, then the INVITE request is sent first to a I-CSCF Firewall, who forwards it on to hI-CSCF#2.

(2b1)
S-CSCF#1 forwards the INVITE to I-CSCF#1, a firewall located within the S-CSCF network operator’s domain. 

(2b2)
I-CSCF#1 performs the route hiding functionality (by encrypting the Via headers, Route headers, and Record-Route headers, as needed), and forwards the revised request to hI-CSCF#2.

(3)
hI-CSCF#2 (at the border of the terminating subscriber’s network) queries the HSS for current location information.

(4)
HSS responds with the address of the current Serving-CSCF for the terminating subscriber.

(5)
hI-CSCF#2 forwards the INVITE request to the element whose address was provided during registration.  This destination element may be either vS-CSCF#2, or vI-CSCF#2.

(5a)
If the visited network did not wish their internal configuration to be hidden, during registration the address of vS-CSCF#2 was given to the subscriber’s home network.  In this case, the INVITE request is forwarded directly to vS-CSCF#2.

(5b)
If the visited network wanted their internal configuration to be hidden, it provided a firewall address (vI-CSCF#2) to the subscriber’s home network during registration. 

(5b1)
The request is forwarded by hI-CSCF#2 to vI-CSCF#2, the entry point provided by the visited network operator during registration.

(5b2)
vI-CSCF#2 uses the saved vS-CSCF#2 address from the registration procedure, and forwards the INVITE request to vS-CSCF#2.  

(6)
The sequence continues with the message flows determined by the termination procedure.

(7)-(10)
The SIP provisional response, 183-SDP, is passed back to UE#1 over the signaling path.

(11)
The 183 SDP provisional response is acknowledged with a provisional ack, PRACK.

(12)
The PRACK is acknowledged by UE#2 with a 200-OK final response.


(13)
UE#1 begins to reserve the resources needed for this call anytime after receipt of flow (10); UE#2 begins to reserve the resources needed for this call anytime after receipt of flow (11).

(14)
UE#1 indicates the QoS preconditions for the session have been met by sending a COMET message to UE#2.

(15)
UE#2 acknowledges receipt of the COMET with a 200-OK final response.

(16)-(19)
The SIP provisional response, 180-Ringing, is passed back to UE#1 over the signaling path.  This is typically generated by UE#2 when it begins to alert the subscriber of the incoming call attempt.

(20)
The 180-Ringing provisional response is acknowledged with a provisional ack, PRACK

(21)
The PRACK is acknowledged by UE#2 with a 200-OK final response.

(22)-(25)
The SIP final response, 200-OK, is passed back to UE#1 over the signaling path.  This is typically generated by UE#2 when the subscriber has accepted the incoming call attempt.

(26)
The final ACK is sent by UE#1 to acknowledge the final response.

Information flow template

This section describes the template used in developing information flow (IF) procedures.

X.Y.Z
“Name of procedure (e.g., Terminal location registration)”
In this section, provide a brief prose description of the service or network capability. The “X.Y.Z.” refers to the section heading number.
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Figure X.V Information Flow Template

This sub-section consists of subparagraphs each dedicated to one information flow of the IF diagram. For each information flow, a detailed description is provided on the information flow name, certain  information elements (IEs) within the information flow, whether the IE is mandatory or optional (M/O), in the sequence as shown in the IF diagram. FE actions (FEA) are also provided in this section. This sub-section format is proposed as follows:

1.   Initial information flow: One should normally describe the initiating FE Action (FEA) leading to the first flow. Any information that is specifically required to support the operation should be mentioned (e.g. this flow conveys the subscriber identity to the HSS).

2.   Each paragraph should contain a brief description of the flow and any specific start and end FEAs. When information to be conveyed is optional, the conditions for its inclusion should be specified and the response to its presence when received should also be specified (e.g.,: Include IP Address when condition xyz occurs). For an information flow that is required, the description should indicate whether a response is required based on successful outcome to the received IF, failed outcome, both or neither. e.g., “Response is required indicating Success or Failure”.

3.   Flows may occur in either direction but not both at the same time. To indicate a shorthand for multiple flows, use a procedure box as in flow 5 or 6.

4.   Flows which are an optional part of the procedure should be shown as dotted arrows as in flow 4. Again, these my appear in either direction.

5.   A set of flows representing a common procedure is shown by  a box. The procedure should be numbered and named with a name that corresponds to the procedure as described elsewhere. The location of the box on an entity represents the start of the common procedure regardless of the number of th entities involved in the procedure.

6.   An optional set of flows is represented as a dashed box. Otherwise the use is the same as in flow 5.

7. A small number of alternative flows may be shown within a dashed box.  The alternatives are shown by a letter immediately following the flow number, e.g. 7a, 7b, 7c, etc.  Where a single alternative results in multiple flows, they must be shown with an indication of the proper sequence, e.g. 7b1, 7b2.  The subparagraph describing the information flow must describe the decision process taken in choice of alternatives.
7a
Alternative (a) is described.  If alternative (a) is a single information flow, the contents and purpose of that information flow is included here.

7b
Alternative (b) is described.



7b1
The first information flow of alternative (b) is described



7b2
The second information flow of alternative (b) is described.  Etc.
8. The final flow in a procedure may provide additional information regarding other procedures that might follow it but such information is not required.
The general characteristics of the information flow template are as follows:

· All relevant functional entities are contained in the flow diagram. Only relevant entities need be shown.  
· When an element occurs only in a information flows for which several alternatives exist, the description box for the functional entity and the vertical line shall be dashed lines.
-    The specific network affiliation of functional entities may be shown using a labelled bracket over the specific entities as shown in the figure (e.g., Home Network). Such labelling is not required unless the flow would not be clear without it.

-    The number associated with each flow provides a “handle” to the functional entity action (FEA) executed by the FE receiving the flow. This number is known only within the scope of the specific information flow diagram.  The description of this functional entity action (FEA) immediately follows the information flow description.

-    Common Procedures described elsewhere can be used in the information flows in order to simplify the diagram.  These may be either required or optional.

-    Each common procedure is treated as a single action and therefore is given a unique number.  

-    An optional flows (flows 4 and 6) are indicated by a dashed arrow or box.

· Co-ordinated flows or flows that illustrate parallel actions are indicated by the flow text description. For example one might see a description such as: "flows 5 and 6 may be initiated any time after flow 3".  

· Sequential operation is assumed unless indicated otherwise.







