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This contribution is based on document S2-001289 discussed at the Drafting Meeting in Vancouver. The original document S2-001289 was split into two documents. These are S2-001437 and S2-001438. Contribution S2-001437 proposes the use of the optional SIP Record-Route mechanism during the SIP session setup. This document, S2-001438, proposes to use the same mechanism during the SIP Registration process. Both contributions are motivated by the fact that some services do require the CSCF to 1) take the control over a session and 2) then to keep the control until the session becomes released.  The solution proposed in this document addresses the former issue. 

This contribution was intended for discussion and approval. It is proposed to add the text in section 2.2 of this document to Chapter 5 - “IP Multimedia Subsystem Procedures” in TS 23.228. 

1. PROBLEM DESCRIPTION 
During the review of the architectural description of the IM CN subsystem, those areas that need a more detailed investigation were identified. This document addresses the problem of how we can ensure that the serving CSCF and selected proxies are within the signalling path traversed by SIP Invite messages. 

The serving CSCF is selected when the subscriber registers on application level
. Once registered, the selected serving CSCF shall serve all session setup requests for the registered subscriber, until the subscriber becomes deregistered. This requires all SIP Invite control messages to be forwarded to the serving CSCF. Other entities that might additionally have an interest on being within the path are for example firewall proxies. 

When relying on the basic SIP standard, there is however no guarantee that a SIP Invite message is actually forwarded to the serving CSCF that was selected during the registration. This is due to the flexibility of SIP which allows the calling SIP endpoint and the traversed SIP servers to select a different, e.g. more direct route to the target. 

A mechanism that is sufficiently powerful to ensure that the serving CSCF and other SIP proxies are traversed by the SIP Invite message is discussed next. 
2. PROPOSAL

The SIP protocol provides two optional control message headers whose support enables SIP proxy servers to be within the signalling path. These are the Record-Route- and the Route header. Since both headers were discussed in more detail in the Siemens contribution S2-001437, their description is only briefly summarised in this section.  

· Record-Route header 

The Record-Route header is used to generate a route-record that contains the addresses of those SIP servers that insist on being in the signalling path. For this, the Record-Route header is added to a request message. The recorded route-record is afterwards used to ensure that subsequent messages traverse the SIP servers listed in the record itself. 

· Route header 

The Route header deter​mines the route that is taken by the request message that carries it. The information within the header is the one received in the Record-Route header.  

Record-Routing is currently intended for request messages that belong to the same call leg. We propose to additionally use this mechanism during the SIP registration in order to determine the route to be taken by subsequent Invite messa​ges. More precisely: this means that the routing information received with the registration response is stored within the UE and afterwards included in the Route header of subsequent Invite messages. The mechanism to be sup​ported to achieve this is identical to the Record-Routing mechanism specified in the SIP standard – with the exception that the received information is now applied for several call legs.  

2.1 Why not using pure SIP Proxy Control ?

An alternative to Record-Routing might be to inform each proxy about its downstream proxy – such that the Invite message does traverse the serving CSCF and all selected proxies on a hop-by-hop basis. To reach the same flexibility as achieved with Record-Routing, the proxies would have to maintain routing information on a per subscriber basis. These proxies may then crash – in which case downstream proxies or the serving CSCF may not be in the signalling path anymore – unless the routing information was previously distributed to backup proxies. We consider the recovery mechanism required for this as expensive and thus do favour the Record-Routing approach which does not need it since the required routing information is carried within the Invite message itself. 

2.2 Text intended for Chapter 5 in TS 23.228.
We propose that the following new subsection entitled “CSCF Availability at Session Setup” is added to Chapter 5 – “IP Multimedia Subsystem Procedures” in TS 23.228: 

5.X CSCF Availability at Session Setup

To ensure that selected SIP servers such as for example the serving CSCF or firewall proxies become traversed by the SIP Invite message at the session setup, the mechanisms listed below shall be supported. 

1. Any serving CSCF and any proxy that insists on being in the signalling path at session setup shall use the SIP Record-Routing mechanism during the SIP registration process. This requires the support of the Record-Route header in the Register request and response, and the support of the Route header in the Invite message. Both headers are optionally defined in standard RFC 2543. 

Route recording is requested by adding the Record-Route header to the SIP Register request message. Subsequent SIP servers that also want to be traversed, only append a new entry to the existing record. A SIP server may further insert a Record-Route entry on behalf of another server. Upon receipt of the register request, the user agent of the SIP Registrar then copies the contents of the Record-Route header unchanged into the register response message – e.g. the SIP 200 OK. When this response has traversed the network and arrives at the calling UE, the route-record is saved and afterwards used to route all subsequent Invite messages. SIP servers that do not insist on being traversed at session setup do not include themselves into the record-route header. Those servers do not even have to support this mechanism. 

2. The SIP User Agent of the UE shall support the Record-Route header and the Route header as optionally defined in the SIP standard RFC 2543. If a route-record is returned in a SIP Register response message, e.g. a 200 OK, the SIP User Agent within the UE shall store the record and shall add it to the Route header of all sub​sequent SIP Invite requests until either 1) a new route-record was received in a subsequent register response, or 2) the subscriber becomes  unregis​tered. In the latter case, the route-record shall be released. 

3. CONCLUSION

This document proposed to standardise the use of the optional SIP Record-Route mechanism during the SIP Registration. This ensures that at session setup, the serving CSCF and selected  proxies are within the signalling path of the SIP Invite message. 

The approach does not require any modifications to the SIP protocol syntax nor does it require new message headers to be standardised. Record-Routing was however not intended to be used during the SIP Registration – it can however be applied without any functional modifications. Furthermore, the approach is sufficiently flexible and powerful to force a single node (e.g. the serving CSCF) or a number of nodes (e.g. the serving CSCF and several proxies) into the signalling path of the Invite message. The decision for this is taken by each CSCF and each proxy itself. 

The approach requires the compliant UE to support the SIP Record-Route- and the Route header. Those CSCFs and proxies that insist on being in the signalling path must also support these headers. Furthermore, the UE additionally has to store the route-record received during the registration. 



















� This assumes that sessions are to be set up via the CSCF and will not become routed directly between the SIP User Agents. 





Source: Siemens AG.


