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1 Introduction

The IP multimedia CN subsystem opens the door for the introduction of a new category of services. As stated in 3GPP TSG SA1 documents, some of these services may have a similar name or functionality comparable to standardised services in GSM/UMTS networks, but it has been considered an Operator issue to decide on the mapping between ‘equivalent’ services data (i.e. in principle no standardisation work is going to be performed on this).

In order to allow smooth migration for users from R99 to R00, we consider that at least the specific case of the classical Telephony service (as classical TeleService Speech in GSM/UMTS networks) and the IP Telephony service (as the voice component of a MultiMedia service) needs to be carefully studied: 

Where there is single service coverage, the operator could desire to route the call to the current serving Network Domain. Where there is dual service coverage, the user/operator can make the choice of which service to use. This is easy for outgoing calls, however, for incoming calls, the networks have to deliver the call in the mode of users’ preference. One way is assuming different dialling to reach the user via the CS Domain or IP MultiMedia domain (e.g. multiple MSISDN). However, we cannot exclude the case where migrating GSM users wish to keep their number, also for the IP MultiMedia service (i.e. single MSISDN). All this gives the need to support routing of incoming calls to one and the same number based on user location in terms of visited Network Domain(s), etc…

The architecture should not preclude that the Home Operator decides on the domain that they want to use to have the telephony service delivered. The architecture should allow that the Home Network decides, taking into account at least, the subscription, the serving network capabilities, the roaming agreements between the operators, and other conditions as registration status.

The need for this functionality may vary, as coverage for the IP MultiMedia service becomes more complete- looking to a distant future. Seen from the all IP network, the CS Speech fall-back could be seen as an architectural exception, however for years to come commercially very important. But still, this kind of mechanisms may still be needed, as new alternative delivery mechanisms pop up, e.g. multiple registrations for multimedia over wireless and wireline access, etc…

1.1 Scope

It is required that the long term evolution of the IM CN subsystem is not restricted by the short/mid term inter-domain roaming requirement. Taking this into account, this document presents a solution with minimal impacts on the call/session establishment procedures. It contains exemplifying call flows for inter-service roaming based on the flows presented in Ericsson document S2-000752, which was presented and discussed in the Stockholm meeting in May

Although it addresses the Single MSISDN configuration, the solution is easily extensible to scenarios where other type of identifiers is utilised. 

This document shows that it is possible to support single MSISDN in R’00 while keeping domain coupling to a minimum: just within the integration role of the HSS.

1.2 Structure

The following scenarios have been taken into account:

· MT calls coming from IP domain, built on SIP call control

· MT calls coming from PSTN, built on ISUP Call Control. The following configuration options are possible

Home Network Entry point: MGCF

Home Network Entry point: GMSC server

2 MT Calls: role description

The call flows for MT calls of this contribution have taken as a basis the relevant parts of the role descriptions in TR 23.821 and the result of the discussions on the SA2 list about the network entities. The assumption is that the following concepts are agreed:
HSS:
HSS is responsible for holding the following user related information: 

· User Identification, Numbering and addressing information. 

· User Location information at inter-system level; HSS handles the user registration, and stores inter-system location information, etc. 

· …

Based on this information, the HSS is also responsible of supporting the CC/SM entities of the different control systems (CS Domain control, PS Domain control, IP Multimedia control…) offered by the operator.

HSS may integrate heterogeneous information, and enable enhanced features in the core network to be offered to the application & services domain, at the same time hiding the heterogeneity.

The HSS consists of the following functionalities:

· User control functions required by the IM CN subsystem.

· The subset of the HLR functionality required by the PS-Domain. 

· And the CS part of the HLR, if it is desired to enable subscriber access to the CS-Domain or to support roaming to legacy GSM/UMTS CS-Domain networks 
I-CSCF: 

During terminated call delivery the Interrogating CSCF interrogates the HSS for information to enable the call to be directed to the assigned Serving CSCF.

S-SCSF:
The serving CSCF hosts the network functionality for the provision of calls/sessions.  It interacts with the application platform and the HSS for application service provision. The Serving CSCF interacts with the application platform and the HSS to obtain subscriber data.

The serving CSCF holds registration state and may hold call/session states.  The level of call/session state being kept by the Serving CSCF remains FFS.

GMSC server:
The GMSC server mainly comprises the call control and mobility control parts of a GSM/UMTS GMSC. 
MGCF:
This component is PSTN/PLMN termination point for a defined network. The functionality defined within MGCF should  be consistent with existing/ongoing industry protocols/interfaces that will satisfy the requirements.  
· Performs protocol conversion between the Legacy (e.g. ISUP, R1/R2 etc.) and the R00 network call control protocols.

Based on the above statements, the call flows have been built on the following principles:

· The ‘single MSISDN handling’ is seen as part of the integration role of the HSS.  It is an overlaid functionality transparent to the core of both the CS domain and the IP Multimedia subsystem.

· The home network has maximum control power on the design of the service delivery algorithms, which can be customised per user, dependent on roaming agreements, dependent on user status, changed by time etc. This control resides on the HSS, and/or on external applications accessed from HSS  (the operator could choose whatever mechanism, but to speed up service development some basic OSA APIs could be standardised).

· In any case, the logic for Domain selection is on/triggered by HSS and the logic is not executed, unless the subscription profile indicates the need.

· No protocol is proposed for the Cx reference point. SIP and DNS protocols are good candidates for this interface.

· HSS could retrieve more accurate information about the user status on the CS Domain, by means of already existing MAP procedures (i.e. MAP provide subscriber info). This capability has been reflected as optional.

3 Information flows

The following information flows outlines how calls are handled in different traffic cases from arrival to the home network until it reaches the entity holding the call states (S-CSCF and MSC/VLR respectively). The rest of the call flows are omitted in this contribution (e.g. registration…).

It has been considered a network configuration issue, whether MT calls coming from PSTN enter the home network through the GMSC server, or through the MGCF.

3.1 Incoming call from IP Multimedia Domain

In this case, whatever domain is going to be chosen for delivery, the call enters the home Network through the I-CSCF (or Interrogating-CSCF), which will make a Query to HSS to gather information for further routing.

3.1.1 Delivery on IM Subsystem 

· The incoming call is  from IM 

· The user is registered in for IM service

· The user may also be registered in CS domain, but  as a result of the evaluation in HSS the call is delivered to IM.
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1.-An INVITE to a user with an existing  IM subscription arrives to an Interrogating-CSCF 

2.- A query is sent to the HSS to get the S-CSCF address where to route the 

3.- HSS sends the address of the S-CSCF that was selected at registration

4.- The INVITE is then  sent to the S-CSCF

(*)Optionally, the HSS could check the user registration state in CS domain by sending a PSI MAP message (Provide Subscriber Information) to MSC/VLR.

3.1.2 Delivery on CS domain

· The incoming call is  from IM 

· The user is registered in CS
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The user may also be registered in SIP/IP MM but as a result of the evaluation in HSS the call is delivered to the CS domain
1.- A SIP INVITE arrives to an interrogating CSCF 

2.- I-CSCF starts a Query against HSS to check user preferences, registration and subscription

3.- As a result of the evaluation in HSS the Query answer will provide the address of the  MGCF to redirect to CS domain.

(*) Optionally, HSS could check the user registration state in CS domain by sending a PSI MAP message (Provide Subscriber Information) to MSC/VLR.

4.- SIP INVITE is forwarded to MGCF

5.- The call is routed to GMSC server. The MSISDN number where the call is intended to, can be extracted from the identity (E-164 based) contained in the SIP INVITE message.

6.- SRI is requested from HSS

7. and 8.- PRN is sent to MSC/VLR and its response to HSS will contain the MSRN 

9.- MSRN is given back in SRI response

10.- The call is forwarded to the right MSC/VLR

3.2 Incoming call from CS 

3.2.1 Delivery on CS Domain: Entry Point MGCF

· The user is registered in CS

· The user may also be registered in SIP/IPMM but as a result of the evaluation in HSS the call is redirected to CS domain
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)

5.- SIP redirect (E-164-based_user_id)

1.- An IAM is received in the MGCF

2.- MGCF launches a SIP INVITE message to the I-CSCF, so that this node can request more information to HSS.

3.- The call proceeds as in chapter 3.1.2
3.2.2 Delivery on CS Domain: Entry point GMSC server

· The user is registered in CS

· Incoming CS calls are routed to GMSC server as a result of the operator configuration

· The user may also be registered in SIP/IPMM bu as a result of evaluation in HSS the calls are routed to CS domain.
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1.- An IAM is received in the GMSC server

2.-GMSC interrogates HSS about how to route this call, sending an SRI

(*)Optionally, HSS could check the user registration state in CS domain by sending a PSI MAP message (Provide Subscriber Information) to MSC/VLR.

3. and 4.- PRN is requested from HSS to MSC/VLR and responded with the MSRN to HSS

5.- MSRN is given back in SRI response

6.- The call is routed to the right MSC/VLR

3.2.3 Delivery on IM Subsystem

· The user is registered in SIP/IPMM

· The user may also be registered in CS but  as a result of the evaluation in HSS, the call is delivered on IM Subsystem
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1.- An IAM is received in the MGCF

2.- MGCF sends a SIP INVITE to an I-CSCF with a user id based on the MSISDN

The call proceeds as in 3.1.1

4  Proposal

1. The contribution proposes to modify the following chapters of TS 23.228.

In chapter 4.3.3. ‘Identification of Users’

‘The architecture supports the possibility of identifying the end user of a  MT call with a single MSISDN, independently of the call control protocol (e.g. SI,  ISUP) and the bearer type (e.g. voice, fax…)’
In chapter 5.6.1 ‘Procedures related to routing information interrogation’


‘During mobile terminated call delivery, the Interrogating CSCF retrieves routing information from HSS, over the Cx Reference point.

If roaming to CS CN domain is supported, HSS contains an overlaid function transparent to both the CS CN domain and the IP Multimedia CN subsystem that integrates user IM information and user CS information such as location (conditionally). This function decides on the way the call shall be delivered according to:

· subscription 

· and/or Call type

· and/or roaming agreements
· and/or location information
· and/or conditions such as registration status

· etc…

According to the decision, the retrieved information will route the call either to a  S-CSCF or to a MGCF’.

REQ 6: The Cx reference point shall support retrieval of routing information from HSS to I-CSCF

· The resulting routing information can be either Serving CSCF or MGCF signalling transport parameters (e.g. IP-address). 

· 
Note: the same kind of functionality may be performed in HSS at routing information request from the GMSC server. In that case, the retrieved information will route the call either to the MGCF or to the MSC/VLR in the serving network.
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Assumptions:

		 MMIP Registration:

		V-CSCF (proxy) send REGISTATION to HSS

		HSS allocates H-CSCF

		HSS send  profile and V-CSCF reference to H-CSCF

		HSS returns H-CSCF  reference to V-CSCF

		CS Location updating:

		HSS receives LU from MSC/VLR

		CS/MMIP location combination for MMIP user:

		HSS can return the MGCF reference to the H-CSCF instead of the V-CSCF reference

		In case of MGCF the Incoming profile(or its map) will be down-loaded to the MSC/VLR by ISD. The outgoing one is down-load to the H-CSCF

		CS/MMIP location combination for MMIP/CS user

		The terminating services can be handled in an unique domain MMIP or CS down-loading outgoing profiles (or its map). 

		The call control can he handled by 2 CIs in CS and MMIP domains

		The H-CSCF can be loaded with alternative profiles and rules for selection  of domain if it is required per call

		ICG and CI are part of H-CSCF entity. It not precludes the configuration of CI in CSCF and ICG in Border Element. 

		Location server of SIP shall be supported in HSS by at least a mechanism

		It is envisaged in 3GPP at least one mandatory.

		It is assumed the DNS  
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