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Abstract: This contribution introduces a new Solution on limitation of data rate per Network Slice in UL and DL per UE.
1. Introduction/Discussion

It is agreed last meeting that that whether and how to limit the data rate of UE for a Network Slice should be studied, including
· How to signal the rate limits 
· Impact on subscription data 
The related attribute in the GST documented in GSMA is Maximum downlink/uplink throughput per UE. There should be subscribed slice maximum bitrate in the UDM as the attribute is per UE basis and could be used to offer different contract qualities like gold, silver and bronze.
The maximum data rate supported by the network slice describes the capability (i.e. supported resource) of a network slice. Hence, it should contain both GBR and non-GBR resource types data rate limitation, i.e. similar as TMBR in non-3GPP access.
It is proposed to use same procedure as UE AMBR control since (R)AN is the only centralized node which could control all PDU Sessions of a UE within a specific slice:

During the registration, the AMF will get the subscribed slice max bitrate from the UDM and send it to the AN. (In roaming case, AMF may send it to the V-PCF for authorization.) It is considering both GBR and non-GBR resource types.

Slice Maximum Bitrate describes the maximum aggregated uplink and downlink MBRs to be shared across all GBR and Non-GBR QoS Flows within a specific slice according to the subscription of the user. (R)AN will limit the aggregate bit rate that can be expected to be provided across all GBR and Non-GBR QoS Flows of a specific slice within the AN. 
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-40.
* * * * First change * * * *(all new text)
6.X
Solution #X: Solution on limitation of data rate per Network Slice in UL and DL per UE
6. X. 1
Introduction

The related attribute in the GST documented in GSMA is Maximum downlink/uplink throughput per UE. There should be subscribed slice maximum bitrate in the UDM as the attribute is per UE basis and could be used to offer different contract qualities like gold, silver and bronze.
The maximum data rate supported by the network slice describes the capability (i.e. supported resource) of a network slice. Hence, it should contain both GBR and non-GBR resource types data rate limitation.
6. X. 2
High-level Description
Each slice (S-NSSAI) per UE is associated with the following aggregate rate limit QoS parameter:

-
Slice Maximum Bitrate (SMBR).
(R)AN will limit the aggregate bit rate that can be expected to be provided across all GBR and Non-GBR QoS Flows of a specific slice within the (R)AN.
It is proposed to use same procedure as UE AMBR to control SMBR since (R)AN is the only centralized node which could control all PDU Sessions of a UE within a specific slice:

During the registration, the AMF will get the Subscribed SMBR from the UDM and send it to the AN. (In roaming case, AMF may send it to the V-PCF for authorization.) It is considering both GBR and non-GBR resource types. Each (R)AN shall set its SMBR to the sum of the Session-AMBR and MFBR for GBR QoS Flows of all PDU Sessions with active user plane to this (R)AN within the specific slice up to the value of the received SMBR from AMF.
The (R)AN enforces the SMBR across all GBR and Non-GBR QoS Flows of a UE belonging to PDU Sessions with an active user plane of that specific slice as follows:

1) The (R)AN shall ensure that the traffic of GBR QoS Flows is not affected up to the amount indicated by the GFBR value of the respective QoS Flow. Whenever a GBR QoS Flow is established or modified, the (R)AN shall check if the sum of the GFBR values (including the new/modified QoS Flow) is larger than the SMBR value. If so, the (R)AN determines whether the new/modified GBR QoS Flow can pre-empt any existing GBR QoS Flow of the same or a different PDU Session of the UE within the slice based on their ARP values. If this is not possible, the (R)AN shall reject the establishment/modification of the QoS Flow.

2) The (R)AN shall ensure that the aggregated bitrate across all GBR and Non-GBR QoS Flows is not exceeding the SMBR by shaping the traffic of non-GBR QoS Flows and/or dropping packets exceeding the GFBR from GBR QoS Flows with MFBR>GFBR. The details of the enforcement are implementation specific, e.g. the ratio in which different non-GBR QoS Flows are served, the ratio between shaping and packet dropping, the selection of which packet to drop and so on.

NOTE: Existing queue management mechanisms will handle the packet dropping for the non-GBR QoS Flows. 
6. X. 3
Procedures

6.X.3.0 General
It is proposed to add SMBR as a new parameter as following.
The AMF retrieves the Access and Mobility Subscription data and other subscription data using Nudm_SDM_Get service operation. Subscribed SMBR is included in Access and Mobility Subscription data (same as Subscribed UE AMBR). In roaming case, the AMF may send Subscribed SMBR to the PCF for authorization. PCF will send the authorized SMBR to the AMF. AMF send the received SMBR, i.e. either Subscribed SMBR received from UDM or authorized SMBR from PCF, to the (R)AN. The (R)AN sets its SMBR to the sum of the Session-AMBR and MFBR for GBR QoS Flows of all PDU Sessions with active user plane to this (R)AN within the specific slice up to the value of the received SMBR from AMF. The (R)AN will limit the aggregate bit rate that can be expected to be provided across all GBR and Non-GBR QoS Flows of a specific slice within the AN as described in clause 6.X.2.

Some procedures could be impact as shown in following clauses.

6.X.3.1 Registration
UE sends Initial Registration Request as described in step 1-3 of clause 4.2.2.2.2 of TS 23.502.
The detail flows are shown in Figure 6.x.3-1
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Figure 6.X.3-1 Procedures for Slice-AMBR during registration
Step 1 and 2. The AMF retrieves subscribed SMBR per S-NSSAI from UDM.

Step 3. The AMF provides the Allowed NSSAI and the subscribed SMBR for each S-NSSAI in the Allowed NSSAI to PCF in roaming case. 

Step 4. The PCF may authorize the subscribed SMBR and send the dynamic serving network SMBR for each S-NSSAI in the Allowed NSSAI to the AMF.

Step 5. If received from PCF, the AMF sends the Authorized SMBR per S-NSSAI to (R)AN when needed. Otherwise the AMF sends the Subscribed SMBR per S-NSSAI obtained from the UDM to (R)AN.
Editor's note: Whether the interaction between AMF and PCF is necessary is FFS.
6.X.3.2 PDU session establishment
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Step 12. In N2 SM information the GFBR of any GBR QoS flows is evaluated against the SMBR for the S-NSSAI in the UE context. The RAN stops admitting more GBR QoS flows when admitting them would imply overflow of the SMBR. The RAN shall first reserve the cumulative GFBR needed for the GBR QoS Flows, and then initiate the enforcement for the non-GBR QoS Flow.
6.X.3.3 PDU session modification
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Step 4. In N2 SM information the GFBR of GBR QoS flows is evaluated against the SMBR for the S-NSSAI in the UE context. The RAN stops admitting more GBR QoS flows when admitting them would cause overflow the SMBR. If the GFBR of the QoS Flow cannot be allowed, then the RAN rejects the PDU session modification in step 6. The RAN shall first reserve the cumulative GFBR needed for the GBR QoS Flows, and then initiate the enforcement for the non-GBR QoS Flow.
6.X.3.4 Service Request
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In Step 12, in addition to the allowed NSSAI, the AMF provides to the RAN for each S-NSSAI for which it is applicable, the SMBR.

6. X. 4
Impacts on existing services and interfaces

AMF:

· Support Subscribed SMBR transfer during initial registration via Nudm_SDM Service.

· Support SMBR transfer via N2 interface and SMBR enforcement.

UDM:

· Support Subscribed SMBR transfer during initial registration via Nudm_SDM Service.

PCF:

· FFS: Support authorized SMBR transfer via Npcf_AMPolicyControl Service.

RAN: 
· Support SMBR transfer via N2 interface and SMBR enforcement.
* * * * End of changes * * * *[image: image5.png]
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