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Abstract of the contribution: This paper proposes a new solution for Key Issue #11: User-plane specialized NWDAF to minimize data collection to the TR 23.700-91.
1
Discussion

This solution address efficiency for data collection Key Issue #11 focused on user plane analytics, and is part of the solutions for not only key Issue #2 but also Key Issue #1. It also addresses the facilitation of putting into practice the following principles

The TS 23.288 in clauses 4.1 and 5.1 states that "some of the NWDAF can be specialized in providing certain types of analytics."
The TS23.501 states some key principles and concept such as:

-
Separate the User Plane (UP) functions from the Control Plane (CP) functions, allowing independent scalability, evolution and flexible deployments e.g. centralized location or distributed (remote) location.

· Support concurrent access to local and centralized services. To support low latency services and access to local data networks, UP functions can be deployed close to the Access Network.

These principles are described in 3GPP TS 23.501 [x] Clause 4.1 Architecture model and concepts

The proposal consists of associating User-plane specialized NWDAF instances to groups of UPFs that are deployed geographically close attending a well-defined area or region. Deployments of a small cluster of UPFs attending areas close to the edge is a good example where this specialization is required. In general, a UP-NWDAF is indicated in any kind of areas where the User Plane is expecting to experience spikes or sustained dense traffic where the cost/benefit of the optimization is by far justified and guaranteeing the SLAs, QoE and infrastructure cost rational. The optimization of these distributed NWDAFs is on gathering and processing data from the User Plane UPFs. UP-NWDAF could include collecting KPIs from the AFs associated with each DNN, LADN and Local IP Access present into each registration areas across a specific and well-defined area or region. The UP-NWDAF's specialization does not prevent it collects data from the rest of NFs, including others UP-NWDAFs. It also could implement any kind of analytics Id; the specialization serves as a guideline of how to distribute this kind of NWDAF, based on the UPFs distribution.     
This solution proposes to associate one specialized User-plane NWDAF instance (further noted as UP-NWDAF) with one UPF or a cluster of UPFs that are sited geographically close each other attending at least one DNN. 
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Figure 1 User-plane specialized NWDAF
Some areas that do not expect either dense traffic, nor real-time use cases, such as residential areas or rural areas, could use at least one NWDAF with the characteristics of the UP-NWDAF but in a centralized fashion. Thus completing the whole PLMN coverage with a scheme where a single UP specialized NWDAF covers 100% of this kind of UPF instances.

Advantage considering topics to investigate highlighted in the key Issue #11

· To address the amount of signalling (information) that NWDAF may need to collect from the UPF related to User plane traffic.

                 Typical intervals of data collection based on the kind of metrics
	Metric or KPI
	Data collect Frecuency

	Bytes counters
	250ms – 1 sec

	Packet loss, RTT metrics **
	1 sec – 5 sec


               NOTES: ** per kind of traffic per sub, Source S2-1909586

· To Reduce dependency on managing subscription in the NWDAF due to all the associated UPFs always will report only to the associated NWDAF. Thus:

· Reduce dependency on managing subscriptions because of the change in serving entities for a UE. That dependency is managed between NWDAFs and not any more between a NWDAF and UPFs or SMFs. The potential interactions between NWDAFs associated with a group of UPFs is by far less extensive than the possible interactions between a legacy NWDAF and all the UPFs present per slice. 

· Reduce to a small area the complexity at NWDAF in determining the entities serving a UE or a group of UEs and the entities serving an area at a particular time window. The frequency of handover out of the NWDAF serving area is very low therefore reducing/optimizing the managing of subscription for data collection purpose and reselection of NWDAF instances due to handover events.

There are also advantages based on the principles stated in TS23.501 to support low latency services, access to local data networks, and UP functions can be deployed close to the Access Network. Having the NWDAF close to the UPFs will allow it to collect rich information from the UPFs and provide near to real-time analytics outcomes. Thus enabling the network to make decisions that minimize latency and take and enforce such decisions. A couple of examples is User Plane Optimization and QoS sustainability implementation. For more illustration see the TDoc S2-2004299
It allows putting into practice the scheme where local analytics is performed close to the UPFs. Therefore the outcomes are used by other NWDAFs as data input to process those analytics services with less time sensitivity and much more complexity. This solution reduces significantly the volume of information that the UP-NWDAF may send to a central NWDAF. It avoids the bulk, and sufficient information traversing the whole network when it is collected and processed by a central NWDAF, in this case, receiving information directly from every involved UPF. It is possible for instance, that the UP-NWDAF sends to the central NWDAF the calculated QoEs; instead of each UPF sending a lot of traffic samples to perform the QoE calculation at the central NWDAF.
The introduction of UP-NWDAF concept is seamless and does not inpact any existing Rel16 procedures. In TS23.288 the following Analytics Id are awaiting for this kind of solution.   

· Observed service experience
· Communication Analytics

· NF load analytics
UP-NWDAF Registration

For the UP-NWDAF in this solution to get ready to collect data from UPFs, it registers with the NRF and also with the  UDM and subscribes to certain SMF at PDU session events. 

The NWDAF registers into the NRF as a User-plane specialized NWDAF attending a specific area of interest. The design of UP-NWDAF service area is fundamentally the way to associate a UP-NWDAF with a cluster of UPFs.

Following the NRF registration, the UP-NWDAF gets from the NRF information about the Service Area of the SMF(s) at a slice level. Then the UP-NWDAF selects the SMFs that serves partially or totaly the UP-NWDAF service area.The  UP-NWDAF Subscribes to selected SMFs to PDU session establishment or modification exposure service; with a proper filter to ensure that the exposed events are only those which fall into the UP-NWDAF’s service area.
UP-NWDAF service area design principle: The finest granularity for Service Area is at TA level. UP-NWDAF service area should not overlay in between them. When adding all UP-NWDAFs service areas coverage results in a full overlay of PLMN coverage; it implies that every single TA shall be part of one of the UP-NWDAF service areas. The UP-NWDAF service area should contain at least one partial or total SMF service area. The implementation of the UP-NWDAF concept in the network implies the UPFs that serve their service area are located relatively geographically close to the UP-NWDAF.
Data collection

The Associated NWDAF collects data from the UPF of interest. In a distributed UP implementation, there may be clusters of UPFs deployed relatively close to each other and the UPFs deployed at the centralized data center with the service area in partial or total coincidence with the UP-NWDAF’s service area. For those UPFs close to each other attending the UP-NWDAF service area, the distance between the UPFs and the associated NWDAF should be less than five mSec (roundtrip). This recommendation in the range of five mSec homogenize the latency of data collection into the UP-NWDAF service area, and also rationalize the relative robust transport resources needed in-between UPFs and the UP-NWDAF.
The centralized or regular NWDAF shall collect data from all the NFs as TS 23.288 defines with no changes. The regular NWDAF may collect data from UPFs via the UP-NWDAF, leveraging the specialization of the UP-NWDAF type.This p-CR also provides details of possible User-Plane specialized analytic Id that can run in this kind of NWDAF. Since the UP-NWDAF is a device regularly sited close to the edge; this kind of NWDAF shall have a basic set of analytics services. Another function is to collect, consolidates and provides data to others NWDAFs and NFs. 
At least three categories of possible types of analytic Id shall include this kind of specialized NWDAF:
· User Plane optimization: In this case, the goal is to leverage the optimal connectivity between NWDAF and UPF; not only because in this type of analytics the KPIs of the traffic are massive and very frequent, but also because the potential outcomes may derive in actions that need to be taken right there where the analytics processing is taking place. 

· Analytics Id with time sensitivity: Use cases such as QoS sustainability implementation; is an example where the latency, for data collection and outcome delivery, is critical to achieving the expected results. Again the inherent outcomes may derive in actions that need to be taken right there where the analytics service is taking place.

· UE analytics related: The Analytics Id related to Radio Environment run in a UP-NWDAF, one reason is that the UPFs are involved receiving UE's KPIs, which may be a significant stream of data. Second, the analytics's outcomes may derive in actions that the radio part needs to take locally right there in the TA managed by the related UPF.
The function of collecting data from a UPF to perform consolidation and sending the outcomes to a third NFs, is available at the UP-NWDAF as a regular Analytics Id. All potential consumers, such as central NWDAF, PCF, NEF, OAM can use it. In the cases of a NWDAF acting as a consumer; it may use the received outcomes as input data of another Analytics Id with more complexity and less time sensitivity.  

2
Proposal

This contribution proposes to implement the following updates to TR 23.700-91 v0.3.0.

* * * Start of Change * * *

6.0
Mapping Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	1
	11
	
	
	

	2
	4
	
	
	

	3
	15
	
	
	

	4
	12
	
	
	

	Z
	11
	1
	2
	


*** Next (All new text) ***

6.X
Solution Z: A new User-plane specialized NWDAF 

This is a solution for Key Issue #11, Efficiency for data collection using a User-plane specialized NWDAF 

This solution address efficiency for data collection Key Issue #11 focused on user plane analytics, and is part of the solutions for not only key Issue #2 but also to Key Issue #1 and Key Issue #8.

The optimization of these distributed NWDAFs is on Gathering and processing data from the User Plane UPFs.

6.x.1.1
Principles of the Solution

The principles of the solution are:

This solution proposes to associate one User-plane specialized NWDAF instance (hereinafter called UP-NWDAF) to one UPF or group of UPFs that are sited geographically close attending at least to one DNN. Deployments of a small cluster of UPFs attending areas close to the edge is a good example where this specialization is required. In general, a UP-NWDAF is indicated in any kind of areas where the User Plane is expecting to experience spikes or sustained dense traffic. The optimization of these distributed NWDAFs is on gathering and processing data from the User Plane UPFs. The NWDAFs could include collecting KPIs from the AFs associated with each DNN, LADN and Local IP Access present in each registration areas across a specific and well-defined area or region.

For the UP-NWDAF in this solution to get ready to collect data from the UPFs, it registers in the NRF and also in the UDM and subscribes to certain SMF at PDU session events. 

The NWDAF registers into the NRF as a User-Plane specialized NWDAF attending a specific area of interest. The design of the UP-NWDAF service area is fundamentally the way to associate the UP-NWDAF to a cluster of UPFs.

Following the NRF registration, the UP-NWDAF gets from the NRF information about the Service Area of the SMF(s) at a slice level. Then the UP-NWDAF selects the SMFs that serve partially or totaly the UP-NWDAF service area. The UP-NWDAF subscribes to selected SMFs to PDU session establishment or modification exposure service; with a proper filter to ensure that exposed events are only those which fall into the UP-NWDNAF service area.
UP-NWDAF service area design principles: The finest granularity for Service Area is at TA level. The UP-NWDAF service area should not overlay in between them. When adding all UP-NWDAFs service areas coverage results in a full overlay of PLMN coverage; it implies that every single TA shall be part of one of the UP-NWDAF service areas. The UP-NWDAF service area should contain at least one partial or a total SMF service area. The implementation of UP-NWDAF concept in the network implies the UPFs that serve their service area, are located relatively geographically close to the UP-NWDAF. 
6.x.1.2 Registration of the UP-NWDAF serving an area

In this solution, each UP-NWDAF serves a specific geographical area with a set of User plane specialized analytics services. It registers with the NRF as a specialized NWDAF. This registration includes the data described in 3GPP TS 23.501 [2] clause 6.2.6 and 3GPP TS 23.288 [5] clause 5.1. 
Following the NRF registration, the UP-NWDAF invoke the Nnrf_NFManagement_NFStatusSubscribe for two purposes. First to gets from the NRF information about the Service Area of the SMF(s) at slice level and second to get registered and start receiving notifications of new SMFs instances deployment. Then the UP-NWDAF selects the SMFs that serves partially or totaly the UP-NWDAF service area. The UP-NWDAF Subscribes to selected SMFs to PDU session establishment or modification exposure service; with a proper filter to ensure that exposed events are only those which fall into the UP-NWNAF’s service area. Figure 6.x.1.2-1 steps 1- 5 illustrates the procedure.

6.x.1.3 Registration/Deregistration of the UP-NWDAF serving a UE

Every SMF PDU session establishment or modification event notification arriving to the UP-NWDAF, via a Nsmf_EventExposure_Notify, may derive the respective UE that has an active PDU session being managed in the UP-NWDAF service area. If the case, that UE needs to be registered in the UDM.Therefore, the UP-NWDAFs registers in the UDM those UEs. This registration in the UDM includes the UE ID, NWDAFs FQDN or IP address, NWDAF instance ID, and the Analytics IDs it can produce for such UE. This registration may take place right after the NWDAF receives an event notification from the SMFs of a PDU session establishment or modification. Note that it is enough that the UE is camping in the UP-NWDAF service area to make the UP-NWDAF proceed to register the UE even if it does not correspond yet to a target SUPI. The UP-NWDAF deregisters the UE when it receives the event notidication of PDU session termination or relocation out of the UP-NWDAF service area. Also, a UE using edge computing or mashup application could be managed by two different NWDAFs due to the UE PDU sessions having two different anchor UPFs in different UP-NWDAF service areas. Figure 6.x.1.2-1 steps 6 - 9 illustrates the procedure.

6.x.1.3 UP-NWDAFs subscribes to a new SMF instance

The UP-NWDAFs shall subscribe to every new deployed SMF instace that match the Service area filter. New deployment of SMF instances can occur due to AMF inserting an I-SMF, a SMF failover process, traffic increase and others. When a new SMF instance is deployed by OAM, configured and registered in the NRF; based on the subscription in clause 6.x.1.2 step 2, the NRF issues Nnrf_NFManagement_NFStatusNotify generating an event notification to all the UP-NWDAFs with a subscription matching the SMF Provisioning Information of the new SMF. The UP-NWDAF validates the reported SMFs at slice level to check if it attends partially or totalt to the UP-NWDAF’s service area. The criteria to define if SMF is serving partially or totally the UP-NWDAF’s service area is TA based. Finally the UP-NWDAF invokes Nsmf_EventExposure_Subscribe Service to subscribe to the SMFs with target indicating that any UE is targeted (on the specific TAI list present in the UP-NWDAF service area) at PDU session establishment or modification. As described in 23.502 5.2.8.3.3. Figure 6.x.1.2-1 steps 10 - 14 illustrates the procedure
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Figure 6.x.1.2-1  
1. The NWDAF registers with NRF as specilized NWDAF. This registration includes the data described in 3GPP TS 23.501 [2] clause 6.2.6 and 3GPP TS 23.288 [5] clause 5.1, including the NWDAF service area.

2. The UP-NWDNA issues a Nnrf_NFManagement_NFStatusSubscribe Service Operation providing the target SMF Provisioning Information that implies all SMF that at least include in their Service Area one TA that is part of the UP-NWDNA Service Area as described in 23.502 clause 5.2.7.2.5
3. The NRF issues Nnrf_NFManagement_NFStatusNotify with the list of all SMFs that currently meet the SMF subscription. As described in 23.502 clause 5.2.7.2.5
4. The UP-NWDAF selects the SMFs at slice level that attends partial or total the UP-NWDAF’s service area. TA is by default the criteria to define if SMF is serving partially or totally the UP-NWDAF’s service area.
5. The UP-NWDAF invokes Nsmf_EventExposure_Subscribe Service to subscribes to all selected SMFs with target indicating that any UE is targeted (on the specific TAI list present in the UP-NWDAF’s service area) at PDU session establishment or modification. As described in 23.502 5.2.8.3.3
The following takes place when any SMF invokes Nsmf_EventExposure_Notify regarding PDU session changes: 

6. The SMF invokes the Nsmf_EventExposure_Notify service operation providing to the NWDAF the SMF PDU session establishment or modification event report. This events may derive in that the respective UE that has an active PDU session in the UP-NWDAF’s servig area.
7. The UP-NWDAF selects the UE to either register or deregister with the UDM. If the PDU session is managed in the UP-NWDAF service area, the respective UE is selected thus registered. The UE is deregistered in case of the event correspond to a PDU session termination or relocation out of the UP-NWDAF’s service area. TA is the criterion by default to define if the PDU session is being managed in the UP-NWDAF’s service area.
8. The NWDAF invokes Nudm_UECM_Registration (SUPI, NWDAF FQDN, NWDAF instance ID, Analytics ID, S-NSSAI, Area of Interest). 
9. UDM acknowledges the registration.
The following takes place when a new SMF instance is deployed:

10
A new SMF instance is deployed by OAM 
11
The new SMF instance is configured and registered in the NRF

12  Based on the subscription in step 2, the NRF issues Nnrf_NFManagement_NFStatusNotify to all the UP-NWDAFs with a subscription matching the SMF Provisioning Information of the new SMF

13
The UP-NWDAF validates the reported SMFs at slice level to check if it attend partially or totally the UP-NWDAF’s service area. TA is by default the criteria to define if SMF is serving partially or totally the UP-NWDAF’s service area.

14
The UP-NWDAF invokes Nsmf_EventExposure_Subscribe Service to subscribes to the SMFs with target indicating that any UE is targeted (on the specific TAI list present in the UP-NWDAF service area) at PDU session establishment or modification. As described in 23.502 5.2.8.3.3

6.x.1.4 Discovery the UP-NWDAF via the UDM when UE is camping in the UP-NWDAF service area 
When a service consumer, e.g. an NWDAF, on slice level, is instructed to produce UE related Analytics; it shall leverage the optimized UP-NWDAF deployed close to the UPFs; and can collect KPIs optimally of such UE’s PDU session. The NWDAF service consumer first needs to discover the UP-NWDAF that is deployed close to the respective UPFs and has optimized connectivity and features to collect data from such UPFs. Figure 6.x.1.2-1 illustrates the procedure.
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Figure 6.x.1.4-1  
1a,b. Service consumer instructs the NWDAF to produce UE related Analytics based on SUPI. NF invoke Nnwdaf_AnalyticsSubcription_Subscribe. The NWDAF invoke Nnwdaf_AnalyticsSubcription_Subscribe_response
2. 
The NWDAF services consumer discovers the UDM serving the target UE by invoking the procedures specified in 3GPP TS 23.501 [2] clause 6.3.8, e.g., making a query to the NRF based on SUPI. As a result, the NWDAF services consumer obtains the address of the UDM NFs that is serving this UE.
3.
The NWDAF services consumer discovers the UP-NWDAF that may serve or is serving the target UE invoking Nudm_UECM_Get request (NWDAF type, SUPI, Analytics ID, S-NSSAI).
4.
The NWDAF services consumer obtains the address of the UP-NWDAF that may serve or is serving the target UE for that UE related Analytics. 

5.
The NWDAF service consumer interact with the UP-NWDAF that is serving or may serve the UE.

6.
The UP-NWDAF collects data from the UPF that is managing the target UE’s PDU session

7.
Once the NWDAF service consumer is ready, it provides the Analytics Outcome to the NF 
x. 
The UP-NWDAF could have collected data from the UPF that is managing the target UE’s PDU session due to a previous requirement from a different consumer.
6.x.1.5
Requirements of the Solution

User-plane Specialized Anlytics Id to implement in this kind of NWDAF need to be defined in the folowing meetings.
The UDM should support the UP-NWDAF serving UE.
6.x.1.6
Data collection from UPF
Based on a subscribe operation, the UP-NWDAF collects data from the UPFs. Details will be define during normative phase. The centralized or regular NWDAF shall collect data from all the NFs as TS 23.288 defines with no changes. The regular NWDAF may collect data from UPFs via the UP-NWDAF, leveraging the specialization of the UP-NWDAF type.
6.x.2
Impacts on services, Existing Nodes and Functionality
The introduction of UP-NWDAF concept is seamless and does not inpact any existing Rel16 procedures assuring back compatibility. 
NRF:

· Register User-plane Specialized UP-NWDAF with a specific service area
· Event notification to UP-NWDAF when a new SMF instance is deployed.


SMF:
· Likely will participate in the subscription that UP-NWDAF does on the respective UPF. Details will be define during normative phase. 

· Event notification to the UP-NWDAF at PDU session establishment or modification.
UPF:

· Based on a subscribe operation, the UP-NWDAF collects data from the UPFs. Details will be define during normative phase. 

UDM:

· Enhanced Nudm_UECM procedure with new data set for storing NWDAF registrations.
NF  UP-NWDAF service consumer 

· Discovery of UP-NWDAF serving the UE.

*** End of changes ***

3GPP

SA WG2 TD


