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Abstract: This contribution proposes an update to solution#1 which addresses KI#4.
1. Discussion
Solution# 1 proposed in TR23.754 aims to address KI#4 related to the UAV and UAV Controller tracking. The key issue specifically describes that the solution is required for “the 3GPP system to track the UAV and the UAV Controller”. 
Moreover, following SA1 service requirement from TS22.125 states:
“[R-5.1-003] The 3GPP system shall enable a UAS to send UTM the UAV data which can contain: unique identity (this may be a 3GPP identity), UE capability of the UAV, make & model, serial number, take-off weight, position, owner identity, owner address, owner contact details, owner certification, take-off location, mission type, route data, operating status.”
Hence from the requirement and key issue perspective it is needed that the UTM should be able to track and identify both the UAV and the UAV controller. Furthermore, the UTM should be able to link the tracking and identification data of the UAV and UAV-C to the same UAS, the requirement for which has been captured by the following SA1 text:
“[R-5.1-001] The 3GPP system should enable UTM to associate the UAV and UAV controller, identify them as a UAS.[R-5.1-002] The 3GPP system shall be able to provide UTM with the identity/identities of a UAS.”
From a regulatory standpoint, the need to be able to locate not just the UAV but also the remote pilot (UAV-C) is key to assist with public safety, according to ARC [3] report:
" Tracking information for the UAS: This should include aircraft position and control station location (or take-off location if ground control station location is not available)" (p5)

"Whenever there is an issue or concern with a UAS, the process is to notify public safety officials to initiate actions to locate the UA as well as the remote pilot to enable discussion or intervention to terminate the flight." (p40)
The current version of the agreed solution does not completely capture the above two stage 1 and regulatory requirements. The current solution mainly describes the identification of only UAVs in a given area. 
We propose to update solution#1 to include aspects of tracking the associated UAV controller(s) and maintaining the linkage between the identification data of both the UAV and the UAV controller at the UTM.

2. Proposal
It is proposed to capture the following changes in TR 23.754.
* * * * First Change * * * *
6.1
Solution 1: Identification of UAVs and UAV-Cs in a target area
6.1.1
Introduction
This solution addresses the key issue #4.
Editor's note:
This solution applies only to 5GS.
Editor's note:
The reference to the specific requirements for this solution is FFS.

For live data acquisition by law enforcement, UTM may query the 3GPP system to identify whether there are any UAV(s) and/or UAV controller(s) in the target area.

The solution is based on the UTM definition and UAS model in 3GPP ecosystem as described in Figure 6.1.1-1, referred from TS 22.125 [5].

"Unmanned Aerial System Traffic Management (UTM) is used to provide a number of services to support UAS and their operations including but not limited to UAS identification and tracking, authorisation, enforcement, regulation of UAS operations, and also to store the data required for UAS(s) to operate. It also allows authorised users (e.g., air traffic control, public safety agencies) to query the identity and metadata of a UAV and its UAV controller".
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Figure 6.1.1-1: UAS model in 3GPP ecosystem in TS 22.125 [5]
This procedure allows the UTM to ask for the list of UAV(s) and UAV controller(s) present in the target area required by the UTM for further processing (e.g., tracking, statistics). The UTM asks for the authorized UAV(s) and UAV controller(s) that the system knows within the area. The report that is provided by the network to the UTM shall include the list of authorized UAV(s) and UAV controller(s) in the target area. The UTM can then initiate current location procedure defined in TS 23.273 [8] for each UE in the list, and have a finer granularity information of the target UAV(s) and UAV controller(s).
The UTM can trigger this procedure separately for UAV(s) and UAV controller(s) possibly with different NEFs if they are in different target areas. In general, UTM may trigger the similar procedure for UAV-C tracking without specifying a particular target area (e.g. to check whether UAV-C is under the same or different PLMN). The UAV entering the target area may trigger the procedure for UAV-C location tracking at the UTM. A UAS id is used by the UTM to link the UAV and UAV-C. Where UAS id is a temporary CAA-level UAV id allocated by USS/UTM (see solutions for KI#1,2,3). The UTM may therefore include the UAS id together with the target area in the messages exchanged with the network (e.g. NEF). The network may also include the UAS id in the tracking/location related messages sent to the UTM.
As described, the same procedure may be used for both the UAV and the UAV controller tracking. The UAV referred to in the call flow may either be a UAV or an associated UAV controller. 
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Figure 6.1.2-1: Procedure for UAV or UAV-C Tracking

1.
UE registers to the network and is authorized as a UAV. The UTM might be involved in the authorization procedure. The authorized information is stored in the AMF as part of the UE context.

Editor's note:
Detailed procedure for UAV identification and authorization is FFS.

2.
UTM sends Nnef_EventExposure_Subscribe request to the NEF to subscribe the identity list of authorized UAV(s) and for each UAV the associated UAS id in the target area as a Monitoring Event. Additionally, the target area information (e.g. list of cells, geographic area) is included.
NOTE: For UAV-C tracking the target area can be omitted or cover the entire PLMN.

3.
NEF identifies the AMF(s) based on the target area information, and subscribes the event exposure to AMF(s) indicating request for the identity list of authorized UAV(s) and the associating target area (e.g. list of cell(s), NG-RAN node(s) and/or TAI(s)).

4.
AMF acknowledges the execution of the subscription of NEF.

5.
NEF acknowledges the execution of Nnef_EventExposure_Subscribe.

6.
AMF collects the list of authorized UAV(s) in the target area based on the authorization information in step 1.

7.
AMF sends the event report by means of Namf_EventExposure_Notify message, and the event report includes the identity list of authorized UAV(s) 
NOTE:
The event report can be an immediate or one-time reporting, periodic reporting or event based reporting.

Editor's note:
Which UE identity (e.g. GPSI) is used to indicate the identity list of UAV is FFS.

8.
The NEF combines the results from all the involved AMF(s), and forwards to the UTM the list of authorized UAV(s) identities, and for each UAV the associated UAS id.

9.
After UTM receives the identity list of the authorized UAV(s), it may initiate the Location Procedure for each UAV in the list as defined in TS 23.273 [8], where the periodic location can be used for tracking each UAV.

6.1.2
Functional Description

Editor's note:
This clause outlines solution principles and documents any assumptions made.

6.1.3
Procedures
Editor's note:
This clause describes high-level procedures and information flows for the solution.

6.1.4
Impacts on Existing Nodes and Functionality
The solution has impacts in the following entities:

-
AMF:

-
Needs to support the Monitoring Event "identity list of UAV(s) and/or UAV controller(s) linked to a UAS id in a target area".

-
Needs to store the UAV related information.

-
Needs to notify the identity list of UAV(s) and/or UAV controller(s) to NEF.

-
NEF:

-
Needs to support the Monitoring Event "identity list of UAV(s) and/or UAV controller(s) linked to a UAS id in a target area".
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2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user
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6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)
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