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Abstract of the contribution: This contribution proposes a new solution for supporting deterministic communication.
1. Discussion
The objective of The Key Issue #3A: Exposure of deterministic QoS is to support any AFs which have deterministic application requirements regardless of TSN bridge support.
Any AF that has knowledge of deterministic application requirements should be able to request TSC services from the 5GS and as authorized, be notified of pertinent network events. This key issue is intended to support in the 5GS, requirements from TS 22.104 [4] where a TSN bridged network may not be needed and requirements from TS 22.263 [5] for Video, Imaging and Audio for Professional Applications (VIAPA). Applications provide those requirements to 5GS for any type of PDU Session.
However, expecting that every application provider maintains AFs is not realistic assumption. Moreover, an AF only represents an application, but a UE could operate multiple applications simultaneously. Note that the application deployment is very complex scenario. To take benefits of TSC supporting features, it is needed a mechanism to support 1) no AF is deployed for a specific application, 2) some QoS parameters are not provided by an AF, 3) multiple applications are operating simultaneously for a specific service. 
This contribution proposes a solution to support deterministic communication for applications described above. The main idea is to utilize the use of network analytics to obtain/correct the QoS characteristics for an application. 
Proposal 1. A new solution to support deterministic communication using network analytics by PCF. NWDAF provides traffic characteristics for a specific application, and PCF uses it to obtain/correct QoS parameters to determine QoS parameters, TSCAI, and survival time. 

2.	Proposal
It is proposed to include the added text into the TR 23.700-20 as a solution for key issue #3A.
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Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	#1 Uplink Time Synchronization
	#2 UE-UE TSC communication
	#3A Exposure of TSC services:
Exposure of deterministic QoS
	#3B Exposure of TSC services
Exposure of Time Synchronization
	#4 supporting the fully distributed configuration model for TSN
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[bookmark: _Toc528436042][bookmark: _Toc528569786][bookmark: _Toc528576630]6.X.1	Introduction
This solution is for key issue #3A: Exposure of deterministic QoS.
The scope of this solution is to support deterministic communication to the UEs operating applications. The main source of QoS related information for applications can be AF, however, expecting that every application provider maintains AFs may not be realistic assumption. Moreover, an AF only represents an application, but a UE could operate multiple applications simultaneously. Note that the application deployment is very complex scenario. To take benefits of TSC supporting features, it is needed a mechanism to support 1) no AF is deployed for a specific application, 2) some QoS parameters are not provided by an AF, 3) multiple applications are operating simultaneously for a specific service.
The fundamental mechanism of this solution is to utilize network analytics from NWDAF. NWDAF can collect network data, and able to provide the analytics about network traffic characteristics such as periodicity, period time, bandwidth. By collecting and analysing the network traffic (or packets), 5G network function (e.g. PCF) can decide QoS parameters and TSCAI when several parameters are missing or inaccurate for a PDU session supporting applications.
This solution proposes that a PCF, that responsible for deciding a PCC rule of deterministic communication, consumes network analytics to conjecture the characteristics of network traffic using NWDAF. 
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An AF provides QoS requirements, TSCAI related information, and survival time to the PCF, and PCF decide QoS parameters for serving QoS flow of the application. The below is the principles of the solution.  
· An AF provides QoS related parameters to PCF for the deterministic communication such as GPSI, application ID, maximum/minimum delay, maximum burst data volume, periodic indicator, periodic time, and survival time. The all parameters are not mandatory to be provided. For untrusted AF case, NEF can be uses to deliver the parameters to PCF.
· The PCF checks the received parameters whether they are sufficient to decide QoS parameters, TSCAI, and survival time used in 5GS. If provided information is not enough to derive them, the PCF requests to NWDAF to obtain missing parameter analysed by the network data. Moreover, the PCF can uses network analytics to monitor that the AF provided information is accurate or not. 
· The NWDAF need to collect network data for analyse the characteristics of target UE or application from SMF or other information sources. After collecting the network data, NWDAF can generate the analytics for the traffic characteristics as an output analytics.
· When the NWDAF provides the output analytics, the PCF decides the QoS parameters, TSCAI, and survival time. The remaining steps follow the procedure defined by Rel-16 to support TSC. 
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For the procedure to utilize network analytics when a PCF doesn’t have enough information to decide QoS parameters, TSCAI, and survival time, the procedure is depicted in figure 6.X.3-1. 




Step 1. An AF provides QoS related information for a target UE or application. The deterministic communication can be targeted using the combination of GPSI, application ID, S-NSSAI, and DNN. The QoS related information could contain burst arrival time, burst data volume, periodicity indicator, period time, and survival time. 
Step 2. An UE request PDU session for a specific S-NSSAI and DNN
Step 3. An SMF select a PCF could serve the requested S-NSSAI and DNN, and make a SM policy association. 
Step 4. The PCF check that the AF provided parameters are enough for decide QoS parameter, TSCAI, and survival time. If several parameters are missing, the PCF obtain them from NWDAF.
NOTE: 	It is FFS how NWDAF collect and generate output analytics for QoS related parameters for deterministic communication. 
Step 5. The PCF derives QoS parameters, TSCAI, and survival time.
Step 6. The PCF deliver the derived information to SMF using PCC rule.
Step 7. The SMF establish/modify N4 session according to the PCC rule
Step 8. The SMF provides N2 messages to the (R)AN with TSCAI and survival time. If needed, PDU session establishment accept message can be delivered to the UE. 
[bookmark: _Toc528436045][bookmark: _Toc528569789][bookmark: _Toc528576633]6.3.2	Impacts on Existing Nodes and Functionality
PCF:
· Need to decide the missing parameters for deterministic communication
· Need to consumer network analytics from NWDAF for obtaining missing parameters
NWDAF:
· Need to collect network data to analyse traffic characteristic and QoS related parameters for a specific UE or application.
· Need to provide the generated analytics to PCF 
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