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[bookmark: _GoBack]Abstract of the contribution: This pCR proposes some updates for the solution#5 to the Key Issue #2 on support of network slice related quota on the maximum number of PDU Sessions. 
[bookmark: _Toc462478989]1 Introduction
This solution addresses Key Issue #2 on support of network slice related quota on the maximum number of PDU Sessions.
2 Proposal

Start of changes 
[bookmark: _Toc30640030][bookmark: _Toc31274634]6.5	Solution #5: NWDAF enhancements for supporting of network slice quota on the maximum number of PDU Sessions
This solution is for Key Issue #2.
[bookmark: _Toc30640031][bookmark: _Toc31274635]6.5.1	Introduction
This solution described:
-	how the NWDAF knows about the maximum number of PDU Sessions that the network slice can support,
-	how the NWDAF knows about the current number of PDU Sessions accessing the network slice
-	how the NWDAF supports other network functions in 5GC to enforce such quota when a UE requests to establish a new PDU Session to the network slice and that would cause the quota to be exceeded
-	how the 5GS selectively enable this quota only for Network Slices that require it
This solution uses the following principles:
· The O&M system knows about the maximum number of PDU Sessions that the network slice can support.
· When the O&M system instantiates a network slice constituent of several network functions, a network function of the network slice has an information available at the network function (e.g., NWDAF, SMF, PCF), whether a certain S-NSSAI is subject to a network slice quota checking on the maximum number of PDU Sessions. Such information can be made available, for example, as part of its local configuration or operator’s policy.
[bookmark: _Toc30640032][bookmark: _Toc31274636]6.5.2	High-level Description
[bookmark: _Toc30640033][bookmark: _Toc31274637]6.5.2.1	NWDAF awareness of network slice quota on the maximum number of PDU Sessions
As already described in the Key Issue#2, the network slice quota on the maximum number of PDU Sessions is already specified by the attribute of "Number of Connections" in the GST. Normally, such quota information is available in the OAM, before the OAM instantiates a network slice instance. Hence, it is possible that the NWDAF gets such quota information from the OAM.
[bookmark: _Toc30640034][bookmark: _Toc31274638]6.5.2.2	NWDAF awareness of current number of PDU Sessions concurrently established within a network slice 
NWDAF collects the information of the current number of PDU Sessions established within a network slice by one of the two following means:
-	SMF: Since the SMF is a network function entity that accepts or rejects a PDU Session Establishment request sent by the UE, the SMF does have an information of how many PDU Sessions that are successfully established within a network slice identified by a S-NSSAI. The NWDAF gets the current number of PDU Sessions being served by the SMF for a network slice, for example, by means of subscribing/notify method or request/response method. In case, there are multiple SMFs serving for a network slice, the NWDAF needs to collect this information from all SMFs. See clause 6.5.3.2.1 for details.
-	OAM: As specified in clause 5.3.1.4 in TS 28.552 [7], the OAM has the information on the number of PDU sessions successfully created by the SMF per S-NSSAI (SM.PduSessionCreationSuccNSI.SNSSAI). The NWDAF may subscribe to the OAM to get an-up-to-date information on the total number of PDU Sessions successfully established within the network slice. See clause 6.5.3.2.2 for details.
[bookmark: _Toc30640035][bookmark: _Toc31274639]6.5.2.3	NWDAF supports for network slice quota enforcement by other 5GC NFs  
[bookmark: _Toc30640036]To support the 5GC to enforce such quota, in particular, when a UE requests for a PDU Session Establishment in a network slice and that would cause the quota to be exceeded, the NWDAF has to provide the information on whether the network slice quota has been reached to the SMF. This can be done by allowing the SMF to either
-	subscribe on the information whether the network slice quota has been reached (see clause 6.5.3.3); or
-	request the NWDAF to check whether the network slice quota has been reached before accepting the UE PDU Session to be registered established in the network slice (see clause 6.5.3.4).
Once the SMF gets such information from the NWDAF, if the network slice quota has been reached is indicated, then the SMF sends to the UE the PDU Establishment Reject message (see clause 6.5.3.5). In case of home routed PDU Session, based on condition, either V-SMF or H-SMF rejects the sessions based on inputs from serving PLMN NWDAF i.e. V-SMF gets the information from V-NWDAF and H-SMF gets the information from H-NWDAF, respectively.
[bookmark: _Toc31274640]6.5.3	Procedures
[bookmark: _Toc30640037][bookmark: _Toc31274641]6.5.3.1	Procedure for network slice quota information from OAM
Figure 6.5.3.1-1 shows the procedure to get the network slice quota information from the OAM.
1.	NWDAF requests the OAM for the network slice quota information of a network slice identified by a S-NSSAI.
[bookmark: _Hlk39357272][bookmark: _Hlk39356336]NOTE 1:	Frequency of the request is not for every second to avoid signalling, it is only when a NWDAF determine to get the status e.g. only after reaching certain threshold.
2.	OAM responses to the NWDAF with the maximum number of PDU Sessions that the slice can support
[bookmark: _Hlk39356366][bookmark: _Hlk39357308]NOTE 2:	Procedure for data collection from OAM specified in clause 6.2.3.2 in TS 23.288 [5] can also be used for providing such network slice quota information which need to confirm with SA WG5.


Figure 6.5.3.1-1: Collection of network slice quota information from OAM
[bookmark: _Toc30640038][bookmark: _Toc31274642]6.5.3.2	Procedure for collection the information of the current number of PDU Sessions established in a network slice
[bookmark: _Toc30640039][bookmark: _Toc31274643]6.5.3.2.1	Procedure for collection the information of the current number of PDU Sessions established in a network slice from SMF
[bookmark: _Hlk39356452]Figure 6.5.3.2.1-1 shows the procedure to get the information of the current number of PDU Sessions registered in a network slice from the SMF. The trigger condition is based on local policy of the NWDAF e.g. NWDAF may trigger subscription upon an OAM notification.
1.	Nsmf_EventExposure_Subscribe Request (Input): NWDAF subscribes to the event notification(s) related to the services provided by the SMF for obtaining the number of PDU Sessions, which has successfully been established in a network slice
2.	Nsmf_EventExposure_Subscribe Response (Output): SMF responses to NWDAF if the subscription is successful or not.
3.	Data processing: SMF service producer prepares the data.
4.	Nsmf_EventExposure_Notify (notifyFileReady): SMF notifies the NWDAF that the data file, which contain the information of the current number of PDU Sessions successfully established in a network by the SMF, is ready


Figure 6.5.3.2.1-1: Collection of current number of PDU Sessions established in a network slice information from SMF
[bookmark: _Toc30640040][bookmark: _Toc31274644]6.5.3.2.2	Procedure for collection the information of the current number of PDU Sessions successfully established in a network slice quota from OAM
Figure 6.5.3.2.2-1 shows the procedure to get the information of the current number of PDU Sessions successfully established in a network slice from the OAM.
1.	Subscribe (Input): NWDAF subscribes to the notification(s) related to the services provided by the management service producer for obtaining the information on the number of PDU sessions successfully created by the SMF per S-NSSAI (SM.PduSessionCreationSuccNSI.SNSSAI).
2.	Subscribe (Output): management service producer responses to NWDAF if the subscription is success or not.
3.	Data processing: management service producer prepares the data.
4.	Notification (notifyFileReady): management service producer notifies the data file is ready.
NOTE:	Procedure for data collection from OAM is already specified in clause 6.2.3.2 in TS 23.288 [5], but so far not for collecting the information on the number of PDU sessions successfully created by the SMF per S-NSSAI (SM.PduSessionCreationSuccNSI.SNSSAI).


Figure 6.5.3.2.2-1: Collection of current number of PDU Sessions established in a network slice information from OAM
[bookmark: _Toc30640041][bookmark: _Toc31274645]6.5.3.3	Procedure for subscribing and notifying the event of network slice quota reached status
Figure 6.5.3.3-1 shows the procedure for subscribing and notifying the event of network slice quota reached provided by the NWDAF.
1.	Based on the local policy, the SMF subscribes to or cancels subscription to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsSubscription_Unsubscribe service operation. The request for subscription includes an Analytics ID related to the NW Slice Quota for a particular network slice identified by a S-NSSAI.
2.	If SMF subscribes to analytics information, the NWDAF notifies the SMF with the analytics information by invoking Nnwdaf_AnalyticsSubscription_Notify service operation. The analytics information comprises of an indication whether the network slice quota has been reached.
NOTE:	Procedure for subscribe/unsubscribe the analytics information provided by the NWDAF is already specified in clause 6.1.1.1 in TS 23.288 [5], but not for notifying whether the network slice quota has been reached. Hence, either a new Analytics ID or a new Analytics Filter is needed to be introduced.


Figure 6.5.3.3-1: Procedure for subscribing and notifying the event of network slice quota reached
[bookmark: _Toc30640042][bookmark: _Toc31274646]6.5.3.4	Procedure for requesting for the network slice quota reached status 
Figure 6.5.3.4-1 shows the procedure for the SMF to request for the network slice quota reached status information.
1.	The SMF requests analytics information of whether the network slice quota has been reached by invoking Nnwdaf_AnalyticsInfo_Request service operation.
[bookmark: _Hlk39357537]NOTE 1:	Frequency of the request is not for every PDU Session Request, it is only when a SMF determine to get the status e.g. only after reaching certain threshold.
2.	The NWDAF responds with analytics information to the SMF indicating whether the network slice quota has been reached.
NOTE 2:	Procedure for analytics request by any 5GC NF is already specified in clause 6.1.2.1 in TS 23.288 [5], but not specifically to provide the analytics information whether the network slice quota has been reached. Hence, either a new Analytics ID or a new Analytics Filter is needed to be introduced.


Figure 6.5.3.4-1: Procedure for request for the network slice quota reached status
[bookmark: _Toc30640043][bookmark: _Toc31274647]6.5.3.5	Procedure for rejecting the registration request when the network slice quota checking would be reached or is reached ( in non-roaming or local breakout roaming case)
Figure 6.5.3.5-1 shows the procedure for network slice quota checking for non-roaming case or local breakout roaming case. the SMF to reject the UE, when the SMF get an information that the network slice quota has been reached or would be reached if the SMF would accept the new PDU Establishment request to be established in the network slice. This procedure is also applying for the LBO scenario i.e. based on the analytical information from the V-NWDAF, the V-SMF determine the quota for a UE.
1.	UE sends a PDU Session Establishment Request to the SMF in order to establish a new PDU Session in a network slice identified by a S-NSSAI.
2.	Based on the local configuration or operator's policy available at the SMF, the SMF checks whether the requested S-NSSAI is subject to network slice quota checking. For the S-NSSAI that is subject to network slice quota checking, the SMF checks the network slice quota reached status as described in (seeclause 6.5.3.4) . whether the network slice quota has been reached or will be reached if the SMF would accept the UE's request for establishing a new PDU Session in the network slice.
NOTE:	The SMF may subscribe for the event of network slice quota reached status for the S-NSSAI(s), which the SMF supports, from the NWDAF by using the procedure described in clause 6.5.3.3, and hence, the SMF does not need to send a request to the NWDAF for getting the network slice quota reached status information every time when the SMF receives a PDU Session Establishment Request from the UE.
3.	For the requested S-NSSAI that is subject to network slice quota checking and the network slice quota has been reached, tThe SMF sends a PDU Session Establishment Reject to the UE and optionally with the cause value indicating the network slice quota has been reached. In addition, the SMF may include a back-off timer for this PDU Session Establishment Reject message, so that the UE does not perform a PDU Session Establishment request again for this S-NSSAI while the back-off timer is running.


Figure 6.5.3.5-1: Procedure for request for the network slice quota reached statuschecking in non-roaming or in LBO roaming case
[bookmark: _Toc30640044][bookmark: _Toc31274648]6.5.3.6	Procedure for rejecting the registration request when the network slice quota checking in would be reached or is reached (home-routed roaming case)
Figure 6.5.3.6-1 shows the procedure for network slice quota checking for the home-routed roaming casethe either V-SMF or H-SMF reject the UE, when the SMF get an information that the network slice quota has been reached or would be reached if the SMF would accept the new PDU Establishment request to be established in the network slice.
1.	UE sends a PDU Session Establishment Request to the V-SMF in order to establish a new PDU Session in a network slice identified by a S-NSSAI.
2.	Based on the local configuration or operator's policy available at the V-SMF, the V-SMF checks whether the requested S-NSSAI is subject to network slice quota checking. For the S-NSSAI that is subject to network slice quota checking, the SMF checks whether the network slice quota reached status information for the S-NSSAI is available at the V-SMF. If available(see clause 6.5.3.4) whether the network slice quota has been reached or will be reached if the V-SMF would accept the UE's request for establishing a new PDU Session in the network slice. If V-SMF determines that the PDU Session need to be rejected, then steps 3-5 are skipped. If not available, steps 3 to 5 are performed. 
3.	V-SMF invokes the Nsmf_PDUSession_Create Request to the H-SMF as described in step 6, Figure 4.3.2.2.2-1, TS 23.502 [6].
4.	Similar to step 2, based on the local policy or operator’s policy available at the H-SMF, the H-SMF checks whether the network slice quota reached status information is available at the H-SMF and whether the network slice quota has been reached. If the network slice quota reached status information is not available at the H-SMF, the H-SMF sends a request to the H-NWDAF to get the network slice quota reached status information as described in clause 6.5.3.4. (see clause 6.5.3.4) whether the network slice quota has been reached or will be reached if the H-SMF would accept the UE's request for establishing a new PDU Session in the network slice.
NOTE:	The H-SMF may subscribe for the event of network slice quota reached status from the H-NWDAF by using the procedure described in clause 6.5.3.3, and hence, the H-SMF does not need to send a request to the H-NWDAF for getting the network slice quota reached status information every time when the H-SMF receives a PDU Session Establishment Request from the UE.
5.	For the requested S-NSSAI that is subject to network slice quota checking and the network slice quota has been reached, the H-SMF invokes the Nsmf_PDUSession_Create Response with a rejection cause indicating the network slice quota has been reached) to the V-SMF as described in step 13, Figure 4.3.2.2.2-1, TS 23.502 [6].
6.	The V-SMF sends a PDU Session Establishment Reject to the UE and optionally with the cause value indicating the network slice quota has been reached. In addition, the V-SMF may include a back-off timer for this PDU Session Establishment Reject message, so that the UE does not perform a PDU Session Establishment request again for this S-NSSAI while the back-off timer is running.


Figure 6.5.3.6-1: Procedure for request for the network slice quota reached status
[bookmark: _Toc30640045][bookmark: _Toc31274649]6.5.4	Impacts on services, entities and interfaces
UE: Handling of new cause codes.
SMF: Handling of quota management as specified above.
NWDAF: Handling of quota management as specified 

End of changes
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