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Abstract: This contribution proposes a solution for KI#11 reusing existing 5GS signalling and entities for reducing the data collection and frequency of notifications on determining entities serving an AoI. 
1. Discussion
The KI#11 in TR 23.700-91 defines that the following issues should be studied:

· Reduce signalling load for data collection;
· Reduce dependency on managing subscriptions because of lifecycle events on NF/NWDAF
· Reduce complexity at NWDAF in determining entities serving a UE or a group of UEs and entities serving an area at a particular time window;
When an analytics ID is requested with the target of analytics reporting set to a specific UE identifier (or a list of UEs) or a UE group identifier, NWDAF shall first discover the NFs serving such identified UEs or group of UEs and then restrict the data collection to such NFs serving the UEs (defined in TS 23.288 Clause 6.2.2.1). However, when an analytics ID is requested with target of analytics reporting to “Any UE”, NWDAF cannot use the same steps defined in Clause 6.2.2.1 to determine the NFs that it needs to collect data from. 
Discussions during SA2#138E for corrections in Rel. 16 identified the need for controlling the load of data collection for supporting analytics IDs requested with the target of analytics reporting set to “Any UE”. In this case, NWDAF needs to use data in the analytics filter information in order to reduce the scope of data collection. 
Analysing the currently defined analytics IDs in TS 23.288 (Clause 6.3 to 6.9) we identified the following data can be used as analytics filter information for analytics IDs that explicitly are listed as supporting target of analytics reporting set to “Any UE”:
	Analytics Filter Information
	Analytics ID

	S-NSSAI and NSI ID 
	Service Experience (Clause 6.4)

Abnormal Behaviour Clause (6.7.5)

User Data Congestion (Clause 6.8)

QoS Sustainability (Clause 6.9)

	Application ID
	Service Experience (Clause 6.4)

Abnormal Behaviour Clause (6.7.5)

	Area of Interest
	Service Experience (Clause 6.4)

Network Performance (Clause 6.6)

Abnormal Behaviour Clause (6.7.5)

User Data Congestion (Clause 6.8)

QoS Sustainability (Clause 6.9)

	DNN
	Service Experience (Clause 6.4)

Abnormal Behaviour Clause (6.7.5)

	DNAI
	Service Experience (Clause 6.4)

	Media/application bandwidth
	Service Experience (Clause 6.4)

	QoS requirements: 5QI or QoS Characteristics attributes 
	QoS Sustainability (Clause 6.9) -> The input data is solely based on OAM data. No need to determine NFs, but S-NSSAIs available per TA, Cells


For the specified analytics there are the following problems on reducing the load of data collection when determining such entities. 
Problem 1: If the area of interest is not included, how can NWDAF reduce the scope of data collection?
Problem 2: How can NWDAF determine and keep an updated a consistent network map (as defined in TS 23.288 Clause 6.2.2.4) of entities and properties associated with the analytics filter information reducing the load of data collection? How to avoid forcing NWDAF to subscribe to all NFs using “Any UE” as target of the event subscription to such NFs?  

In this solution we propose the following enhancements: 
a) Usage of NWDAF serving area in the absence of area of interest in the subscription/request for analytics IDs with target of analytics set to “Any UE”; 
b) Enhancing existing mechanisms to allow efficient procedures for NWDAF to determine AMFs, SMFs in area of interest; available S-NSSAIs in area of interest; Application ID, DNN, DNAIs in area of interest. 
This solution prevents NWDAF to: 

· Subscribing to UE Location event ID from AMFs with “Any UE” in order to determine the mapping of TAs versus Cells;

· Subscribing to all SMF with “Any UE” as a target of the event to map all S-NSSAIs, Application ID, DNNs, DNAIs being associated with UEs;

· Subscribing to NRF NF status notify and receiving notifications that are not related to changes in the supported TAIs from AMFs and SMFs.
2. Text Proposal

It is proposed the following changes to TR 23.700-91 [2].
1st change of TR 23.700-91
6.0
Mapping Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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	Key Issues
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2nd change of TR 23.700-91
6.X
Solution X: Enhancing Existing Mechanisms to Reduce Load and Complexity to Determine Entities serving in Area of Interest 
This solution focus on KI#11on reducing the load of data collection and the complexity at NWDAF in determining entities serving an area of interesting.

6.X.1
High-level Description
This solution is targeting of reduce the load of data collection at NWDAF when analytics ID are requested with the target of analytics set to ''any UE''. In this case, NWDAF uses the analytics filter information to determine the entities from which specific data has be retrieved. When the analytics filter information does not include the area of interest, NWDAF uses its NWDAF serving area information (i.e., list of TAIs or Cells) to restrict the entities that it needs to contact for collecting data and generating the analytics ID.  

6.X.2
Procedure for Determining SMFs/AMFs in AoI per TA granularity
The procedure in Figure 6.X.2-1 illustrate the enhanced mechanisms based on existing signalling for NWDAF to determine the AMFs and SMFs in an area of interest per TA granularity.
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Figure 6.X.2-1: Procedure for NWDAF Determining SMFs/AMFs in AoI per TA granularity

0. AMF and SMF register their NF Profile at NRF which includes the list of TAIs that such NFs can serve as defined in TS 29.510 Clauses 6.1.6.2.11 and 6.1.6.2.12, respectively. 

1. Analytics Consumer subscribes to Nnwdaf_AnalyticsSubscription service operation from NWDAF. In the subscription, the target of analytics is set to “any UE” and the analytics filter information may contain the AoI. If it does not contain, NWDAF uses its own NWDAF serving area information. 

2. NWDAF identifies the need to determine AMFs and SMFs for the AoI associated with the subscription. If NWDAF already has a network map for data collection (as defined in TS 23.288 Clause 6.2.2.4) including such information the next steps are skipped. 

3. (a,b) NWDAF invokes Nnrf_NFDiscovery including in the search request the AMF and SMF NF Type and the list of TAs related to the area of interest. NRF send to NWDAF the AMF and SMF NF Profiles that contain at least one of the TAs indicated in the discovery query request.

4. In order to keep a consistent network map for data collection for the area of interest associated with the requested analytics ID, NWDAF subscribes to Nnrf_NFManagement StatusSubscribe enhanced to support as input a list of TAs in addition to the current parameters already supported as defined in TS 23.502 Clause 5.2.7.2.5, such as NF Type. 

5. NRF detects changes in NF profiles related to the indicated list of TAs by NWDAF. The possible changes detected by NRF are: changes in TAs of stored NF Profiles, or new NF profiles are included in NRF with the TAs indicated in the subscription to such NRF service operation, or NF profiles are removed. 

6. NRF notifies NWDAF with the NF Profiles related to changes in the indicated list of TAs. 

7. NWDAF process the received notifications from NRF and adds the changes in AMFs and SMFs serving in area of interest enclosed in the notification in the network map for data collection. Such updated network map is used to provide analytics outputs. 
6.X.3
Procedure for Determining Network Slice Information in AoI
The procedure in Figure 6.X.3-1 illustrate the enhanced mechanisms for NWDAF determining network slice information in an area of interest, i.e., available S-NSSAIs per AMF, per TA and associated cells and access type. NWDAF has to keep such network map in order to properly retrieve data per S-NSSAIs. 
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Figure 6.X.3-1: NWDAF determining network slice information related to an area of interest

0. AMF has the information of its available and restricted S-NSSAIS per TAI as defined in TS 23.502 Clause 5.2.16.3. 

1. Analytics Consumer subscribes to Nnwdaf_AnalyticsSubscription service operation from NWDAF. In the subscription, the target of analytics is set to “any UE” and the analytics filter information contain a list of S-NSSAIs, and may contain the AoI. If it does not contain, NWDAF uses its own NWDAF serving area information.

2. NWDAF determines the AMFs associated with the TAs related to the area of interest associated with the analytics subscription. 

NOTE: The Procedure in Clause 6.X.2 shall be used for NWDAF determining the AMFs in an area of interest.

3. NWDAF subscribe to Namf_EventExposure service offered by AMF to retrieve a new type of event exposed by AMF: Available Network Slice Information in Area of Interest. The target of the event is a list of S-NSSAIs and the event filer is a list of TAs or Cells related to the area of interest of the analytics ID subscription. 

4. (a,b) AMF is capable to control the mapping of TAs with its associated access type, list of cells, and list of available S-NSSAIs. 

4. (c) When AMF detects changes related to list of available, or restricted S-NSSAIs, or the access type, or list of cells associated with a TA indicated in the event subscription, AMF uses the Namf_EventExposure_Notify service operation to provide to NWDAF the updated information of the Available Network Slice Information in Area of Interest.
5. NWDAF process the received notifications from AMF and adds the changes in the association of TAs with related cells, access type, and list of available/restricted S-NSSAIs enclosed in the notification in the network map for data collection. Such updated network map is used to provide analytics outputs. 
6.X.4
Procedure for Determining Applications, DNNs, DNAIs in AoI
The procedure in Figure 6.X.4-1 illustrate the enhanced mechanisms for NWDAF to determine the PDU sessions associated with certain Applications, DNNs, DNAIs within an area of interest. 
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Figure 6.X.4-1: NWDAF interactions for Determining Applications, DNNs, DNAIs in AoI

1. Analytics Consumer subscribes to Nnwdaf_AnalyticsSubscription service operation from NWDAF. In the subscription, the target of analytics is set to "any UE" and the analytics filter information contain a list of Application IDs, and/or DNNs, and/or DNAIs, and may contain the AoI. If it does not contain, NWDAF uses its own NWDAF serving area information.

2. NWDAF determines the AMFs associated with the TAs related to the area of interest associated with the analytics subscription. 

NOTE: The Procedure in Clause 6.X.2 shall be used for NWDAF determining the AMFs in an area of interest.

3. NWDAF subscribe to Nsmf_EventExposure_Subscribe service operation. The subscription includes the required Event ID, the event target is set to "any PDU session", and event filers contain the same parameters of the analytics filter information, i.e., list of Application IDs, and/or DNNS, and/or DNAI, and the area of interest related to the requested analytics ID. 

4. (a,b) When SMF interacts with AMF via Nsmf_PDUSession_Create / Update / CreateSMContext / UpdateSMContext due to session establishment, modification, or release, service request, or handover procedures, AMF includes as input parameter to the SMF services the UE Location. 
5. Based on the UE Location information from AMF, SMF is capable of creating a map of the PDU sessions associated with TAs, access type, and cells. This map is used to compare to the subscribe events from NWDAF. If there are any changes in PDU sessions in the area of interest, for the Application ID, and/or DNN, and/or DNAI subscribed by NWDAF, SMF will be able to detect such change. 

6. SMF notify detected changes to NWDAF via Nmsf_EventExposure_Notify service operation. 

7. NWDAF process the received notifications from AMF and adds the changes in the association of Application IDs, and/or DNNs, and/or DNAIs serving an area of interest enclosed in the notification in the network map for data collection. Such updated network map is used to provide analytics outputs. 
Editor's Note: It is FFS to determine Applications, DNNs, DNAIs in an area of interest per Cell granularity.
6.X.5
Impacts on services, entities and interfaces
NRF:

-
Extend input parameters of Nnrf_NFManagement_StatusSubscribe to support area of interest per TA basis.
AMF:

-
Extend events exposed by AMF with new event ID for "Network Slices Information per Area of Interest".
SMF

-
Change UE Location parameter from optional to required input in SMF services Nsmf_PDUSession_Create / Update / CreateSMContext / UpdateSMContext. 
-
Enhance the target of event IDs to support "Any PDU session", and event filters in SMF exposed events to support "area of interest", "Application ID", "DNN", "DNAI"
NWDAF: 

-
Introduce the proposed procedures in NWDAF to keep a consistent network map for data collection considering load in case of analytics requests/subscriptions with analytics target set to "Any UE". 

END OF CHANGES
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