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Abstract of the contribution: the paper proposes a solution for user plane based UE data collection.
1. Discussion
The key issue of UE driven analytics was discussed in Rel-16, and lots of parameters that required from UE were discussed. MDT/SON mechanism can provide different kinds of parameters related to UE, for example, radio measurement related parameters, QoE parameters for specific service, WiFi related measurement etc. 
It was also discussed in Rel-16 that the application related parameters were required by NWDAF to optimize the service performance. If NWDAF receives an analytics request from a consumer and the requested analytics IDs need the application related parameters as input data, NWDAF can sent the request to AF. AF provides the parameters to NWDAF directly if they are available or requests the parameters to be collected from UE to AF via NWDAF. The application layer parameters as input data are included in a transparent container and go through NWDAF via user plane e.g. NWDAF can act as HTTP proxy. NWDAF recognizes the transparent container is associated with analytics request according to the container ID that has already exchanged with AF.
The AF receives the container from NWDAF, anonymises and analyses the data e.g. using proprietary algorithm and reports the result to NWDAF. The AF can be inside or outside the PLMN and can be a logical function implementing a software module specific to the analysis of the given operator data.
2. Proposal
Text below is proposed for TR 23.700-91.
**********************************************All New Text**************************************
6.X
Solution for Key Issue 8: User Plane based UE data collection solution
6.x.1 Description
This clause describes a solution to Key Issue #8: UE data as an input for analytics generation. The solution focuses on addressing how the NWDAF collects the UE's information (the method of collection of data) and also how to ensure privacy on collection and utilisation of UE data.
6.x.1.1
UE configuration parameters 
To collect UE input data, UE may need to be configured (e.g. to set parameters related to privacy). Part of UE configuration parameters can be composed at AF level with NWDAF assistance. In order to decouple UE input data from personally identifiable information, AF may request NWDAF to allocate unique pseudonyms as container ID(s) for different types of application layer parameters. NWDAF is responsible for allocating container ID(s) for different Applications but does not need to know what are the parameters included in each container. The container ID should be unique in the NWDAF and can not be shared by multiple Applications. NWDAF may store the container ID(s), the associated type of application layer parameters and the specific Application i.e. address of AF.

NOTE:
The parameters represented by the container ID is decided by the application which is out of 3GPP scope.

After receiving container ID(s) from NWDAF, AF sends UE configuration parameters including the container ID(s) to PCF. During the UE registration procedure or UE Configuration Update (triggered on AF-request), PCF provides the UE policy information which includes the container ID(s), the requested parameters that indicated per container ID and the corresponding Application ID to the UE.
6.x.1.2

UP Data collection
If NWDAF requests application related parameters as input data, one potential solution is to request application server to provide the information. 
NOTE:
Data collection from AF for known parameters can be done based on clause 6.2.2.3, TS 23.288 [x]. 
If the application does not have the requested parameters, AF may ask UE to collect and signal the application related parameters, e.g. the percentage of dropped packets and the throughput in application layer, through NWDAF via user plane.
UE establishes the user plane connection to NWDAF. UE may request to establish a new PDU session or reuse an existing PDU session to collect UE input data. The FQDN of the NWDAF maybe pre-configured on the UE or provisioned by the network as part of UE configuration parameters described in clause 6.x.1.1. PCF may also provide an updated policy in URSP which is used to establish the PDU session to NWDAF. UE may establish the PDU session to NWDAF automatically or according to the indication from 5GC, for example, during the registration procedure or as part of UE Configuration Update for transparent UE Policy delivery.

UE and NWDAF are required to support the user plane signalling protocol (e.g. HTTP/HTTPS), all the interaction between UE and NWDAF is performed via application layer signalling.
6.x.1.3

Procedure
Figure 6.x.3-1 is the call flow of UE data collection via user plane.
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Figure 6.x.3-1: UE data collection via the user plane
1. The AF determines configuration parameters based on NWDAF-assistance including the Container ID(s).

2. On AF request, PCF may decide to request a transparent UE policy delivery including Container ID(s) along any updated policy related to PDU session establishment/ modification for UE input data collection. 

3. Based on UE configuration update, UE invokes a PDU session establishment or modification to indicate the UP messages (of corresponding PDU messages) that shall be populated with UE Input data. 
4. AF may send the request of UE input data to NWDAF, which is used to collect input data from UE. The Container ID(s) is included in the request message.

AF may trigger the procedure automatically, or due to the parameter request from other entities.. NWDAF sends the user plane signalling that including the container ID(s) which is received from AF  to UE.

5. UE collects the input data and sends the response to AF via NWDAFvia user plane signalling. The UE collected input data can be encapsulated in an application-level container that is transparent to NWDAF and may be ciphered e.g. in order to protect user privacy. NWDAF can though act as proxy to the communication   NWDAF receives container from UE and forwards the application-level container (i.e. UE input data) to AF.

6.
AF may perform data processing, e.g. performing anonymization, statistical analysis, normalization, etc, and send the data to the NWDAF.

6.X.2
Impacts on Existing Nodes and Functionality
UE

- is optionally configured with FQDN of the NWDAF, 

- supports user plane signalling protocol to AF via NWDAF

- receives the container ID(s) in URSP

- collects the application parameters related to the container ID(s) and sends them via application layer signalling
NWDAF

- acts as proxy to user plane signalling protocol used between the UE and AF.

- allocates container ID(s) for different types of application layer parameters for the AF

- transparently transfer UE application parameters between UE and NWDAF

AF
- requests container ID(s) from NWDAF.

- sends the UE configuration parameters incl. container ID(s) to PCF for the UE policy update.

- requests UE input data that indicated by the container ID(s) from UE.

- receives the application parameters included in the container ID(s) via application layer signalling from the UE

*******************************************End of change***************************************
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