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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to update solution#7 to resolve editor note.
1	Introduction
In solution 7, if the I-UPF detects the DNS query via FQDN, the I-UPF has to replace the target DNS server address with the local DNS server address. This implies the changes on N4 and how the SMF knows the local DNS server address is unclear. There is FFS left on this issue:
Editor's note:	It is FFS whether "The I-UPF is configured with rules to route the DNS query message including the requested FQDN" requires changes to N4.
In order to avoid any change on the N4 interface, an DNS resolver in EHE is used to determine whether local DNS server is used or authoritative DNS server is used for the DNS query. If local DNS server is used, the DNS resolver forward the DNS query to local DNS server. If authoritative DNS server is used the DNS resolver adds its address in the ECS option and forwards the DNS query to the authoritative DNS server so the authoritative DNS server can determine the local application address based on the ECS option. The PDR in ULCL can include the Application ID corresponding to the FQDN so the ULCL can forward the DNS query to Local PSA and then to DNS resolver. So there is no change on N4.
On the following Editor’s Note
Editor's note:	How to support the case when an edge computing hosting environment has no connectivity with the central data network.
It is proposed to use local DNS server in the edge so no need coordination between the edge and central data network. Therefore it is proposed to remove this Editor’s Note.
On the following Editor’s Note:
Editor's note:	It is FFS why the AMF would need the DNAI to select a (I-)SMF whereas per R16 it can select the (I-)SMF based on the TA currently serving the UE.
Per R16 in order to active the traffic routing influence the SMF have to support the requested DNAI. The SMF is selected based on the DNN, S-NSSAI and TA currently serving the UE. There could be multiple SMF matches the selection criteria. Based on configuration some SMF may support the requested DNAI but others doesn’t support. If the AMF can receive the requested DNAI it then can select SMF which supports the requested DNAI.
Therefore it is proposed to remove this Editor’s Note.
2	Proposal
It is proposed to agree the following changes in TR 23.748.

************* Start Changes *************
[bookmark: _Toc31616184][bookmark: _Toc31616258][bookmark: _Toc31616334][bookmark: _Toc31616410][bookmark: _Toc31616486]6.7	Solution #7: SMF/I-SMF selection based on DNAI
[bookmark: _Toc31192355][bookmark: _Toc31192515][bookmark: _Toc31193006][bookmark: _Toc31616185][bookmark: _Toc31616259][bookmark: _Toc31616335][bookmark: _Toc31616411][bookmark: _Toc31616487]6.7.1	Solution description
[bookmark: _Toc31616260][bookmark: _Toc31616336][bookmark: _Toc31616412][bookmark: _Toc31616488]6.7.1.1	General
This solution addresses the Key Issue #1: Discovery of Edge Application Server. This solution is applicable for both Session Breakout Connection Model and Multiple PDU sessions Connection Model defined in clause 4.2.
In this solution it is assumed DNS server Resolver is deployed in Edge Hosting Environment. The DNS Resolver server is used to determine whether the DNS request is handled by local DNS server discover the Edge Application Server in the Edge Hosting Environment or by authoritative DNS server outside of the Edge Hosting Environment.
The Application Functions uses AF influence traffic mechanism to activate the traffic routing towards the Edge Hosting Environment. The AF request information is stored in the UDR as DataSet "Application Data" and Data Subset "AF traffic influence request information" as described in TS 23.502 [3]. In this solution the UDR notifies AM-PCF about the AF traffic influence request information and AM-PCF further sends the AF traffic influence request information to AMF. So the AMF can select SMF or I-SMF based on the requested DNAI(s).
Editor's note:	It is FFS why the AMF would need the DNAI to select a (I-)SMF whereas per R16 it can select the (I-)SMF based on the TA currently serving the UE.
The SMF then configures the I-UPF to route the DNS query message towards the Edge Hosting Environment.
The AF traffic influence request information includes application ID corresponding to FQDN in UPF(ULCL) or DNS server address as traffic descriptor. The SMF configures the I-UPF(ULCL) so when the UE sends DNS query with the target FQDN or target DNS server address, the I-UPF(ULCL) can route the DNS query message towards the Local PSA and the DNS server resolver in Edge Hosting Environment. The DNS resolver determines to use the local DNS server or authoritative DNS server to discover the EAS IP address.
In order to support the case when an edge computing hosting environment has no connectivity with the central data network, a local DNS server can be deployed in the edge.
Editor's note:	How to support the case when an edge computing hosting environment has no connectivity with the central data network.
[bookmark: _Toc31192356][bookmark: _Toc31192516][bookmark: _Toc31193007][bookmark: _Toc31616186][bookmark: _Toc31616261][bookmark: _Toc31616337][bookmark: _Toc31616413][bookmark: _Toc31616489]6.7.2	Procedures
6.7.1.1	SMF selection based on AF influence Request




Figure 6.7.2-1 SMF selection based on AF influence Request
This procedure is example to illustrate how to select an SMF based on AF influence traffic routing request. After the PDU Session is established the SMF activate the traffic routing towards the Edge Hosting Environment. When the UE sends DNS query request, the I-UPF can detect the DNS query message targeting particular FQDN or DNS Server address and route the DNS query request towards Edge Hosting Environment.
1.	The AM-PCF subscribe DataSet "Application Data" and Data Subset "AF traffic influence request information" in the UDR.
2.	The AF traffic influence request information storage in the UDR is created/modified/released by the NEF per AF request. The Application Function can be deployed in the Edge Hosting Environment or in the Central Environment.
3.	The UDR sends the Nudr_DM_Notify to AM-PCF, including the AF traffic influence request information. The AM-PCF stores the AF traffic influence request information locally.
4.	The UE perform registration procedure in the network.
5.	The AMF establishes AM association towards the AM-PCF. If the UE is the targeting of AF request the AM-PCF sends Npcf_AMPolicyControl_Create Response includes the AF traffic influence request information. The AF traffic influence request information contains the S-NSSAI, DNN, the DNAI list requested by AF, etc.
6.	The UE establishes PDU Session with the S-NSSAI and the DNN.
7.	The AMF performs SMF selection for the PDU Session, taking into account the DNAI(s) requested by AF. The NRF provides the candidate SMF profiles for S-NSSAI and the DNN to AMF. The SMF profiles includes the supported DNAI list. The AMF selects an SMF which supports the DNAI(s) requested by the AF. If AF requests a list of DNAI, the AMF may determine which DNAI(s) needs to be taken into account based on the UE location. In case of ETSUN, the AMF selects an I-SMF which supports the DNAI(s) requested by AF.
8.	The AMF continue the PDU Session establishment procedure. For Multiple PDU Session connectivity model the SMF selects the PSA UPF based on the DNAI(s) of interest for this PDU Session.
9.	The SMF activates the traffic routing influence towards the Edge Hosting Environment. For Session Breakout Connection Model the SMF selects I-UPF acting as UL-CL or BP based on the DNAI(s) of interest for this PDU Session. The I-UPF is configured with rules in which the traffic descriptor includes the requested DNS Server address or the requested application ID corresponding to an FQDN. Then the I-UPF(ULCL/BP) can to route the DNS query message including the requested FQDN or requested DNS Server address towards the Edge Hosting Environment.
Editor's note:	It is FFS whether "The I-UPF is configured with rules to route the DNS query message including the requested FQDN" requires changes to N4.
10.	The UE sends DNS query request message over the user plane path.
11.	The I-UPF detects based on Traffic Descriptor the DNS query request message including the requested FQDN or requested DNS Server address and routes the DNS query request message towards the DNS server in Edge Hosting Environment.
In case of the Traffic Descriptor is application ID corresponding to an FQDN the I-UPF/local PSA replaces the original DNS server address with the address of DNS server in Edge Hosting Environment. The I-UPF/local PSA keeps a context during the DNS request handling in order to be able when sending the DNS answer to the UE to regenerate the address of the DNS server that the UE had put in its request.
	In the case of the Traffic Descriptor is DNS Server address the I-UPF/local PSA need not replace the target DNS server address.
12.	The DNS server responds with address information of the Edge Application Server. If DNS Server Address had been replaced in step 11, the I-UPF/local PSA replaces the source address back with the original DNS server address that had been used by the UE.
13.	The I-UPF forwards the DNS query response to the UE.
If the AF has not provided traffic description information of the selected Edge Application Servers in step 2, the AF may further update the AF traffic influence request information in order to activate the traffic routing in I-UPF towards the selected Edge Application Server.

6.7.1.2	DNS request procedure 
When the UE sends DNS request, the I-UPF(ULCL) can detect the DNS query message targeting particular FQDN or DNS Server address and route the DNS query request towards Edge Hosting Environment. The DNS Resolver is used to determine whether the DNS request is resolved by local DNS server or should be forwarded to authoritative DNS server. The DNS Resolver is not controlled by SMF. The DNS Resolver can be deployed within the Edge Hosting Environment or outside of the Edge Hosting Environment.


Figure 6.7.2-2 DNS request procedure
1.	The UE sends DNS query request message over the user plane path.
2.	The ULCL detects based on PDR the DNS query request message including the requested FQDN or requested DNS Server address and routes the DNS query request message towards the Local PSA.
3.	The Local PSA forwards the DNS query request to the DNS Resolver.
	Based on local configuration the DNS Resolver determines whether the DNS request is resolved by local DNS server or should be forwarded to authoritative DNS server. If local DNS server is used then step 4a and step 4b are performed. If authoritative DNS server is used then step 5a and 5b are performed.
4a. The DNS Resolver forwards the DNS request to local DNS server. 
4b. The local DNS server response with address information of the Edge Application Server. The source address of the DNS response is the original DNS server address that has been used by the UE.
NOTE: How to communicate between the DNS Resolver and local DNS server is not specified. 
5a. The DNS Resolver adds its local address in an EDNS Client Subnet option and forwards the DNS request together with the EDNS Client Subnet option of RFC 7871 to the authoritative DNS server. 
5b.	The authoritative DNS server uses the EDNS Client Subnet option to determine the address information of the Edge Application Server in the Edge Hosting Environment and send the DNS request response. 
6.	The DNS Resolver forwards the DNS response to the Local PSA via N6 interface.
7.	The Local PSA forwards the DNS response to ULCL.
8..	The ULCL forwards the DNS response to the UE.

[bookmark: _Toc31192357][bookmark: _Toc31192517][bookmark: _Toc31193008][bookmark: _Toc31616187][bookmark: _Toc31616262][bookmark: _Toc31616338][bookmark: _Toc31616414][bookmark: _Toc31616490]6.7.3	Impacts on Existing Nodes and Functionality
AM-PCF:
1.	Subscribe the AF traffic influence request modification in UDR.
2.	Receives the AF traffic influence request from the UDR.
3.	Sends the new/updated AF traffic influence request to AMF.
AMF:
1.	Receives the new/updated AF traffic influence request from the AM-PCF.
2.	Select I-SMF or SMF supporting the requested DNAI(s) based on AF traffic influence information received from the AM-PCF.
NRF:
1.	Store the supported DNAI in the service profile of the I-SMF/SMF.
UPF:
1.	When Traffic Descriptor is FQDN the I-UPF/local PSA replaces the original DNS server address in DNS query message with the address of DNS server in Edge Hosting Environment. This implies N4 and SMF Change.
2.	The I-UPF/local PSA replaces the source address in DNS query response with the original DNS server address.
*************** End Changes ***************
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