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Abstract of the contribution: This contribution proposes a solution for Key Issue #5: Activating the traffic routing towards Local Data Network per AF request in TR 23.748.
1.	Introduction
This solution is proposed for Key Issue #5 to study "Activating the traffic routing towards Local Data Network per AF request".

The following aspects will be studied:
-	Whether Rel-16 ETSUN solution is sufficient to support the use case above and if there is a gap.
-	If Rel-16 ETSUN solution is not sufficient (there is a gap), study potential solutions on how to activate the traffic routing towards Local Data Network when the SMF does not support the requested DNAI, or for ETSUN case both SMF and I-SMF do not support the requested DNAI in the AF request.
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Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#X: Activating the traffic routing towards Local DN per AF request by NRF providing new I-SMF information connected to the requested DNAI
	
	
	
	X






* * * * Next Change (All new text) * * * * 
6.X	Solution #X: Activating traffic routing towards Local DN per AF request by NRF providing new I-SMF information connected to the requested DNAI
6.X.1 	Initial Requirement
This solution addresses Key Issue #5 "Activating the traffic routing towards Local Data Network per AF request".

This procedure is for addressing the possibility that SMF and or I-SMF may not be configured with the requested DNAI in some cases. When AF requests UP change, there shall be an SMF relocation procedure if the current SMF/I-SMF does not support the DNAI(s) requested. This I-SMF selection may be performed by AMF on request from PCF, and NRF shall handle the request to provide new I-SMF information that is connected to the requested DNAI.
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Figure: 6.X.1-1: EAS Architectural Consideration
NRF has the repository of all the NFs. The mapping of the UPF and SMF can help to locate the respective DNAI available with respective SMF. Thus, on request generated by AF for DNAI change, AMF shall contact NRF to get I-SMF information for session continuity. During NRF NF registration, a UPF/PSA consumer shall provide information of the list of DNAIs supported and the SMF Area ID it can serve for SMF mapping.

6.X.2	High Level Description
-	AF requests traffic routing towards new DNAI or list of DNAI(s) possible for the requested services.
-	PCF checks if the current SMF/I-SMF pair supports the requested DNAI or not.
-	PCF requests AMF to change the SMF with the information about the session and new DNAI requested by AF.
-	AMF, using NRF’s mapping of UPF’s DNAI(s) to an SMF, can provide respective I-SMF list which can support the new DNAI.
-	The SM Session is moved from old I-SMF to new I-SMF, also app relocation information may be shared with AF to inform about the change.
-	Alternatively, I-SMF change can be initiated by SMF as well, in case it is subscribed to early notification from AMF with respective Event Exposure.

6.X.3 	Procedures
AF request for DN change can follow the following steps. The Figure 6.X.3-1 describes the procedure:
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1. AF request for DN change

2. Nnef_TrafficInfluence_Create/Update
List of DNAI, Service ID, Application Information


3. Store AF Request

4. Nudr_DM_Notify


5. Npcf_SMPolicyControl_UpdateNotify /Response
DNAI(s) requested by AF, not served by SMF/I-SMF

6. Nsmf_EventExposure Notify
DNAI change


7. Npcf_AMPolicyControl Update
SMF Selection, List of DNAI 

8. Nnrf_NF_Discovery Request/Response
SMF supporting requested DNAI(s)


9. Nsmf_PDUSession_CreateSMContext Request



10. Nsmf_PDUSession_Context Request/Response

11 Nsmf_PDUSession_ReleaseSMContext Request/Response 



12. Nsmf_PDUSession_Update Request/Response

13. SMF initiated SM Policy Modification



14. AppRelocation Info transfer to AF



Figure: 6.X.3-1: AF requested traffic routing towards LADN

1. 	At AF, request to change DNAI may be generated due to service change or subscription requirements.

2. 	AF forwards this request to NEF to initiate change of DNAI(s).

NOTE 1:	There can be one DNAI supporting the new functionality/activity requested by AF or a list of DNAI(s). Thus, AF can share a single or a list of DNAIs with the network.

3.	NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID, DNN(s)).

4. 	PCF determines that existing PDU sessions and SMF instances are impacted by this AF request. It updates SMF with corresponding new PCC rule(s) for the new DNAI(s).

5.	Using Npcf_SMPolicyControl_UpdateNotify Request and Response with SMF, PCF learns that current SMF or I-SMF does not support the requested DNAI and I-SMF change is required.

6.	In case SMF is subscribed for Event Early notification to AMF, it may invoke Nsmf_EventExposure Notify to AMF describing the DNAI(s) requested are not supported.

7.	PCF sends the AM Policy Control update with the new DNAI(s) to AMF, and requests for SMF change, as current SMF does not support the requested DNAI.

NOTE 2:	Depending upon the Early Notification, AMF might prepare for I-SMF relocation, and/or can use this AM Policy Change to trigger request to NRF.

8.	AMF invokes the NF discovery request with NRF which maps and provides the list of SMFs supporting the requested DNAI(s).

9.	AMF requests the new I-SMF to create the SM context for the current AF session ID for the requested DN information.

10. The new I-SMF requests the old I-SMF for context transfer using the PDU Context request and response.

11. The old session is released by AMF with the old I-SMF as the session is transferred to new I-SMF.

12.	The new context SM states are synced between SMF and I-SMFs, procedure similar to procedures in TS 23.502 [3] clause 4.23.4. Also, UP changes are performed with N4 messages to respective UPF/I-UPF(s).

13. SM initiates SM policy modification request for the UP reconfiguration to the new DNAI(s) and I-SMF insertion.

14. App relocation information is forwarded to AF about the UP change as requested by current AF instance.

NOTE 3:	This report of UP path change to AF can follow the procedure in TS 23.502 [3] clause 4.23.6.


6.X.4 	Impacts on existing entities and interfaces
-	NRF: NRF shall support mapping of SMF/I-SMF instances to respective DNAI(s) of serving UPF(s).

-	PCF: PCF shall subscribe to AM Policy update for SMF/I-SMF change triggered by DNAI change requested by AF.

-	AMF/SMF: AMF shall subscribe to SMF Early Notification/Event Exposure for I-SMF change, Policy Modification and/or request for DNAI change.

6.X.5 	Evaluation
Editor's note:	This clause provides an evaluation of the solution.
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