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Abstract of the contribution: Proposes the changes in UE Route Selection Policy to support the UE select a route via the direct Uu path or the PC5 UE-to-Network relay path using any of the solutions introduced for KI#3. 

1. Background
Below solutions have been introduced to address the KI#3 UE-to-Network Relay:
· Layer 3 UE-to-Network relay (Solution #6)  
· Layer 2 UE-to-Network relay (Solution #7)
· Layer 3 UE-to-Network relay with N3IWF (Solution #X in S2-2004282)
Thus, an application may have different choices of communication path to a service/destination when using these solutions:
· Via Uu directly to the base station and network (Uu path)
· Via a Relay (in-direct network access) to the base station and network (PC5 relay path)
Also, an application may have different requirements on the paths, in terms of End-to-End QoS, and different security/privacy requirements, etc. 
Therefore, the Remote UE needs to be configured with the appropriate policies to guide its choices of the path to use for its traffic. This can be included as part of the URSP.
In this paper, we propose the enhancements to URSP to assist the UE with the relay operation and path selection.
2. Proposal
It is proposed to document the text below as a solution complementing any UE-to-Network Relay solution for Key Issue #3. 
>>>>Start Changes<<<<
[bookmark: _Toc23317648][bookmark: _Toc23318927][bookmark: _Toc26173042][bookmark: _Toc26516362][bookmark: _Toc26173043][bookmark: _Toc26516363]6.x.	URSP enhancements to support UE-to-Network Relay operation 
6.x.1 General Description
When a Remote UE has discovered a UE-to-Network Relay, it would have a choice of different communications paths for an application/service, for example:
- Via Uu directly to the base station and network (does not use the UE-to-Network Relay);
- Via a UE-to-Network Relay (in-direct network access) and access the service via a UE-to-Network Relay's UPF (e.g. as described in Solution#6); or
- Via a UE-to-Network Relay (in-direct network access) but access the service via Remote UE's own UPF (e.g. as in Solution#7 or Solution #x via N3IWF).
When the application traffic is routed along these different paths, different QoS and security/privacy considerations apply. For example, due to the use of Relay, and the additional PC5 link, the end-to-end PDB may be longer than the direct access to the network. Therefore, some of the services may not be suitable to be used over the Relay link. Additionally, if Remote UE uses the UE-to-Network Relay's UPF to access the service, it cannot enjoy the benefit provided by IP address preservation. The user experience would be similar to using NSWO. 
In this sense, the Remote UE needs to know if an application's traffic can be routed via a certain path, so that the service requirements can be still met. URSP rules as defined in 3GPP TS 23.503[18] provide the policy control information to support this control at the Remote UE. In order to support the UE-to-Network Relay operation, the URSP definition and interpretation needs to be enhanced as following.
[bookmark: _Toc26173045][bookmark: _Toc26516365]6.x.2 URSP enhancements to support UE-to-Network Relay operation
Non-Seamless Offload indication
In the current definition of URSP in TS 23.503 [18], the "Non-Seamless Offload indication" only applies to non-3GPP access. However, in case of UE-to-Network relay operation, when the Remote UE access the service via the Layer 3 UE-to-Network Relay's UPF (i.e. solution#6), the traffic handling is similar, i.e. sent outside of a Remote UE's PDU Session. 
Thus, this “Non-Seamless Offload indication” can be extended with some value to indicate if the offloading is via non-3GPP access or a Layer 3 UE-to-Network Relay. 
Alternatively, a new similar indicator, e.g. “ProSe Layer 3 UE-to-Network Relay offload indication”, can be added to the Route selection components to govern if the application traffic can be routed via a Layer 3 UE-to-Network Relay path.  
The Remote UE can use this indicator to determine the corresponding operations when accessing a UE-to-Network Relay. For example, if any active application matches a URSP rule that does not have this indicator, the Remote UE should attempt to establish a PDU session based on the URSP rules, e.g. via the N3IWF over the Layer 3 UE-to-Network Relay, or use a Layer 2 UE-to-Network Relay. 
If, however, the application matches a URSP rule that has this indicator present, the traffic can be routed via the Layer 3 UE-to-Network Relay directly, and no PDU session is required. 
Editor’s note: It’s FFS whether the N3IWF identifier is included in ANDSP or 5G ProSe Remote UE Policy/parameters for accessing 5GC via a Layer 3 UE-to-Network Relay.
Access Type Preference 
The current Access Type preference defined in TS 23.503 [18] only includes 3GPP or non-3GPP when the UE establishes a PDU session for the matching applications. However, when the UE-to-Network Relay is used, e.g. Layer 2 UE-to-Network relay (Solution#7) or Layer 3 UE-to-Network relay with N3IWF (Solution #X), the Remote UE supports the access via the UE-to-Network Relay path via PC5 link. 
Therefore, it is preferable to extend the existing “Access Type preference” IE to include PC5 path, so that the Remote UE will be able to determine which type of access should be used.

6.x.3	Impacts on Existing Nodes and Functionality
The solution has impacts in the following entities:
UE:
- Remote UE needs to be able to interpret the URSP rules as defined above to assist the path selection in case of accessing service via UE-to-Network Relay.
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