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Abstract of the contribution: This contribution proposes a new solution for Key Issue #13 "Triggering conditions for analytics".
1. Discussion
In Key Issue #13 "Triggering conditions for analytics", it is proposed to study how analytics can be triggered from the analytics consumer perspective or from the NWDAF perspective, including: "
-	which types of triggers can be used by analytics consumers to request for or subscribe to analytics;
-	whether triggers need to be defined for data collection by NWDAF and which types of triggers can be used by NWDAF to start collecting data;
-	whether triggers need to be defined for analytics generation by NWDAF and which types of triggers can be used by NWDAF to build analytics;
-	whether configuration for these triggers is needed;
-	whether changes to 5Gs architecture and services are needed to allow for such triggers and configuration. "
This contribution mainly addresses the triggers which can be used by analytics consumers to request for or subscribe to analytics.
In general, an NF may request for or subscribe to the analytics information from the NWDAF:
-	when the NF instance is initialized. That is, after an NF is instantiated, it may start subscribing to or requesting for the analytics information of certain Analytics IDs from the NWDAF.
-	based on the triggers (e.g. event reports or requests) from the other NF(s).	
-	based on local event, e.g. the detected UE behaviour or network performance.
-	based on the analytics information received. That is, the NF may decide to further request for or subscribe to the analytics information (e.g. with different Analytics filters, Target of Analytics Reporting or Analytics IDs) from the NWDAF, upon receiving the analytics information provided by the NWDAF for existing subscription(s) or previous request(s).
For different NFs, the possible triggers are analysed as follows:
PCF:
As specified in TS 23.503, policy decisions based on network analytics allow PCF to perform policy decisions taking into account the analytics information provided by the NWDAF. The following Analytics IDs are relevant for Policy decisions: "Load level information", "Service Experience", "Network Performance" and "Abnormal behaviour".
The PCF may request for or subscribe to the analytics information from the NWDAF:
-	when the PCF instance is initialized. For example, the PCF may subscribe to the analytics on "Load level information" for the network slice(s) it supports.
-	based on the Policy Control Request event reports from the AMF or the SMF.
	
	Upon receiving the Policy Control Request from the AMF or the SMF, the PCF may request the analytics from the NWDAF in order to update policy and charging control decision.
For example, upon receiving the event report from the SMF on "start of application traffic" of specific application(s) for one or more UEs, the PCF may subscribe to the analytics on "Service Experience" with the Analytics Filter including one or more "Application ID(s)" and based on the analytics decide the authorized QoS for the service data flow as specified in TS 23.503.
-	based on the event reports from the AMF.
For example, upon receiving the event report from the AMF on "RFSP index change" for one or more UEs, the PCF may request for the analytics on "Load level information" to check the load level of the network slice. 
-	based on the analytics information received.
For example, uUpon receiving the analytics on "Load level information" which indicates the load level of a network slice reached the threshold for a high load level, the PCF may decide to request for or subscribe to the analytics information on "Abnormal behaviour" to detect whether there are any exceptions regarding the behaviours of the UEs in this network slice.
SMF:
The SMF may request for or subscribe to the analytics information:
-	when the SMF instance is initialized. For example, the SMF may subscribe to the analytics on "NF load information" for the UPF(s) under its control.
-	based on the UE access and mobility event reports from the AMF.
For example, when When the SMF is notified by the AMF that the "number of UEs served by the AMF and located in "Area Of Interest" reported by the AMF reaches a predefined thresholdone or more UEs moves in a subscribed "Area Of Interest", the SMF may subscribe to the analytics on "UE communication" or "Network Performance" with the Analytics Filter including the Area of Interest, to observe the communication performance of the UE(s) or the network in the specific area.
-	based on the Policy Control Request Triggers or updated policy and charging control decision from the PCF.
For example, wWhen the SMF receives the Policy Control Request Trigger of "Usage report" from the PCF, the SMF may subscribe to the analytics information on "Abnormal behaviour", to detect whether there are any exceptions on the PDU session or the Monitoring key specific resources consumed by a UE as specified in TS 23.503.
-	based on local events.
	For example, iIf the SMF detects the number of PDU session establishment or release reaches a threshold in a specific area, the SMF may request for or subscribe to the analytics information on "Abnormal behaviour" to detect whether there are any exceptions regarding the behaviours of the UEs in this area.
AMF:
The AMF may request for or subscribe to the analytics information:
-	when the AMF instance is initialized. 
For example, the AMF may subscribe to the analytics on "UE mobility" so that based on the analytics the AMF can determine and update the Mobility Pattern of the UE as specified in TS 23.501.
-	based on event reporting triggers from the SMF/NEF/PCF.
For example, wWhen the AMF receives the event reporting trigger from the SMF/NEF or Policy Control Request Trigger from the PCF on "UE loss of communicationLocation change", the AMF may subscribe to the analytics information on "Abnormal behaviour" to detect whether there are any mobility related exceptions.
-	based on other triggers from the PCF.
For example, when the AMF receives the modified RFSP Index from the PCF, the AMF may subscribe to the analytics on "UE mobility" to check or verify the enforcement of the RFSP by the RAN.
-	based on local events.
For example, wWhen the AMF detects frequent mobility re-registration of one or more UEs, the AMF may subscribe to the analytics on "Abnormal behaviour" in order to trace the mobility trend of the UE(s) and take appropriate actions and/or to verify the results of the actions;.

2. Proposal
It is proposed to include the following changes in TR 23.700-91.
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This solution addresses Key Issue #13 "Triggering conditions for analytics", especially on the aspect of triggers which can be used by analytics consumers to request for or subscribe to analytics from the NWDAF.
In general, an NF may request for or subscribe to the analytics information from the NWDAF:
-	when the NF instance is initialized. That is, after an NF is instantiated, it may start subscribing to or requesting for the analytics information of certain Analytics IDs from the NWDAF.
[bookmark: _GoBack]-	based on the triggers (e.g. event reports or requests) from the other NF(s).	
-	based on local event, e.g. the detected UE behaviour or network performance.
-	based on the analytics information received. That is, the NF may decide to further request for or subscribe to the analytics information (e.g. with different Analytics filters, Target of Analytics Reporting or Analytics IDs) from the NWDAF, upon receiving the analytics information provided by the NWDAF for existing subscription(s) or previous request(s).
Specifically, for different NFs, the possible triggers and example scenarios can be as follows:
PCF:
The PCF may request for or subscribe to the analytics information from the NWDAF:
-	when the PCF instance is initialized. 
-	based on Policy Control Requestevent reports from the AMF or SMF.
-	based on event reports from the AMF.
-	based on analytics information received.
Table 6.X.1-1: Triggers used by PCF to request for or subscribe to analytics
	Triggers
	Examples

	when the PCF instance is initialized
	The PCF may subscribe to the analytics on "Load level information" for the network slice(s) it supports.

	Policy Control Request event reports from the AMF or SMF
	the PCF may request the analytics from the NWDAF in order to update policy and charging control decision.Upon receiving "start of application traffic" of specific application(s) for one or more UEs, the PCF may subscribe to the analytics on "Service Experience" with the Analytics Filter including one or more "Application ID(s)" for the specific application(s).

	event reports from the AMF
	Upon receiving "RFSP index change" for one or more UEs, the PCF may request for the analytics on "Load level information" to check the load level of the network slice.

	analytics information received
	Upon receiving the analytics on "Load level information" which indicates the load level of a network slice reached the threshold for a high load level, the PCF may request for or subscribe to the analytics information on "Abnormal behaviour" to detect whether there are any exceptional UE behaviours in this network slice.



SMF:
The SMF may request for or subscribe to the analytics information from the NWDAF:
-	when the SMF instance is initialized. 
-	based on UE access and mobility event reports from the AMF.
-	based on Policy Control Request Triggers or updated policy and charging control decision from the PCF.
-	based on local events.
Table 6.X.1-2: Triggers used by SMF to request for or subscribe to analytics
	Triggers
	Examples

	when the SMF instance is initialized
	The SMF may subscribe to the analytics on "NF load information" for the UPF(s).

	UE access and mobility event reports from the AMF
	When the "number of UEs served by the AMF and located in "Area Of Interest" reported by the AMF reaches a predefined thresholdthe SMF is notified that one or more UEs moves in a subscribed "Area Of Interest", the SMF may subscribe to the analytics on "UE communication" or "Network Performance" with the Analytics Filter including the Area of Interest, to observe the communication performance of the UE(s) or the network in the specific area.

	Policy Control Request Triggers or updated policy and charging control decision from the PCF
	When the SMF receives the Policy Control Request Trigger of "Usage report" from the PCF, the SMF may subscribe to the analytics information on "Abnormal behaviour", to detect whether there are any exceptions on the PDU session or the Monitoring key specific resources consumed by a UE as specified in TS 23.503.

	local events
	If the SMF detects the number of PDU session establishment or release reaches a threshold in a specific area, the SMF may request for or subscribe to the analytics information on "Abnormal behaviour" to detect whether there are any exceptional UE behaviours in this area.



AMF:
The AMF may request for or subscribe to the analytics information from the NWDAF:
-	when the AMF instance is initialized. 
-	based on event reporting triggers from the SMF/NEF/PCF.
-	based on other triggers from the PCF.
-	based on local events.
Table 6.X.1-3: Triggers used by AMF to request for or subscribe to analytics
	Triggers
	Examples

	when the AMF instance is initialized
	The AMF may subscribe to the analytics on "UE mobility" so that based on the analytics the AMF can determine and update the Mobility Pattern of the UE(s) as specified in TS 23.501.

	event reporting triggers from the SMF/NEF/PCF
	When the AMF receives the event reporting trigger from the SMF/NEF or Policy Control Request Trigger from the PCF on "UE loss of communicationLocation change", the AMF may subscribe to the analytics information on "Abnormal behaviour" to detect whether there are any mobility related exceptions.

	other triggers from the PCF
	When the AMF receives the modified RFSP Index from the PCF, the AMF may subscribe to the analytics on "UE mobility" to check or verify the enforcement of the RFSP by the RAN.

	local events
	When the AMF detects frequent mobility re-registration of one or more UEs, the AMF may subscribe to the analytics on "Abnormal behaviour" in order to trace the mobility trend of the UE(s) and take appropriate actions and/or to verify the results of the actions.
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