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Abstract of the contribution: This paper proposes a new solution for Key Issue #1: Discovery of Edge Application Server.
1
Discussion

Many of the Key Issue #1 solutions in TR 23.748 deal with how the network can route MO UE Traffic to the appropriate Edge Application Server (e.g. in scenarios where multiple Edge Application Server instances that host the same content or service use a single IP address (anycast address)). This solution addresses a different aspect of Key Issue #1 and is meant to compliment proposals that deal with routing MO UE Traffic to the appropriate Edge Application Server.

This solution deals primarily with the “How can a UE discover a suitable Edge Application Server to serve the application/UE?” aspect of Key Issue #1. Specifically, the solution describes how the UE discovers the identities of the Edge Application Servers that are available at the UE’s current location. The solution builds on SA6 solutions that are in TS 23.558.
2
Proposal

This contribution proposes to implement the following updates to TR 23.748 v0.3.0.
* * * Start of Change 1 * * *

2
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* * * Start of Change 2 * * *

6.0 Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#x: Edge Configuration Server Based Discovery
	X
	
	
	


* * * Start of Change 3 * * *

6.x
Solution for Key Issue #1: Edge Configuration Server Based Discovery

6.x.1
Introduction
This solution addresses Key Issue #1, “Discovery of Edge Application Server” and focuses on the scenario where UE needs to be provisioned with information about the Edge Hosting Environment.

Key Issue #1, NOTE 3 states “For sake of easy implementation, solutions should preferable be based on existing mechanisms (e.g. DNS, SFC techniques) and industry practices to avoid or at least minimize impact on applications and UEs. Additionally, the outcome from SA6 FS_EDGEAPP may be considered if impacts to 5GC are identified.” This solution is based on solutions that have been specified as part of SA6’s EDGEAPP work.

In TS 23.558 [x], SA6 has introduced functional entities called the Edge Configuration Servers and Edge Enabler Servers (EES). The Edge Configuration Server does not necessarily reside in the Edge Data Network. Edge Enabler Servers do reside in the Edge Data Network.

When deployed, the Edge Configuration Server provides UE Applications (i.e. Edge Enabler Clients) with configuration information related to Edge Data Network(s). Once the UE Application (i.e. the UE’s Edge Enabler Client) has contact information for the Edge Enabler Server, the UE Application can obtain additional configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; this is described in TS 23.558 [x].

TS 23.558 specifies that the Edge Enabler Client has been pre-configured or discovered the address (e.g. URI) of the Edge Configuration Server. This solution describes how UE Applications can discover contact information for the Edge Configuration Server(s). Once a UE Application (i.e. the Edge Enabler Client) has contact information for an Edge Configuration Server, SA6 procedures, such as those in TS 23.558 [x], can be used to interact with the Edge Configuration Server, EES, and obtain contact information for Edge Application Servers. 
6.x.2
Functional Description

The solution proposes how the UE may get Edge Configuration Server Information from the network.


The principle of this solution is that the UE may get Edge Configuration Server Information from the SMF during the PDU Session Establishment. The Edge Configuration Server Information may be carried in the procedure in the PCO. 

Edge Configuration Server Information consists of one or more FQDNs and/or IP Address(es) of Edge Configuration Servers 

The UE obtains, from the Edge Configuration Server, additional configuration information to enable the exchange of Application Data Traffic with the Edge Application Server. Existing Rel-16 mechanisms and/or other solutions to Key Issue #1 can be used to route UE initiated traffic to the appropriate Edge Application Server instance.




6.x.2.1
Functional Description 
Edge Configuration Server Information may be provided by the SMF to the UE during the PDU Session Establishment procedure in the PCO. 
The SMF may derive the Edge Configuration Server Information based on local configuration, the UE’s location, and/or UE subscription information received from the UDM. The UE’s subscription information may include identities of Edge Configuration Servers that the UE may access. If the Edge Configuration Server Information changes (e.g. due to subscription change, local configuration change, or a change of UE location), the SMF may use the PDU Session Modification procedure to send the updated Edge Configuration Server Information to the UE in the PCO. 


6.X.3
Procedures
This section describes how the solution interacts with SA6 procedures. Only step 1 impacts SA2 specifications. There is no impact on SA6 specifications.
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Figure 6.x.3-1 Procedure for Edge Configuration Server Based Discovery
1. 
2. During PDU Session Establishment, the SMF provides Edge Configuration Server Information (one or more FQDNs and/or IP Address(es) of Edge Configuration Servers and Service Area Information for each Edge Configuration Server) to the UE. As described in section 6.x.2.2, the SMF derives the Edge Configuration Server Information based on local configuration, the UE’s Location, or the UE’s subscription information. 

Editor's note:  Whether there are multiple Edge Configuration Servers to the UE and whether it is associated with Service Area Information will be determined by the outcome of the Edge Configuration Server cardinality discussions in SA6.

3. The UE contacts the Edge Configuration Server in order to be provisioned with information about available edge computing services, including the addresses/identities of Edge Enabler Server(s). This procedure occurs at the application layer and is described in clause 8.3 of TS 23.558 [x].
4. The UE initiates procedures as described in TS 23.558. 
5. 
6.x.4
Impacts on services, entities and interfaces

UE:


-
Receives Edge Configuration Server Information from the AMF during the (re-)Registration and UE Configuration Update procedures.

UDM/UDR:

-
A UE’s subscription information may include Edge Configuration Server Information (i.e. one or more FQDNs and/or IP Address(es) of Edge Configuration Servers).





SMF:


-
Sends Edge Configuration Server Information to the UE during the PDU Session Establishment procedures.

-
Receives Edge Configuration Server information from the UDM/UDR during PDU Session Establishment (when Nudm_SDM_Get is invoked).

6.X.5
Evaluation

Editor's Note: This clause provides an evaluation of the solution.
Editor's Note: This solution should be sent to SA6 and SA6 should be invited to comment. SA2 should consider SA6’s input during evaluation of the solution.
�Only the SMF Solution makes sense, as this is information that should be provided by the serving PLMN In addition, providing the IP address of the ECS(s) that the EEC should connect to has nothing to do with Mobility Mgt. If this should be compared with something, that could be sending the P-CSCF address for IMS. The PCO in SM procedures are used for that. 


�The TS 23.558 solution is still under discovery. The details of that solution should not be included here to avoid inconsistencies
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