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Abstract of the contribution:
Add a new solution for key issue 3 to support the network information exposure to local AF with low latency for FS_enh_EC. This contribution is the revision of unhandled contribution S2- 2000704 in Incheon meeting.
1. Introduction 
Key issue 3 “Network Information Provisioning to Local Applications with low latency” was agreed to be added to TR 23. 748. In the current Rel-16, the network exposure related core network functions, e.g. NEF, is deployed centrally in the core network. However, because the edge network is deployed close to the radio network side, some real time radio network information, e.g., the network congestion notification, QoS status, etc., is much helpful for the application servers in the edge network to further optimize the services. 

As introduced in key issue 3, the current procedure for the network exposure is not optimized for the information exposure with low latency. This contribution proposes a solution for key issue 3.
2. Proposal
It is proposed to add the following solution for key issue 3 to support the network information exposure to local AF with low latency to TR 23.748.
* * * * Start of Change * * * *
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#x: Network Information Exposure to Local AF with Low Latency
	
	
	X
	


*********** Next Change (all new) ***********

6.X
Solution #X: Network Information Exposure to Local AF with Low Latency
6.X.1
Description

This solution can apply to key issue 3.
The Radio Network Information may be used by the mobile edge applications to optimize the existing services and to provide new type of services that are based on up to date information on radio conditions. For example, if the video server could get the knowledge that the network congestion happens, it can adjust the coding algorithm accordingly to the impacted UEs so as to further improve the user’s service experience.
The granularity of the radio network information may be adjusted based on parameters such as information per cell, per UE, or be requested over period of time.
In this solution, the NEF-edge is introduced. The architecture is shown in Fig.1.
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Fig.1 Information exposure architecture
In Fig.1, the NEF-edge is deployed close to the edge network in order to fulfil the timely radio network information exposure to the edge network. The NEF-edge has the connection with the AF in the edge network, RAN OAM (i.e. OAM deployed close to the edge network), and the NEF-central deployed in the core network. Other 5GC control plane NFs are not shown in the figure.
The NEF-edge has the following functionalities:

1. Receiving the information subscription from the AF in the edge network.

2. Deciding whether to forward the information subscription message to the NEF-central.
3. If the requested information is related with the radio network information, NEF-edge sends the information subscription to the RAN OAM.
If the requested information is related with the core network event defined in TS 23.502, the NEF-edge forwards the information subscription to the NEF-central.
4. Receiving the exposed information from the RAN OAM, or NEF-central.
5. Forwarding the information to the AF in the edge network.

6.X.2
Procedures
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Fig.2 Event exposure procedure
1. The AF subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the AF by sending Nnef_EventExposure_Subscribe request.
Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF-edge, the NEF-edge records the association of the event trigger and the requester identity. The subscription may also include Maximum number of reports and/or Maximum duration of reporting IE. 
2a. The NEF-edge decides whether the event is related with the radio network information. If the event ID is related with the radio network information, the NEF-edge further checks whether the AF is allowed to perform the requested service operation by checking AF's identifier (i.e. AF ID). 
   If the event ID is related with radio network information, and the AF request is authorized and accepted by the NEF-edge, it performs step 3.
If the event ID is not related with radio network information, or the NEF-edge can’t perform the authentication and the information mapping, it performs step 2b. Otherwise, it skips step 2b and performs step 3. 
2b. The NEF-edge sends Nnef_EventExposure_Subscribe request to NEF-central.
   If the event ID is related with radio network information, the NEF-central checks whether the AF is allowed to perform the requested service operation and sends the response the NEF-edge. If the AF request is accepted, it performs step 3.
   If the event ID is not related with radio information, the NEF-central performs the procedure defined in clause 4.15.3.2.3 in TS 23.502.
3. The NEF-edge sends the subscription request to OAM.
4. The OAM checks whether to accept the subscription request and sends the response to the NEF-edge with the accept or reject indication and appropriate cause value. 
5. The NEF-edge acknowledges the execution of Nnef_EventExposure_Subscribe to the AF that initiated the request.
6. The OAM monitors the subscribed information, and notifies the NEF-edge when certain event happens.
7. The NEF-edge forwards to the AF the reporting event received in step 6. 
6.X.3
Impacts on Existing Nodes and Functionality
NEF-edge functionality is similar with common NEF functionality with the following additional enhancements:

· Authenticate whether the AF request should be accepted.
· Interaction with RAN OAM for RAN related information event exposure.

· Interaction with NEF deployed in the core network for the non-RAN related event exposure.
NEF:
· Interaction with NEF-edge for the exposure of non-RAN related information.
OAM:

· Interaction with NEF-edge for the exposure of RAN related information.
No impacts on UE, RAN, UPF, and other core network NFs.
*********** Next Change ***********
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