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Abstract of the contribution: New Key Issue for R17 ATSSS: Additional Steering Methods
1 Discussion
void
2 Proposal

It is proposed to update TR 23.700-93 as follows
FIRST CHANGE (all text is NEW)
5.y
Key issue #y: Additional Steering Functionalities
5.y.1
Description

This key issue aims to study whether and how to support additional steering functionality(ies). 

Traffic splitting for Ethernet and UDP based traffic is not fully supported in Rel-16: for example, traffic within an UDP/IP flow may not be split across multiple accesses without introducing out of order packet delivery. 
NOTE:
IETF is actively defining QUIC with the target to have the core protocol sent to IESG in July 2020 and planning for a Multipath extension document sent to IESG by end of 2021.


The key issue will study:

-
whether respectively what additional steering functionality(ies) can be defined for ATSSS_Ph2, and if being defined
-
how to negotiate the support of additional steering functionality(ies) between the UE and the network and potentially between NF(s) (e.g. between SMF and UPF)
-
how to co-exist with MPTCP and ATSSS-LL from Rel-16
-
whether respectively what to enhance in PCC rules, ATSSS rules and N4 rules to support these additional steering functionality(ies)
-
what type of traffic these new steering functionality(ies) address, e.g. 
-
PDU Session type,
-
Ethernet / UDP, 
-
whether and how to support latency sensitive and real time traffic, 
-
etc.

-
UE impacts in order to support additional steering functionality(ies) 
If steering functionality(ies) being defined require(s) new protocol(s) between the UE and the 5GC, the work will (as per study item scope) focus only on the usage of QUIC protocol and its extensions from IETF, considering the following:  

-
security aspects, e.g. related with QUIC currently mandating usage of TLS 3.0, will be studied in conjunction with SA3; 

-
work on this key issue may trigger additional liaison exchanges with IETF.
End of CHANGES
�This text is a justification of dealing with UDP traffic, nit a solution. It has been challenged offline
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