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Discussion
This paper introduces a solution for Key Issue #9: Solution to dispersion analytic output provided by NWDAF
Dispersion analytics characterizes the interaction of a user, or a group of users, with the network and identifies at what locations (i.e. area of interest, TAs, cell) users dispersed most (if not all) their data volume, transactions (i.e. MM and SM messages), transaction failures, dropped sessions and voice call minutes. The same concept applies to dispersion at a given network slice; at what slice users dispersed most (if not all) their data volume, transactions, transaction failures, dropped sessions and voice call minutes. 
As part of the characterization, a user or group of users, are evaluated and classified as either fixed users, campers or travelers. This classification is determined per operator’s defined thresholds. For example, if a user disperses most (threshold = 95%) of his/her data volume at a single location, the data-classification of the user is fixed for that location. On the other hand, the user data-classification is a traveller if he/she dispersed a very small amount of data volume (e.g. 5%) or as a camper, if he/she dispersed a considerable amount (e.g. 50%) of data volume. In short, each user served by a location is classified into one of three categories depending on the intensity of usage observed at the location.
NOTE: The thresholds cited here are examples. Thresholds settings are operator defined.  

When a group of users disperse most of their data volume at a particular location, a data hot spot may be dynamically formed, or it could be predicted that a hot speed needs to be formed, and could become a prime target for User Plane optimization, the topic of Key Issue #10, and optimization for edge computing assignments, the topic of Key Issue #16. Likewise when the network status indication (NSI) of a location is determined as being congested, as described in TS 23.388 clause 6.8, the PCF can use dispersion analytics output to determine, or predict, the fixed and top campers at the location and take an action to reduce the QoS attributes assigned to these top data-dispersing users thereby relaxing the demand and reducing congestion at that location. 
Although dispersion analytics may not identify hot spots in real time, it will detect and predict new hot spots that emerge and sustained. Similarly, when congestion control is applied to users that are historically heavy campers at a location, it is statistically likely that the applied control is effective. The benefit of using dispersion analytic is that it removes the need to handle and generate, at a significant cost, real time analytics that may end up throttling users that were not really impacting the congested location. Dispersion analytics points to the users that are likely driving the congestion which when managed, should effectively mitigate the conditions. 
The same dispersion and classification concept (i.e. fixed, camper, traveler) applies to transactions at a given location, transaction failures, dropped sessions and voice talk time.

When a user, or group of users, disperse most of their MS/MM messages at a particular location and a signaling storm is detected or predicted at the location, the AMF can use the dispersion analytic output to determine the fixed and top signaling campers at the location and limit their access to the network or registration area. 
When a slice is loaded, or predicted to become loaded, and/or user experience at a particular slice is low, or predicted to become low, the NSSF can use dispersion analytics output to determine the fixed users and top campers at the slice and limit their access to a particular loaded slice or redirect them to alternate network slice. For example, this could also apply to a slice assigned to voice users only. The dispersion analytic output can identify the top users that generate the most voice activity on the slice, information that can be further processed by the NSSF and/or OAM.

The top users, or group of users, responsible for the most transaction failures or dropped calls at a particular location may be restricted by the AMF from registration at the particular area of interest. Likewise, the OAM system can use the dispersion analytics output to determine the top transaction failing users (i.e. fixed users and campers). Likewise, the OAM system can determine the top users (i.e. fixed, campers) suffering from dropped voice calls at a given location or a slice. As part of the analysis, a group of UEs can be filtered by the provided TAC information. 
Predominant behavior (statistics or predictions) in any region/zone or an area of interest, driven by the predominant subscribers (fixed/campers/travelers), can be identified on an hourly basis. The AMF, as a consumer of this information, can alter the expected behavior and perform mobility optimization, described in TS 23.501 subclause 5.3.4.2. An example use case is the detection and handling of excessive malware activity in an area of interest.  
NOTE: Dispersion analytics is the results of long observations and analysis across many large deployed networks (see sample markets below) where over 80% of UEs disperse most of their data volume and transactions across 4-5 cell-sector-carriers or less. Although many users in any cell are travelers, they contribute very little to the cell volume or transactions.  
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*** Start of Changes ***
6.0
Mapping Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	1
	11
	
	
	

	2
	4
	
	
	

	3
	15
	
	
	

	4
	12
	
	
	

	x
	9
	
	
	

	
	
	
	
	


*** Next Change (All new text) ***
6.X
Solution X: Dispersion Analytics output provided by NWDAF
6.X.1
Description

This is a solution for Key Issue #9, Dispersion Analytic Output Provided by NWDAF
Dispersion analytics characterizes the interaction of a user, or a group of users, with the network and identifies at what locations (i.e. area of interest, TAs, cell) users dispersed most (if not all) their data volume, sessions transactions (i.e. MM and SM messages), transaction failures, dropped sessions and voice call minutes. Same concept applies to dispersion at a given network slice; at which slice users dispersed most (if not all) their data, session transactions, transaction failures, dropped sessions and voice call minutes. 
As part of the characterization, a user or a group of users, are evaluated and classified as either fixed users, campers or travelers. This classification is determined per operator’s defined thresholds. For example, if a user disperses most (threshold = 95%) of his/her data volume at a single location, the data-classification of the user is fixed for that location. Likewise, different thresholds are defined for campers and travelers categories. 

When the network status indication (NSI) of a location is determined as being congested, as described in TS 23.288 clause 6.8, the PCF can use the dispersion analytics output to determine the fixed users and top campers at the location and take an action to reduce the QoS attributes assigned to these top data-dispersing users, thereby relaxing the demand and reducing congestion at that location.  
Based on collected dispersion data, the NWDAF may generate analytics to identify expected changes in transaction signal loading conditions at an area of interest such as TAs and Registration Areas. Accordingly, various loading factors can be assigned to AMF instances to avoid or mitigate predicted overload conditions.     

6.X.1.1
Dispersion definitions

Dispersion – The percentage of activity that a user, or group of users, generated at a location during a period of interest. This enables the operator to rank hot locations by the various activities and identify the top contributors (users) for that activity. When heavy users at a particular location are detected, their QoS attributes, or access to an area of interest or a slice can be limited by the PCF, AMF and NSSF.  
· Data dispersion – The percentage of data traffic volume that a user, or a group of users, generated at the location during the period of interest.
· Transaction dispersion – The percentage of MM and SM messages that a user, or a group of users, generated at the location during the period of interest.
· Transaction Failure dispersion – The percentage of failed transactions (MM and SM procedures) that a user, or a group of users, experienced at the location during the period of interest.
· Dropped Sessions – The percentage of dropped sessions that a user, or a group of users, experienced at the location during the period of interest.
· Voice Call dispersion – The percentage of voice call minutes a user, or a group of users, used at the location during the period of interest.

Dispersion Classification – Assignment of one of three mobility classes (i.e. fixed, camper, traveller) per dispersion characteristic: 

· Data-Classifications – fixed, camper, traveller data-classification per thresholds assigned by the operator. Example: when a user disperses most (threshold = 95%) of his/her data at a single location, the data-classification of the user at that location is fixed.
· Transaction-Classifications - fixed, camper, traveller transactions-classifications per thresholds assigned by the operator. Example: when a user disperses (threshold=) 40% of his/her session transactions at a single location, the transaction-classification of the user is camper at that location.
· Transaction-Failure-Classifications: fixed, camper, traveller transaction-failure-classification per thresholds assigned by the operator. Example: when a user disperses no more than (threshold)=10% of his/her transaction-failures at any single location, the transaction-failure-classification of the user is traveler at any location.
· Dropped-Call-Classifications - fixed, camper, traveller dropped-calls-classification per thresholds assigned by the operator. Example: when a user disperses (threshold=) 40% of his/her dropped calls at a single location, the dropped-call-classification of the user is camper for that location.
· Voice-Call-Classifications - fixed, camper, traveller voice-call-classification per thresholds assigned by the operator. Example: when a user disperses no more than (threshold=)10% of his/her voice talk time (in minutes) at any single location, the voice-call-classification of the user is traveler for any location.
6.x.1.2
General

A NWDAF supporting dispersion analytics statistics or predictions shall be able to collect a UE dispersion related information from NFs and to perform analytics to provide dispersion statistics or predictions. Through dispersion analytics, the NWDAF can determine that a data hot spot is formed when the amount of data dispersed by most of the users at the area of interest exceeds a certain data volume threshold established through statistical trending or operator policy. Likewise, the NWDAF can determine that transaction hot spot is formed when the amount of transactions dispersed by heavy users at the area of interest exceeds a certain threshold established through statistical trending or operator policy. Rouge devices generating excessive signalling in an area of interest can be identified by the NWDAF when a signalling storm is detected.  

The service consumer may be a NF (e.g. AMF, PCF).

The consumer of dispersion analytics may indicate in its request:

-
Analytics ID set to “UE Dispersion Analytics” and the dispersion analytic type (i.e. DA Type)

-
The Target of analytics reporting which is a single UE, any UE, or a group of UEs.

-
Analytics Filter Information optional list of TA(s), Area(s) of Interest, Cells, or S-NSSAI.
-
An Analytics target period indicating the time period over which the statistics or predictions are requested.

-
In a subscription, the Notification Correlation Id and the Notification Target Address.
6.x.1.3
Input Data

The NWDAF supporting dispersion analytics shall be able to collect UE dispersion information from NF(s) and AFs. The detailed information collected by the NWDAF could be network data from 5GC including NFs and AFs:
-
Network data related to UE dispersion from 5GC as defined in the Tables 6.x.1.3-1 and 6.x.1.3-2;

Table 6.x.1.3-1: UE dispersion information bound by location collected from NF(s) 
	Information
	Source
	Description

	UE ID
	AMF
	SUPI

	Type Allocation Code
	AMF
	Terminal model and vendor information of the UE.

	UE locations (1..max)
	AMF
	UE positions

	   >UE location
	
	Area of Interest (TA or cells that the UE enters)

	   >Timestamp 
	
	A time stamp when the AMF detects the UE enters this location

	· Data Volume
	SMF
	Amount of data volume exchanged at the location

	· Transactions count
	SMF, AMF
	Amount of transactions exchanged at the location.

	· Failed transaction count
	SMF, AMF
	Amount of failed transactions at the location

	· Voice call duration
	AF
	Voice talk time

	· Dropped sessions
	SMF
	Amount of dropped (e.g. timed out) PDU sessions


-
Slice data related to UE dispersion from NF(s) as defined in the Table 6.x.1.3-2;
Table 6.x.1.3-2: UE dispersion information bound by slice collected from 5GC 
	Information
	Source
	Description

	UE ID
	AMF
	SUPI

	Type Allocation Code
	AMF
	Terminal model and vendor information of the UE

	Slice (1..max)
	AMF
	UE assigned slice

	   >S-NSSAI
	
	Slice (up to 8 per UE at any given instance)

	   >Timestamp 
	
	A time stamp when slice was assigned

	· Data Volume
	SMF
	Amount of data volume exchanged at the slice

	· Transactions count
	SMF, AMF
	Amount of transactions exchanged at the slice.

	· Failed transaction count
	SMF, AMF
	Amount of failed transactions at the slice

	· Voice call duration
	AF
	Voice talk time at the slice

	· Dropped sessions
	SMF
	Amount of dropped (e.g. timed out) sessions at the slice


Data collection may be provided on samples (e.g. fixed/camper UEs, spatial subsets of UEs or UE group, temporal subsets of UE location information). For signalling load reduction, collection may focus on fixed and campers. 
6.x.1.4
Output Analytics
The NWDAF supporting dispersion analytics shall be able to provide UE dispersion analytics to consumer NFs or AFs. The dispersion analytics and prediction can be for data, transactions, failed transactions, sessions drop and voice calls. 

The list of monitored transactions (MM and SM messages) and failed transactions is a subset of the messages listed in TS 24.501 subclauses 8.2 and 8.3. The exact list of these subset messages will be provided in a future contribution. 
6.x.1.4.1
Data Dispersion Analysis
The data dispersion analytics results provided by the NWDAF could be UE dispersion statistics and or UE dispersion predictions for a location or a slice. The exact format of the provided results, which include dispersed data volume, UE classification and percentile ranking per location within a time slot, will be specified in a future contribution.
NOTE:
When target of analytics reporting is an individual UE, the NWDAF will provide the dispersion analytics result (i.e. list of (predicted) time slots) to the NF service consumer(s) for the UE.
6.x.1.4.2
Transactions Dispersion Analysis
The transaction (MM and MS messages) dispersion analytics results provided by the NWDAF could be UE dispersion statistics or UE dispersion predications for a location or a slice. The exact format of the provided results, which include dispersed transactions count, UE classification and percentile ranking per location within a time slot, will be specified in a future contribution.  

NOTE:
When target of analytics reporting is an individual UE, the NWDAF will provide the dispersion analytics result (i.e. list of (predicted) time slots) to the NF service consumer(s) for the UE.

6.x.1.4.3
Transactions Failure Dispersion Analysis
The transactions failures (MM and MS failed procedures) dispersion analytics results provided by the NWDAF could be UE dispersion statistics or UE dispersion predication for a location or a slice. The exact format of the provided results, which include dispersion of failed transactions count, UE classification and percentile ranking per location within a time slot, will be specified in a future contribution.
NOTE:
When target of analytics reporting is an individual UE, the NWDAF will provide the dispersion analytics result (i.e. list of (predicted) time slots) to NF service consumer(s) for the UE.
6.x.1.4.4
Dropped Sessions Dispersion Analysis
Dropped sessions, or sessions time outs, are non-graceful PDU sessions termination.
The dropped sessions dispersion analytics results provided by the NWDAF could be UE dispersion statistics or UE dispersion predictions for a location or a slice. The exact format of the provided results, which include dispersion of dropped sessions count, UE classification and percentile ranking per location within a time slot, will be specified in a future contribution.
NOTE:
When target of analytics reporting is an individual UE, the NWDAF will provide the dispersion analytics result (i.e. list of (predicted) time slots) to NF service consumer(s) for the UE.

6.x.1.4.5
Voice Calls Dispersion Analysis
The voice call dispersion analytics results provided by the NWDAF could be UE voice calls minutes dispersion statistics or UE voice calls minutes dispersion predictions for a location or a slice. The exact format of the provided results, which include dispersion of voice call minutes, UE classification and percentile ranking per location within a time slot, will be specified in a future contribution.
NOTE:
When target of analytics reporting is an individual UE, the NWDAF will provide the dispersion analytics result (i.e. list of (predicted) time slots) to NF service consumer(s) for the UE.

6.x.2
Procedures

The NWDAF can provide UE dispersion analytics, in the form of statistics or predictions or both, to another NF. If the NF is an AF, and when the AF is untrusted, the AF will request analytics via the NEF, and the NEF will then convey the request to the NWDAF.
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Figure 6.x.4-1: UE Dispersion Analytics provided to an NF

1.
The NF sends a request to the NWDAF for dispersion analytics on a specific UE, any UE, or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The type of analytics is set to UE Dispersion Analytics, the dispersion analytic (DA) type combination (i.e. data volume, transactions, transactions failure, dropped calls, voice minutes) and analytic filter information = (Area of Interest, slice, target period). The NF provides the UE id or Internal Group ID in the Target of Analytics Reporting.

2.
If the request is authorized, and in order to provide the requested analytics, the NWDAF may subscribe to events with all the serving AMFs, SMFs of the requested UE(s) for notification of location changes or a slice change (a slice change can be an additional slice or a deletion). This step may be skipped when e.g. the NWDAF already has the requested analytics available.


The NWDAF subscribes to voice service data from AF(s) by invoking Naf_EventExposure_Subscribe service or Nnef_EventExposure_Subscribe (if via NEF).

NOTE:
The NWDAF determines the AMF serving the UE, any UE, or the group of UEs as described in TS 23.288 subclause 6.2.2.1.

3.
The NWDAF derives requested analytics.

4.
The NWDAF provides requested UE dispersion analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Request Response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1. The details for UE dispersion analytics provided by NWDAF are described in clause 6.x.1.4. The provided analytics enables the consumer to predict changing network conditions such as data volume change at a location or a slice, signalling storm conditions at a location or a slice, etc.    
5-6. If at step 1, the NF has subscribed to receive notifications for UE dispersion analytics, after receiving event notification from the AMFs (e.g. location change) or SMFs (e.g. slice change add/delete) subscribed by NWDAF in step 2, the NWDAF may generate new dispersion analytics
 7. The NWDAF provides the newly generated dispersion analytics to the NF. The details for UE dispersion analytics provided by NWDAF are described in clause 6.x.1.4.
6.x.3
Assistance to slice load distribution procedure

In this procedure the NSSF subscribes to receive slice load analytics based on data rate quota and/or amount of data volume dispersed at the slice per a given period either as statistical information and/or predication. With a data volume loading information, the NSSF can decide when to stop admitting heavy users into a particular slice. The NSSF may decide to allow just travellers additions to a loaded slice and redirect fixed and campers data users to a different slice. 

NOTE: In case the NSSF is not deployed, another 5GC NF (e.g. AMF and/or SMF) may subscribe to the slice dispersion data analytics information  to assist with load mitigation policy..
Editor's note: Exact procedure details to provide dispersion analytics based assistance to slice load distribution is FFS.











6.x.4
User Data Congestion Mitigation

In this procedure upon notification of user plan data congestion in an area of interest, either by OEM or other NFs (see TS 23.288 clause 6.8), the PCF requests the NWDAF to report the data dispersion analytics of heavy user located at the congested area of interest. This information is derived from the amount of data volume dispersed at that location by the heavy users either as statistical information and/or predication. With this data volume dispersion analytics and users rankings at the location, the PCF can decide which heavy users (fixed and campers) should have a policy update leading to a reduction of their data consumption and the data volume demand at the location.
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1-5. User data congestion at an area of interest is reported to the PCF per steps 1 through 5 in TS 23.288 procedure 6.8.4.
6.
The PCF is requesting a data volume dispersion analysis from the NWDAF
7. Per statistical information and/or prediction, the NWDAF derives and rank the fixed and camping data volume users at the requested area of interest.  
8. The NWDAF reports the estimated top data volume users and their data usage ranking at the area of interest 
9. Based on the NWDAF provided data of the top data volume users, the PCF decides to apply a policy change to certain UEs   

10. The PCF performs SM policy associated modification as described in TS 23.502 subclause 4.16.5.2
6.x.7
Impact on Existing Nodes and Functionality 
PCF impact:

1) Subscribe for UE dispersion analytics/prediction from the NWDAF
NSSF impact:

2) Subscribe for UE dispersion analytics/prediction from the NWDAF
SMF impact:

3) Subscribe for UE dispersion analytics/prediction from the NWDAF

4) Provide data volume information for a UE at a given slice and at a specified time period.  
5) Provide SM transactions information for a UE at a given slice and specified time period
6) Provide SM transaction failure information for a UE at a given slice and specified time slot
7) Provide dropped sessions information for a UE at a given slice and specified time slot
AMF impact:

8) Subscribe for UE dispersion analytics/prediction from the NWDAF
9) Provide MM transactions information for a UE at a given slice and specified time period
10) Provide MM transaction failure information for a UE at a given slice and specified time slot
AF impact:

11) Provide aggregated voice calls minutes at a specified slice and time slot

NWDAF impact:

12) Support Type of analytics = UE dispersion analytics and provide UE dispersion analytics information, statistics and prediction
13) Collect UE dispersion information from AMF, SMF, AF
NOTE: 
· UE volume information is available at the SMF through its interaction with the CHF as described in TS 32.255 subclauses 5.1.2 and 5.1.3. 
· UE Voice call minutes are available at voice AFs.  
*** End of Changes ***
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