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Abstract of the contribution: This contribution generalizes the information flow of exposing the TSC capabilities, include TSC connectivity monitoring and QoS request from AF, and proposes changes to Solution #5 in TR 23.700-20.  
Discussion
[bookmark: OLE_LINK1]This contribution addresses Key Issue #3A "Exposure of deterministic QoS" and proposes modifications to Solution #5 in TR 23.700-20. 
The exposure of TSC capabilities can involve two parts: connectivity monitoring and QoS request from AF.
TSC connectivity monitoring:
In a 5GS, the connection of PDU sessions and QoS flows may be subject to change due to UE mobility, radio resource availability, network congestion and policy control, etc. In the 5GS, the release of PDU session and unfulfillment of QoS flow may cause a major failure of the TSC communication. It is a critical requirement to report the change of connectivity status to the AF in real time, and AF may trigger the re-scheduling of TSC traffic when necessary.
Connectivity status is essential information for deterministic and time sensitive communications, and as such this monitoring capability is exposed via NEF. We propose a TSC connectivity monitoring mechanism via a set of event notifications subscribed by AF.
AF requested TSC QoS:
As depicted in Solution #5, the AF may request the NEF to update QoS configuration for TSC with the requested QoS reference and traffic patterns. AF may also request the PCF via NEF the subscription to receive notification on a set of events such as: Resource allocation outcome, QoS targets can no longer (or can again) be fulfilled, QoS Monitoring parameters, Service Data Flow deactivation (when the QoS flow is removed), GFBR of the QoS Flow can no longer (or can again) be guaranteed. 
Proposal
It is proposed to add the following change to solution #5 in TR 23.700-20.
[bookmark: _Hlk26955001]* * * * Start changes * * * *
[bookmark: _Toc26386404][bookmark: _Toc26431211][bookmark: _Toc30694607][bookmark: _Toc31096521][bookmark: _Toc30694650]2	References
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* * * * Next changes * * * *

6.5	Solution #5: Deterministic QoS for Native 5GS
[bookmark: _Toc30694651]6.5.1	Introduction
For Key Issue #3A: Exposure of deterministic QoS, a solution is needed that allows “any AF that has knowledge of deterministic application requirements” to “be able to request TSC services from the 5GS and as authorized, be notified of pertinent network events.” This solution provides a mechanism to do that whereby the AF may learn 5GS capabilities to support TSC, request QoS with specified requirements and supply information that can be used to derive TSCAI for 5GS QoS flows. The solution is applicable for all PDU Session Types (IP, Ethernet and unstructured), and is independent of DN TSN protocols (802.1Qbv, 802.1Qci, 802.1Qcc).
[bookmark: _Hlk40783979]To enable the above capabilities, this solution proposes to enhance External Exposure of Network Capability (see 23.501[2], section 5.20), specifically for Provisioning and Monitoring capabilities. An update to the “Setting up an AF session with required QoS” procedure in TS23.502[3], section 4.15.6.6 is proposed for setting QoS for TSC. 
To cover a wide range of possible QoS parameters for TSC applications, the QoS Reference currently used in AF QoS requests is supplemented with requirements for specific parameters. When a requirement for a specific parameter is provided in the AF request, the PCF may, for the referenced 5QI, dynamically replace default values with values that meet the specific requirement provided by the AF.
[bookmark: _Toc30694652]6.5.2	Functional Description
The following capabilities are proposed using QoS request from AF:
· The AF requests TSC QoS and provides traffic pattern as assistance parameters via External Parameter Provisioning, supplying the NEF. with requirements for one or more of a 5GS delay, Guaranteed Flow Bit Rate, Flow Direction, Burst Arrival Time at UE (uplink) or UPF (downlink), Burst Size, Burst Periodicity, e2e delay, and a Timing Domain.  The AF also provides a Traffic Description, Target UE Identification, AF Identification, and a QoS Reference. AF may also request subscription to  events defined in Table 6.1.3.18-1, TS 23.503 [xx]. Example relevant events are Resource allocation outcome, QoS targets can no longer (or can again) be fulfilled, QoS Monitoring parameters. Service Data Flow deactivation (when the QoS flow is removed); and then the PCF may decide to subscribe to PCRTs in the SMF  example PCRTs that may be used as defined in , Table 6.1.3.5-1, TS 23.503[xx] such as GFBR of the QoS Flow can no longer (or can again) be guaranteed. Additional events and PCRTs may be considered in the normative phase. Note GPSI may be applied to identify the individual UE in a manner similar to that used for AF influence on Traffic Routing (see 23.501[2], section 5.6.7).  Then:	Comment by Nokia-ck: The AF can already subscribe to the events indicated in table 6.1.3.18-1. The events and PCRT listed here should be cited as examples that might make sense for TSC (as they are the call flow added below where examples TSC connectivity monitoring events are cited).  It seems we should not restrict current event reporting / PCRTs for TSC to those listed here. Also it may be reasonable to propose additional events/PCRTs in the normative phase as part of “TSC connectivity monitoring”.  Suggested text changes to clarify this are indicated	Comment by Nokia-ck: 	Comment by Ericsson User: Comment addresses in the text
· The PCF may, according to PCC rule authorization, choose a 5QI based on the QoS Reference and dynamically set the PDB and/or MDBV according to the received 5GS Delay and Burst Size requirements. As authorized, AF specified parameter values are used to over-ride default values, for the 5QI. If an AF request for a parameter value exceeds an authorization, the PCF may assign the highest authorized value. The GFBR for QoS Flow is set according to the Guaranteed Flow Bit Rate.
· The 5GS may set the TSCAI Burst Arrival Time (BAT) and Periodicity according to the requested Periodicity and Burst Arrival Time received from the AF.
· If Timing Domain information was supplied by the AF and the 5GS uses the same Timing Domain, then no adjustment is needed for deriving TSCAI information. If the timing domain provided by AF is different from 5GS timing domain and the SMF has clock drift information for that Timing Domain (i.e. clock drift between 5G timing and AF supplied timing domain), then 5GS may adjust the TSCAI information so that it reflects the 5GS Clock. If Timing Domain information is not provided or the SMF does not have synchronization information for a requested Timing Domain, then the TSCAI information will be used without adjustment.
· If the AF does not provide a Burst Periodicity, the 5GS may determine a 5GS Periodicity based on the e2e delay requirement and 5GS constraints. The 5GS sets the TSCAI Periodicity to the 5GS Periodicity.
· If the AF provides burst spread, the 5GS will provide burst spread as part of TSCAI to the NG-RAN. 
· When subscribed events are met the PCF reports them to the NEF, and NEF will notify the AF. The subscribe event may be reported once the SMF reports a PCRT to the PCF 
· following the procedure in clause 4.16.5.1, TS 23.502[3]. PCF reports them to the NEF, and NEF notifies the AF.



· The 5GS exposes the following to aid the AF in formulating a request for TSC QoS that will be acceptable to the 5GS
· 5GS Support for TSC
· 5GS Support for providing TSC assistance information.
· Support for UE and UPF Hold and Forward Buffers
· Minimum 5GS Delay supported

· The 5GS provides the response to a request from an AF for TSC QoS 
Editor’s note: applying Hold and forward buffers for PDU Sessions (other than ETH) is FFS.
The following capabilities are proposed for TSC connectivity monitoring:
· The AF sends request to NEF to monitor the status of TSC connectivity via a set of events for a UE or group of UEs. 
· If the request is authorized, the NEF subscribes the required monitoring events to suitable NFs (e.g. UDM, AMF, SMF, PCF). 
· When the NF detects the subscribed events occurs, the NF sends the event notification to NEF. The NEF forwards to the AF the received reporting event.
Editor’s note: The list of monitoring events applicable for the suitable NF needs to be defined, as it is FFS.

To support notification, the additional events may be added to the list of monitoring capabilities specified for the NEF in TS 23.502[3] (see section 4.15.3.1). Existing events can be subscribed to, such as: PDU Session Status, Communication failure, and Loss of Connectivity.
	

[bookmark: _Toc30694653]6.5.3	Procedures
AF requested TSC QoS:
Current steps in “AF session with required QoS” procedure in TS23.502[3], section 4.15.6.6” are updated to support AF requests TSC QoS and the response to those requests.

The following procedure is used to expose 5GS information to aid the AF in formulating a request for TSC QoS



Figure 6.5.3-1 5GS Capability exposure and AF request
Editor’s note: How the NEF obtains the 5GS capability is FFS.



Figure 6.5.3-2 TSC Information Request
TSC connectivity monitoring:	Comment by Nokia-ck: For consistency, should this be expanded to include events relevant for the PCF that are described in the proposed additions to the first bullet in the Functional Description section?  ie – should the events in Table 6.1.3.18-1 of TS 23.503 be mentioned as examples in step 1?  This is currently supported since in 23.502, Nnef_EventExposure_Subscribe supports the events defined for Npcf_PolicyAuthorization_Notify, which includes those in 6.1.3.18 of TS 23.503.	Comment by Ericsson User: 


Figure 6.5.3-3: Procedure for TSC connectivity monitoring
1.	The AF sends Nnef_EventExposure_Subscribe Request to NEF to monitor the status of TSC connectivity via a set of events for a UE or group of UEs. The events are those listed in clause 5.2.6.2.2 of TS 23.502.
	


co
Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events).
2.	If the reporting event subscription is authorized by the NEF, the NEF sends the Subscribe Requests to the related NFs that detect the events, as described in TS 23.502 procedures for subscription to these events.
3.	The NEF sends Nnef_EventExposure_Subscribe Response to AF as described in TS 23.502 procedures for subscription to these events..
4.	The NFs detects the monitored event occurs and sends the event report to the NEF as described in TS 23.502 procedures for subscription to these events..
5.	The NEF sends to the AF the notification of TSC communication monitoring event changed as described in TS 23.502 procedures for subscription to these events..
Editor’s note:  Whether there is a need to define new monitoring events for TSC monitoring and which ones are those is FFS.

[bookmark: _Toc30694654]6.5.4	Impacts on existing entities and interfaces
To be completed
AF 
· Deliver TSC connectivity monitoring request message to NEF.
· Deliver TSC QoS request with TSC QoS reference, TSC traffic pattern, and subscription to events to the PCF 


* * * * End changes * * * *
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