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Abstract of the contribution: This paper proposes an eSIM based  solution to provide IMS services to SNPN subscribers. 
1	Proposal
It is proposed to include the following into TR 23.700-07.
*** Start of changes ***
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Table 6.0-1: Mapping of Solutions to Key Issues
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6.X	Solution #<X>: KI #3, Solution for providing IMS voice and emergency services for SNPN subscribers using RSP for onboarding of IMS credentials
[bookmark: _Toc16839383][bookmark: _Toc19722246]6.X.1	Introduction
This solution addresses Key Issue #3 ("Support of IMS voice and emergency services for SNPN"). The solution enables SNPN UEs to receive IMS and emergency services through provisioning a USIM profile containing an ISIM using GSMA RSP for that purpose.
This solution requires that the UE has a subscription in a PLMN for providing IMS services. 
[bookmark: _Toc16839384][bookmark: _Toc19722247]6.X.2	Functional Description
6.X.2.1	Solution Principles
Figure 6.X.2.1-1 shows the reference architecture to provide IMS services to SNPN users used in this solution. 


Figure 6.X.2.1-1: Access to IMS services via Stand-alone Non-Public Network
The architecture depicted in the Figure assumes a 1:1 relationship between an SNPN 5GC and an IMS provider. The IMS provider can be the SNPN operator or an independent entity as depicted in section 6.X.3.2.
This solution proposes that the IMS is accessed over N6 reference point as a Data Network offered by the SNPN. Gm reference point between the UE ad the P-CSCF is managed as user plane traffic via UPF. 
This solution requires interconnectivity between P-CSCF in the IMS with the UPF at the SNPN 5GC.  In addition, N5 reference point between P-CSCF and PCF may be deployed.
The solution requires that the SNPN 5GC enables relevant functionality to support IMS services as defined in section 5.16.3.1 of TS 23.501 [7]. 
The solution can be applicable if the IMS network supports SBI interfaces or legacy interfaces.
[bookmark: _Toc16839385][bookmark: _Toc19722248][bookmark: _Hlk37242798]6.X.3	Procedures
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6.X.4	Impacts on existing entities and interfaces
UE:
· Use ISIM corresponding to a PLMN subscription (belonging to the independent provider) to access IMS services.

· 
If the owner of the IMS network and the SNPN are different entities, the following impacts apply: 
· Possibly additional security requirements over N5 and N6 between the IMS network and the SNPN as they become inter-operator interfaces. 
· 
· 
[bookmark: _GoBack]*** End of changes ***
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