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Abstract of the contribution: This paper introduces a solution for Key Issue #2: Multiple NWDAF instances.
Introduction
This paper introduces a solution for Key Issue #2: Multiple NWDAF instances.

Deploy multiple NWDAFs e.g. with the same analytics id at different location will make the analysis more efficient, it’s also beneficial to allow them to cooperate with each other. But this will increase the complexity at NWDAF service Consumer, NRF, and NWDAF. 
Considering the deployment options to support multiple NWDAF instances may be various, a specific NWDAF instance may serve specific slice(s) or Aanalytics ID(s) or location(s) or NF(s) or UE(s) or any combination of these factors, the load status may also consider for NWDAF instance selection.
If we assume all these NWDAF instances register themselves with NRF, with the different deployment options, the registration and query signaling will be largely increased and the register factors may need to be extended. 
Observation 1: To supporting multiple NWDAF instances, the complexity of NRF and the signaling towards NRF will be largely increased.
It’s also possible for the NWDAF service Consumer to get multiple NWDAF instances from NRF, it will be difficult for the Consumer to know which NWDAF instance should be selected. 
Observation 2: To supporting multiple NWDAF instances, the complexity at NWDAF service Consumer may be increased to decide which NWDAF instance should be selected.
Furthermore, as the NWDAF may use the analytic report from another NWDAF, it should first know whether there are other NWDAFs exist in the network which could help for the analysis. Here we take the “Network Performance Analytics” as an example, it could use the analytic report of “NF load analytics”. There may be multiple NWDAF instances support “ NF load analytics” but each of them may serve different NF(s), it will be difficult for a NWDAF to query each of them for help.
Observation 3: It’s difficult a NWDAF to identify other NWDAFs which could help for the analysis.
In this contribution, a Hierarchical NWDAFs Architecture is proposed to avoid introducing much complexity to support multiple NWDAFs. Figure 1 illustrates a Hierarchical NWDAFs architecture. There are two levels of NWDAF – the Centric-NWDAF and the sub-NWDAF. 
The Centric-NWDAFs work as the current R16 NWDAFs. Only the Centric-NWDAFs are registered in the NRF. The registration factors are same as specified in current 23.501: 

-
S-NSSAI.

-
Analytics ID(s).

-
NWDAF Serving Area information

There are different options for Sub-NWDAFs deployment, e.g. serve a specific analytics ID or a specific NF, it’s also possible for multiple Sub-NWDAFs have the same analysis capability for load balancing. The Sub-NWDAFs doesn’t register to NRF, instead they register to their Centric-NWDAFs with deployment specific factors. The Centric-NWDAF is in charge of controlling and coordinating with the sub-NWDAFs as needed.
When the NWDAF service Consumer subscribes for a type of analysis, it’s as same as the current R16 procedure. The NWDAF service Consumer could get the corresponding Centric-NWDAF instance from NRF. The NRF and NWDAF service Consumer are unaware of the sub-NWDAFs. The Centric-NWDAF knows which sub-NWDAFs should be involved for the analysis, the Centric-NWDAF also identifies the assistant NWDAF(s) which a sub-NWDAF could get benefit to cooperate with for the analysis. Centric-NWDAF subscribes to its sub-NWDAFs for analytics report, and also provides the assistant NWDAF identifier and the assistant Analytics ID to its sub-NWDAFs for inter-NWDAF cooperation.
For example, in figure1, we assume the Centric-NWDAF1 supports “Network Performance Analytics” and “NF load analytic”, sub-NWDAF a supports “Network Performance Analytics” for location1, sub-NWDAF b supports “Network Performance Analytics” for location2, sub-NWDAF c supports “NF load analytics” for AMFs at location1, Centric-NWDAF2 supports other type of Analytics, e.g. “Service Experience”. When a Consumer wants the analytics report of “Network Performance Analytics”, it subscribes to Centric-NWDAF1, Centri-NWDAF1 decides to subscribe to sub-NWDAF a and sub-NWDAF b with the Analytics ID of “Network Performance Analytics” respectively. Centric-NWDAF1 also knows that NWDAF c can be used to help NWDAF a, so it also provides the Analytics ID of “NF load analytics” and the identifier of NWDAF c to NWDAF a. With the information received from Centric-NWDAF1, the sub-NWDAF a subscribe to NWDAF c, produces the analytics report for location1 with the help of NWDAF c, while the sub-NWDAF b produces the analytics report for location2 by itself.
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Figure 1
Proposal1: Introduce a Hierarchical NWDAFs Architecture to avoid the effect to NRF and NWDAF service Consumer for multiple NWDAFs supporting.
Proposal2: Only the Centric-NWDAFs are registered in the NRF, the registration factors are same as current specified in 23.501. Sub-NWDAFs register to their Centric-NWDAFs with deployment specific factors, the sub-NWDAFs work under the control of their Centric-NWDAF.
Proposal3: Centric-NWDAF could subscribe to its sub-NWDAFs for analytics report, and could provide the assistant NWDAF identifier and the assistant Analytics ID to its sub-NWDAFs for inter-NWDAF cooperation.
It is proposed to capture the following as part of TR 23.700-91.
********************************************Start of changes***********************************
6.X
Solution X: Hierarchical NWDAFs Architecture
6.X.1
Description
This is a solution for Key Issue #2, Multiple NWDAF instances.

A Hierarchical NWDAFs Architecture is proposed. Figure 6.x.1-1 illustrates a Hierarchical NWDAFs architecture. There are two levels of NWDAF – the Centric-NWDAF and the sub-NWDAF. The Centric-NWDAFs work as the current R16 NWDAFs. Only the Centric-NWDAFs are registered in the NRF. The registration factors are same as specified in current 23.501: 

-
S-NSSAI.

-
Analytics ID(s).

-
NWDAF Serving Area information

There are different options for Sub-NWDAFs deployment, e.g. serve a specific analytics ID or a specific NF, it’s also possible for multiple Sub-NWDAFs have the same analysis capability for load balancing. The Sub-NWDAFs doesn’t register to NRF, instead they register to their Centric-NWDAFs with deployment specific factors. The Centric-NWDAF is in charge of controlling and coordinating with the sub-NWDAFs as needed.

When the NWDAF service Consumer subscribes for a type of analysis, it’s as same as the current R16 procedure. The NWDAF service Consumer could get the corresponding Centric-NWDAF instance from NRF. The NRF and NWDAF service Consumer are unaware of the sub-NWDAFs. The Centric-NWDAF knows which sub-NWDAFs should be involved for the analysis, the Centric-NWDAF also identifies the NWDAF(s) which a sub-NWDAF could get benefit to cooperate with for the analysis. Centric-NWDAF subscribes to its sub-NWDAFs for analytics report, and also provides the assistant NWDAF identifier and the assistant Analytics ID to its sub-NWDAFs for inter-NWDAF cooperation. With the information received from Centric-NWDAF, the sub-NWDAF could subscribe to the assistant NWDAF, and produces the analytics report with the help of the assistant NWDAF.
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Figure 6.x.1-1 Hierarchical NWDAFs Architecture
6.X.2
Procedures
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6.X.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause describes impacts to existing entities and interfaces.

6.X.4
Evaluation

Editor's note:
This clause provides an evaluation of the solution.

*** End of changes ***
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