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Abstract of the contribution: Update Solution 4 to include CP option and mode selection during MB session management procedures. 
1. Introduction
It is proposed to update solution 4 aligned with arch alternative 2 and resolve ENs with follow clarifications:
1. Add UP overview that combined with dedicated mode and shared mode. Dedicated mode has advantage compare with PTP in RAN that the SC is ensured by the network very well, this may be critical for some scenario, e.g. V2X, online gaming, etc. 


2. Add QoS model


3. Add data model and concept relationship for multicast service.


4. Add CP Option for multicast session management procedures.
5. Add mode selection (dedicated / shared) and dedicated session leg management (setup / release / de-activate / activate).
6. Extend User Multicast Session Management procedures to support operation for multiple TMGIs.
7. Add User Multicast Session Update procedure, and describe User Multicast Session Termination/Update procedures based on User Multicast Session Establishment procedure.
8. In figure 6.4.2.1 (high-level procedures), modify step 4, modify interaction between NEF and AF (SBA interface), and modify the UP path to show two options (dedicated and shared) for IP multicast data delivery.
2. Proposal
It is proposed to accept the following change to solution 4 in TR 23.757.
FIRST CHANGE
[bookmark: _Toc31011436][bookmark: _Toc31176949][bookmark: _Toc22930366][bookmark: _Toc22987234][bookmark: _Toc20227985][bookmark: _Toc22125438][bookmark: _Toc22125858][bookmark: _Toc22126132][bookmark: _Toc22183818][bookmark: _Toc22183888][bookmark: _Toc22184058][bookmark: _Toc22184160][bookmark: _Toc22917430]6.4	Solution #4: Multicast session management with dedicated MBS network functions
[bookmark: _Toc31011437][bookmark: _Toc31176950]6.4.1	Functional description
6.4.1.1	General
This solution addresses KI#1 "MBS session management".
This solution decouples the possible PDU session user plane with the 5G MBS multicast session user plane. The architecture of this solution is based on architecture alternative 2 (see Annex A, clause A.2).
[bookmark: _Toc31011438][bookmark: _Toc31176951]This solution also addresses following aspects along with session management:
1. Efficient multicast session resources reservation, i.e. reserve multicast session resources when required.
2. Mode selection (dedicated / shared) per user and mode combination per TMGI. 
3. Flexibility for User Multicast Session Management. 
4. Support of QoS management per TMGI other than default QoS. 
5. Service level consideration related to user (Authorize user as well as manage user associated information or not). 
6. Service level consideration related to security. 
6.4.1.2	User plane
Besides supporting content delivery using IP unicast via PDU Session, the 5GS network supports content delivery using IP multicast via following modes: 
-	Shared Mode: the IP multicast data are transmitted via a CN tunnel between the MSA (i.e. Multicast Session Anchor) and the RAN node shared by multiple UEs, the IP multicast data will be distributed by the RAN node to multiple UEs. 
-	Dedicated Mode: the IP multicast data are transmitted via a PDU Session dedicated for a user. 
Figure 6.4.1.2-1 shows the user plane for a multicast session for a multicast communication service with a combination of shared mode and dedicated mode. 


[bookmark: _GoBack]Figure 6.4.1.2-1: Overview of User plane for a multicast session
NOTE:	The interface between MSA and I-UPF is N9. If MB-UPF is collocated with UPF, the DL forwarding tunnel between the MSA and the UPF is not needed. 
A RAN node may serve one or more multicast communication services via dedicated mode and shared mode. 
If shared mode is used, the RAN node uses a shared CN tunnel with one or more QoS Flows shared by multiple UEs. For each QoS Flow in a shared CN tunnel, the RAN node determines to use Point-to-Point (PTP) mechanism or Point-to-Multiple (PTM) mechanism over radio for service data transmission. 
If dedicated mode is used, the RAN node serves PDU Session with one or more QoS Flows dedicated for a UE. 


Figure 6.4.1.2-2: QoS model for multicast session
6.4.1.3	Multicast Service Context and Multicast Session Context
The Multicast Service Context is used to represent information about the control plane NFs and MSA, as well as the associated TMGIs, service requirements, and QoS parameters, etc. The Multicast Service Context is managed by MBSF per the multicast communication service represented by an IP multicast address. Each multicast communication service may have multiple content channel represented by TMGI. Each TMGI has a corresponding Packet Detection Rule. 
The Multicast Session Context is used to represent information about the (N3/N9) DL tunnel information of session legs as well as QFI and associated TMGI within a session leg. The Multicast Session Context is managed by MB-SMF per the multicast communication service in a distributed way. 
A multicast session for a multicast communication service includes zero or more session legs, while a multicast session for a user includes zero or one session leg, and a multicast session for a user exclusively consists of shared session leg or dedicated session leg. 


Figure 6.4.1.3-1: Data model and concept relationship
6.4.2	Procedures
[bookmark: _Toc31011439][bookmark: _Toc31176952]6.4.2.1	High-level procedures for multicast communication services
Figure 6.4.2.1-1 shows the high-level procedures procedure for multicast communication service services. In this figure, the Internal External Content Provider is legacy and only supports xMB or MB2 interface deployed by MNO itself hence belongs to the PLMN domain, which does not need NEF to access MBS services, while the External Content Provider is a third party Application Server hence does not belong to the PLMN domain, which needs NEF to access MBS services.



Figure 6.4.2.1-1: High-level procedures for multicast communication services
<Stage 1> Multicast communication service configuration:
1.	The External Content Provider performs TMGI management procedures over MB2 interface as described in clause 5.1.2.2 of TS 23.468 [5], or performs service management procedures over xMB interface as described in clause 5.3 (except 5.3.6) of TS 26.348 [6]. The AF performs Service Provisioning procedures with the NEF to provision the service requirement and get the associated TMGI. The NEF shall support MB2 interface or xMB interface to interact with external Content Provider, and to invoke service operations operators of the MBSF for service association and provisioning accordingly, e.g. QoS requirements, service area, protection information, etc. The MBSF provides service requirement related to QoS and TMGI distinguisher to the PCF. 
2.	UE may interact with the application server of a Content Provider over user plan for a multicast service. This can be used when the Content Provider does not need service announcement as described in TS 23.246 [4].
3.	The External Content Provider performs MBS MBMS Bearer management procedures over MB2 interface as described in clause 5.1.2.3 and clause 5.1.2.4 of TS 23.468 [5], or performs session management procedures over xMB interface as described in clause 5.4 of TS 26.348 [6]. The AF may perform Service Subscription procedures with the NEF to subscribe event. The NEF shall support MB2 interface or xMB interface to interact with external Content Provider, and to invoke service operations operators of the MBSF-SCF for service parameters provisioning, e.g. QoS requirements, service area, etc., and subscribe events subscription exposed from the MBSF.
<Stage 2> Multicast communication service operation:
4.	The UE that interests in a multicast session initiates a User MBS Multicast Session Establishment, Update, or Termination procedures with M-AMF, SMF, MB-SMF, MB-UPF, and MBSF-SCF (may also involve I-SMF, Content Provider, or AF and NEF). The MB-SMF interacts with the MBSF to perform MB multicast communication service control for the UE, and interacts with the MB-UPF to create and modify the QoS Flow for the multicast communication service MBS session paths accordingly.
5.	If events have been subscribed by the internal External Content Provider or the NEF, when condition of events are met, the MBSF performs MBMS Delivery Status Indication procedure with the internal External Content Provider over MB2 interface as described in clause 5.1.2.5 of TS 23.468 [5], or performs Service Notification procedure with the internal External Content Provider over xMB interface as described in clause 5.3.6 of TS 26.348 [6], or performs MBSF-SCF service notification with the NEF. The NEF shall support MB2 interface or xMB interface to interact with external Content Provider, and to notify the event to the AF external Content Provider accordingly.
Editor's note:	What entity allocates IP multicast address used is FFS.
The User Multicast Session Management procedure in step 4 uses Control Plane Option or Control Plane Only Option. The Control Plane Only Option is used for UEs that may not have PDU session capabilities. The following two clauses use AF External Content Provider as an example to describe how to establish, update, and terminate a MBS multicast session in step 4 of Stage 2. For Internal External Content Provider, it can directly interact with MBSF without NEF involved.
[bookmark: _Toc31011440][bookmark: _Toc31176953]6.4.2.2	User MBS Multicast Session Establishment
Figure 6.4.2.2-1 shows the procedure for 5G MBS User mMulticast sSession eEstablishment when the UE decides to setup a multicast session for the user due to, e.g. no corresponding TMGI detected over radio, or corresponding TMGI detected without radio resource reserved (i.e. no data transmission for the service) etc. The procedure can dynamically setup session legs (dedicated or shared) for service data transmission when needed.:



Figure 6.4.2.2-1: User MBS Multicast Session Establishment procedure
0.	[Conditional] The UE may have established a PDU Session for receiving multicast service data from the AF. During the PDU Session Establishment procedure, the M-AMF selects a MB-SMF as a SMF for the PDU Session according to the DNN and/or S-NSSAI. In case that MB-SMF is not collocated with SMF, the M-AMF selects an I-SMF for the PDU Session. The MB-SMF may not allow UL and DL IP unicast data transmission over the PDU Session. The MB-SMF does not allow IP multicast data transmission over the PDU Session until the following steps are performed. 
NOTE:	If the MB-SMF is collocated with a SMF and the MB-UPF is not collocated with a UPF, then the MB-SMF selects an I-UPF. 
1.	(UP Option) After the PDU Session in step 0 has been established, Tthe UE sends an IGMP (IPv4) or MLD (IPv6) Join message over user plan of the a PDU session established in step 0 to signal its interest in receiving a particular multicast 5G MBS session service identified by an IP multicast address. The MB-UPF detects the IP data of IGMP or MLD, and forwards the IP data to the MB-SMF according to the PDR installed in the MB-UPF. 
2.	The UPF detects the IP data of IGMP or MLD, and forwards the IP data to the SMF according to the PDR installed in the UPF.
2.	(CP Option) UE to RAN: AN message (List of Requested TMGI, N1 MB message (IP multicast address, [PDU Session ID], [UE IP address])). 
The N1 MB message indicates User Multicast Session Establishment. 
The N1 MB message may include the PDU Session ID in step 0 to indicate dedicated mode is acceptable, or may not include PDU Session ID to indicate dedicated mode is not acceptable. 
3.	RAN to M-AMF: N2 message (List of Requested TMGI, N3 DL tunnel info, [MB-SMF ID], N1 MB message). 
If MB-SMF ID associated with the multicast session corresponding to the List of Requested TMGI is stored previously, it is included. 
The M-AMF SMF selects a MB-SMF, e.g., based on local policy, subscription data, user context (if SMF ID can be mapped to MB-SMF ID), MB-SMF ID received in N2 message, or UE location, etc.
4.	The SMF invokes Nmbsmf_service_operator1 M-AMF to MB-SMF: Nmbsmf_SessionContext_Check Request (SUPI, M-AMF ID GUAMI, [PDU session ID], N2 terminating point, UE location, Request Type, IP multicast address, List of Requested TMGI, N3 DL tunnel info, [UE IP address] IP data) and get response. The PDU session ID correspond to the PDU session for transferring the IGMP (IPv4) or MLD (IPv6) Join message.
The Request Type indicates User Multicast Session Establishment. 
The UE location includes cell ID or TAI. 
If PDU session ID is included, the MB-SMF correlates step 4 and step 0 using the SUPI and/or PDU Session ID. 
5.	The MB-SMF resolves the IP data to get the IP multicast address and message type etc., and invokes Nmbsf_service_operator1 (SUPI, IP multicast address) to indicate a user join.
5.	[Conditional] If the Request Type is User Multicast Session Establishment and the MB-SMF does not know the MSA address for the List of Requested TMGI, the MB-SMF selects a MSA address based on, e.g. the UE location, UE IP address, N3 DL tunnel info, etc. 
6.	MB-SMF to MBSF: Nmbsf_UserMode_Check Request (SUPI, Request Type, IP multicast address, [List of Requested TMGI], UE location, [MAS address], [Mode Selection Indicator]). 
If UP Option is used, or PDU Session ID is included in step 4, the Mode Selection Indicator is included. 
If CP Option is used, the List of Requested TMGI is included. 
76.	The MBSF may invokes Nudm_SDM_Get service operator to authorize the user for the multicast session based on subscription, or the MBSF may notify the AF via NEFContent Provider of user join based on the event subscription. If the MBSF is provisioned that the group member authorization is performed by the AF, the MBSF waits for the authorization result after sending the user join event notification, When receiving the user-join event, and the AF Content Provider performs service provisioning bearer management procedure or session management procedure to update the service parameters with information whether it allows the user to join the session or not after receiving the user join event notification, the MBSF waits for the authorization result.
The MBSF checks the service boundary according to the List of Requested TMGI. 
The MBSF selects mode for the user based on, e.g. whether Mode Selection Indicator is received, currently used mode of the user, multicast capability of the RAN node, service configuration provisioned by the AF, number of users, or number of users in a location area, etc. If Mode Selection Indicator is not received, dedicated mode is not able to be used for the user. 
The MBSF stores the MB-SMF ID in the Multicast Service Context. The MBSF stores the MSA address in the Multicast Service Context when the MSA of the multicast session is not known by the MBSF. The MBSF may set up the List of Interest TMGI for the user if user management is handled in MBSF. 
7.	The MBSF responses to the Nmbsf_service_operator1 with the authorization result and may include security information in the service operator if required by the Content Provider.
8.	MBSF to MB-SMF: Nmbsf_UserMode_Check Response (Session Leg Info, Selected Mode, SUPI, [MSA address], [network security information]).
The Session Leg Info includes list of <TMGI, QoS parameters associated with QoS Flow(s)> that is allowed to transmit service data by the network. 
The Selected Mode indicates "shared" or "dedicated". 
The MSA address is included to indicate the MSA for the multicast communication service. 
The network security information that generated by MBSF is included if the service requires the network to provide security protection for the multicast service data. 
9.	MB-SMF to M-AMF: Nmbsmf_SessionContext_Check Response (success/failure, SUPI). 
10.	[Conditional] For CP Option, if Selected Mode indicates "shared" and the MB-SMF does not manage the shared session leg between the MSA and the serving RAN node, the MB-SMF sets up the shared session leg with the MSA according to the N3 DL tunnel info received in step 4. 
For UP Option, if Selected Mode indicates "dedicated" and the MSA address is not corresponding to the MB-UPF that MB-SMF selected in step 0, the MB-SMF sets up the dedicated session leg with the MSA according to the N3/N9 DL tunnel info received in step 0. 
If Selected Mode indicates "shared", the MB-SMF and M-AMF/I-SMF de-activate the dedicated session leg corresponding to the PDU Session ID in step 4 or step 0 (i.e. not allocate QFIs for the PDU Session). 
If Selected Mode indicates "dedicated", the MB-SMF and M-AMF/I-SMF activate the dedicated session leg corresponding to the PDU Session ID in step 4 or step 0 (i.e. allocate QFIs for the PDU Session). 
8.	If authorization success, the MB-SMF selects a MB-UPF for the multicast session.
9.	If the RAN node is not in the 5G MBS session, the MB-SMF updates the MB-UPF to include the RAN node into the paths of the 5G MBS session. If the MB-SMF received security information from the MB-SCF and the RAN node is the first downlink endpoint of the 5G MBS session, the MB-SMF also sends the security information to the MB-UPF.
10.	If authorization success and the MB-SMF has not subscribed N1-MB message notification to the AMF, the MB-SMF invokes Namf_Communication_N1MessageSubscribe (MB-SMF ID, N1-MB message types, [SUPI]) service operator and get response.
NOTE:	If the deployment case is that multiple MB-SMF can subscribe to one AMF for N1-MB message notification, then the subscribe service operator shall include SUPI.
11.	If authorization success, the MB-SMF generates a N1 message1 ([PDU Session ID], [security information]) for the 5G MBS session to indicate the UE of the multicast session establishment. The N1 message1 actually is a N1-MB message, which may also include PDU session ID received from the SMF and security information received from the MB-SCF. The MB-SMF invokes Namf_Communication_N1N2MessageTransfer (N1 message1, [N2 message1]). The N2 message actually is a N2-MB message, which includes PDU session ID and information to RAN node, e.g., for shared CN tunnel setup, service QoS modification, etc.
11.	[Conditional] MB-SMF to M-AMF: Namf_Communication_N1N2MessageTransfer ([N1 MB message], [N2 MB message]). 
The serving MB-SMF may generate a N1 MB message ([List of Allowed TMGI], [PDU Session ID], [N1 MB parameters]) to indicate the UE of network level parameters for the multicast communication service, e.g. network security information. 
The List of Allowed TMGI includes a list of TMGI that allowed to transmit service data by the network. The List of Allowed TMGI may be empty. 
If dedicated mode is selected, the PDU Session ID may be include. 
The serving MB-SMF may generate a N2 MB message (N2 Session Leg Info, MB-SMF ID, MSA address). 
The N2 Session Leg Info includes list of <QFI, TMGI, QoS Profile>. 
The MB-SMF ID identifies the serving MB-SMF. 
12.	[Conditional] The M-AMF forwards the N1 MB message1 ([PDU Session ID], [security information]) to the UE if N1 MB message is received. If the N2 MB message1  is received, the M-AMF forwards the N2 MB message1 to the RAN node serving the UE.
13. [Conditional] RAN to M-AMF: After receiving the N2 message1, the RAN may response a N2 MB message2 (MB-SMF ID, N2 MB Info (List of Active TMGI, N2 MB parameters)) with the information for the 5G MBS session and the PDU session ID.
The List of Active TMGI includes list of TMGI that is activated in service data transmission by the serving RAN node in shared mode. 
14.	The [Conditional] M-AMF to MB-SMF: invokesNmbsmf_SessionContext_Update Request Nsmf_PDUSession_UpdateSMContext (N2 MB Info message2) to the SMF.
15.	The MB-SMF invokes Nmbscf_service operator2 including the N2 message2.
156.	[Conditional] The MB-SMF may update the MB-UPF for the 5G MBS multicast session according to the received N2 MB Info message2.
17. The MB-SCF responses to the MB-SMF.
168. The [Conditional] MB-SMF to M-AMF: responses Nmbsmf_SessionContext_Update Response (success/failure). to the AMF.
Editor's note:	The actual service operator names of MB-SMF and MBSF need to be determined during normative phase.
[bookmark: _Toc31011441][bookmark: _Toc31176954]6.4.2.3	User MBS Multicast Session Termination
Figure 6.4.2.3-1 shows the procedure for 5G MBS The User mMulticast Ssession Ttermination procedure is used when the UE decides to not silently leave multicast communication service. If dedicated mode is used, the UE shall not leave the multicast communication service silently. The User Multicast Session Termination procedure is based on the User Multicast Establishment procedure with following clarifications and differences:

Figure 6.4.2.3-1: User MBS Multicast Session Termination procedure
-	In step 1a, it is an IGMP (IPv4) or MLD (IPv6) Leave message.
-	In step 2, the N1 MB message is User Multicast Session Termination. The AN message does not include the List of Requested TMGI. 
-	In step 3, normal N2 procedure is used.
-	In step 4, the Request Type indicates User Multicast Session Termination. 
-	In step 6, the List of Requested TMGI is not included. 
-	In step 7, the MBSF may notify the AF of user leaving based on the event subscription and wait for service parameters update with user information, e.g. List of Interest TMGI, used mode, etc. If the used mode of the user is dedicated mode and Mode Selection Indicator is not included, the MBSF returns error. The MBSF removes the user and associated List of Interest TMGI if group member management is handled in MBSF. 
-	In step 8, it is Nmbsf_UserMode_Check Response ([List of Removed TMGI], Used Mode, SUPI). The Used Mode indicates the mode that the user currently used. If the Used Mode indicates dedicated mode, the List of Removed TMGI is included, which is as same as the List of Interest TMGI.  
-	In step 9, Selected Mode is not included. 
-	In step 10, if Used Mode indicates "dedicated", the MB-SMF and M-AMF/I-SMF de-active the dedicated session leg corresponding to the PDU Session ID in step 4 or step 0. 
-	In step 11, the List of Allowed TMGI is replaced by List of Removed TMGI. The N2 Session Leg Info is replaced by N2 Removed Session Leg Info. 
1.	The UE sends an IGMP (IPv4) or MLD (IPv6) Leave message over user plan of a PDU session to leave a particular multicast service identified by an IP multicast address.
2.	The UPF detects the IP data of IGMP or MLD, and forwards the IP data to the SMF according to the PDR installed in the UPF.
3.	The SMF selects a MB-SMF, e.g., based on local policy, subscription data, or UE's current location.
4.	The SMF invokes Nmbsmf_service_operator1 (SUPI, GUAMI, PDU session ID, N2 terminating point, UE location, IP data) and get response. The PDU session ID corresponds to the PDU session for transferring the IGMP (IPv4) or MLD (IPv6) Leave message.
5.	The MB-SMF gets the IP multicast address and invokes Nmbsf_service_operator2 (SUPI, IP multicast address) to indicate a user leaving.
6.	The MBSF may invokes Nudm_SDM_Get service operator to authorize the user for the multicast session based on subscription, or the MB-SCF may notify the Content Provider of user leaving based on the event subscription. When receiving the user-leaving event, the Content Provider performs bearer management procedure or session management procedure to update the service parameters with information whether the user has joined the multicast session or not, the MB-SCF waits for the authorization result.
7.	The MBSF responses to the Nmbsf_service_operator2 with the authorization result.
8.	If authorization success and the MB-SMF has not subscribed N1-MB message notification to the AMF, the MB-SMF invokes Namf_Communication_N1MessageSubscribe (MB-SMF ID, N1-MB message types, [SUPI]) service operator and get response.
NOTE:	If the deployment case is that multiple MB-SMF can subscribe to one AMF for N1-MB message notification, then the subscribe service operator shall include SUPI.
9.	If authorization success, the MB-SMF may generate a N2 message3 and invokes Namf_Communication_N1N2MessageTransfer (N2 message3). The N2 message3 actually is a N2-MB message, which includes information to RAN node, e.g., for shared CN tunnel release, service QoS modification, etc.
10.	The AMF forwards the N2 message3 to the RAN.
Editor's note:	The actual service operator names of MB-SMF and MB-SCF need to be determined during normative phase.
[bookmark: _Toc31011442][bookmark: _Toc31176955]6.4.2.4	User Multicast Session Update
The User Multicast Session Update procedure is used for Multicast Session Context update due to, e.g. mode switch or interest TMGI update. The User Multicast Session Update procedure is based on the User Multicast Establishment procedure with following clarifications and differences:
-	Step 1 is not applicable (the update is made by first leave then join). 
-	In step 2, the N1 MB message is User Multicast Session Update. 
-	In step 4, the Request Type indicates User Multicast Session Update. 
-	In step 7, the MBSF may notify the AF of user channel update based on the event subscription as well as whether the List of Interest TMGI, if managed by the MBSF, is updated, then may wait for service parameters update with user information, e.g. List of Interest TMGI, used mode, etc. If the used mode of the user is dedicated mode and Mode Selection Indicator is not included, the MBSF returns error. If the used mode is shared mode and Mode Selection Indicator is not included, the MBSF shall not change mode, otherwise, the MBSF may change mode for the user. The MBSF checks whether new TMGI added in and/or old TMGI removed from the List of Interest TMGI. The MBSF checks the service boundary. The MBSF may update the List of Interest TMGI accordingly if it is managed by MBSF. The MBSF may notify the AF of user mode switch based on the event subscription if mode is changed. 
-	In step 8, the Mode Switch Indicator may be additionally included if selected mode is different from used mode. 
NOTE:	When mode switch happened, in order to make the UE be able to switch mode smoothly, if the selected mode indicates "shared", the MB-SMF may perform step 9/10 after step 11 (if needed) has been performed for a while, if the selected mode indicates "dedicated", the MB-SMF may perform step 11 (if needed) after step 9/10 has been performed for a while. 
-	In step 10, if Mode Switch Indicator is included and Selected Mode indicates "shared", the MB-SMF and M-AMF/I-SMF de-active the dedicated session leg corresponding to the PDU Session ID in step 4. 
-	In step 11, the MB-SMF may additionally include a command of mode switch in the N1 MB message. The UE may wait for a while to switch from dedicated mode to shared mode when receiving the command of mode switch. 
6.4.3	Impacts on services, entities and interfaces
M-AMF:
1. Support MB-SMF selection and triggering MB-SMF for Multicast Session Context check.
RAN node:
1. Support shared CN tunnel reservation. 
2. Support mapping between TMGI and QoS Flow. 
UE:
1. Support initiation of User Multicast Session Establishment / Update / Termination procedures. 
2. Support PTM or PTP mechanism over radio for receiving IP multicast data. 
3. May support receiving IP multicast data over PDU Session. 
MB-SMF (New):
1. Manage Multicast Session Context per multicast communication service instead of per user. 
2. Support MB-UPF selection and interaction with MB-UPF, RAN node (via M-AMF) and UE (via M-AMF). 
3. Support generating QFI and mapping between TMGI and QFI. 
4. May support interaction with I-SMF for N9 Tunnel and QoS management per user. 
MBSF (New):
1. Manage Multicast Service Contexts and allocate TMGIs. 
2. May manage member join and leaving per TMGI. 
4. May support mode selection between "dedicated" and "shared". 
MB-UPF (New):
1. Support IP multicast data replication over DL N3/N9 tunnel controlled by MB-SMF. 
2. Support packet forwarding rule for IP multicast data and QFI mapping controlled by MB-SMF. 
2. May support UL/DL N9 tunnel setup and packet detection report over UL N9 tunnel instructed by MB-SMF. 
Nnef:
1. Extend service parameter provisioning and event subscription for multicast communication service.
Nmbsmf (New):
1. Multicast Session Context service.
Nmbsf (New):
1. Multicast user mode service.
2. Service for parameter provisioning, event subscription, and event notification.
Editor's note:	This clause describes impacts to services, entities and interfaces.

END OF CHANGES
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