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Abstract of the contribution: this paper proposes to add a new solution to support network slice quota control and enforcement based on NWDAF analytics to solve KI #1, 2 and 5 of TR 23.700-40.
Discussion
This new solution is proposed to solve the following KIs:
-	KI#1: Support of network slice related quota on the maximum number of UEs.
-	KI#2: Support of network slice related quota on the maximum number of PDU Sessions. And
-	KI#5: Dynamic adjustment to meet the limitation of data rate per network slice in UL and DL.
-	Whether and how to adjust total number of UEs operating in the slice.
In this solution, NWDAF is able to collect network slice information, e.g. DL and UL throughput, the number of UE and the number of PDU Session, and to perform data analytics to provide network slice quota statistics or predictions to Quota Control Function (QCF). QCF decides the local quota based on the global quota and the NWDAF analytics on network slice quota and provides the local quota to Quota Enforcement Function (QEF) which is responsible to enforce the local quota.
In this solution, QCF and QEF could be existing NFs, e.g. QCF could be PCF, OAM, UDM or UDR, and QEF could be PCF, SMF, AMF or NSSF.
Proposal
It is proposed to add a new solution for KI# 1, 2 and 5.
First change
[bookmark: _Toc22214907][bookmark: _Toc26173019][bookmark: _Toc26516327]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solution#'s
	Solution Titles
	Key Issue#'s

	1
	PCF measurement based Network Slice SLA control for Maximum Number of UEs parameter
	1

	2
	Max number of UEs per Network Slice control at registration
	1

	3
	[bookmark: _Toc25971112]AMF/NSSF based counting of UEs in a Network Slice
	1

	4
	NWDAF enhancements for supporting of network slice quota on the maximum number of UEs
	1

	5
	NWDAF enhancements for supporting of network slice quota on the maximum number of PDU Sessions
	2

	6
	PCF-based counting of PDU Sessions in a Network Slice
	2

	7
	Support of Network Slice SLA for Maximum Number of PDU sessions parameter
	2

	8
	AMF and O&M based solution
	1, 2 & 4

	9
	Monitoring multiple quotas of number of UEs/PDU Sessions per S-NSSAI at NWDAF
	1, 2 & 4

	10
	Max number of PDU Sessions per Network Slice control via NSQ function
	2

	11
	Handling maximum number of sessions using NF status
	2

	X
	Support of network slice quota control and enforcement
	1, 2 & 5



Second change
6.X	Solution #X: Support of network slice quota control and enforcement
6.X.1	Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]This solution addresses KI #1, 2 and 5, mainly focuses on the network slice quota control and enforcement. The network slice quota includes:
-	Global quota which is provided by OAM to Quota Control Function (QCF) and indicates the maximum number of UE or the maximum number of PDU Session supported by the network slice in the 5GS.
-	Local quota is part of global quota and is the maximum number of UE or the maximum number of PDU Session supported by the Quota Enforcement Function (QEF). It is decided by QCF based on global quota and NWDAF analytics on network slice quota and enforced by the Quota Enforcement Function (QEF).
The NWDAF is able to collect network slice information and to perform data analytics to provide network slice quota statistics or predictions.
[bookmark: _Toc25971120][bookmark: _Toc25971364][bookmark: _Toc26360288][bookmark: _Toc26360357][bookmark: _Toc30640002][bookmark: _Toc31274606]QCF and QEF are functions which could be existing NF. E.g. QCF could be PCF, OAM, UDM or UDR. QEF could be PCF, SMF, AMF or NSSF.
6.X.2	High-level Description
6.X.2.1	Network Functions
The function of QCF, NWDAF and QEF are as follows:
-	QCF:
-	Obtains NWDAF analytics on network slice quota.
-	Decides network slice local quota based on the global quota and NWDAF analytics result.
-	Provides the network slice local quota to QEF.
-	NWDAF:
-	Collects network slice information from QEF, OAM.
-	Performs data analytics to provide network slice quota statistics or predictions to QCF.
-	QEF: enforce the network slice local quota and notify the event related to the local quota to QCF.
6.X.2.2	Input & Output Data of NWDAF
The detailed information collected by the NWDAF related to network slice quota as defined in the Table 6.X.2.2-1.
Table 6.X.2.2-1: Data collection for "Network Slice Quota" analytics
	[bookmark: OLE_LINK5][bookmark: OLE_LINK6]Information
	Source
	Description

	S-NSSAI
	QCF
	Information to identify a network slice

	RAN UE Throughput
	OAM TS 28.554
	Average UE bitrate in the cell (Payload data volume on RLC level per elapsed time unit on the air interface, for transfers restricted by the air interface), per timeslot, per cell, per 5QI and per S-NSSAI.

	Status of local quota for number of UEs
	QEF
	The status of quota for number of UEs

	> NF ID
	
	Identification of the NF

	> Status of local quota (1..max)
	
	The status of quota for number of UEs at time stamp.

	>> Number of UEs
	
	The number of UEs observed in the network slice.

	>> Timestamp
	
	A time stamp associated to the quota usage.

	Status of local quota for number of PDU Sessions
	QEF
	The status of quota for number of PDU Sessions

	> NF ID
	
	Identification of the NF

	> Status of local quota (1..max)
	
	The status of quota for number of PDU Sessions at time stamp.

	>> Number of PDU Sessions
	
	The number of PDU Sessions observed in the network slice.

	>> Timestamp
	
	A time stamp associated to the quota usage.



The NWDAF outputs the network slice quota analytics. The output may consist of statistics, predictions or both. The detailed information provided by NWDAF is defined in Table 6.X.2.2-2 for statistics and Table 6.X.2.2-3 for predictions.
Table 6.X.2.2-2: "Network Slice Quota" statistics
	Information
	Description

	S-NSSAI
	Information to identify a network slice

	Network slice throughput
	

	> Applicable Area
	A list of TAIs or Cell IDs within the location information that the analytics applies to.

	> Applicable Time Period
	The time period within the Analytics target period that the analytics applies to.

	> Network slice throughput
	Average bitrate of the network slice

	List of status of local quota of number of UEs
	List of observed number of UEs for each NF

	> NF ID
	Identification of the NF

	> Number of UEs
	The average number of UEs over the analytics target period

	List of status of local quota of number of PDU Sessions
	List of observed number of PDU Sessions for each NF

	> NF ID
	Identification of the NF

	> Number of PDU Sessions
	The average number of PDU Sessions over the analytics target period



Table 6.X.2.2-3: "Network Slice Quota" predictions
	Information
	Description

	S-NSSAI
	Information to identify a network slice

	Network slice throughput
	

	> Applicable Area
	A list of TAIs or Cell IDs within the location information that the analytics applies to.

	> Applicable Time Period
	The time period within the Analytics target period that the analytics applies to.

	> Network slice throughput
	The expected value of the throughput of the network slice

	List of status of local quota of number of UEs
	List of predicted number of UEs for each NF

	> NF ID
	Identification of the NF

	> Number of UEs
	The number of UEs predicted for the NF

	List of status of local quota of number of PDU Sessions
	List of predicted number of PDU Sessions for each NF

	> NF ID
	Identification of the NF

	> Number of PDU Sessions
	The number of PDU Sessions predicted for the NF



Editor's Note: whether all the information in above tables is needed is FFS.

6.X.3	Procedures
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]6.X.3.1	Network Slice Global Quota Control based on NWDAF Analytics


Figure 6.x.3.1-1: Network Slice Global Quota Control based on NWDAF Analytics
1.	The QCF sends Nnwdaf_AnalyticsSubscription_Subscribe (Analytics ID=Network Slice Quota, Target of Analytics Reporting=list of NF IDs, Analytics Filter= (S-NSSAI), Analytics target period, Notification Correlation Id and Notification Target Address, Analytics Reporting Information) to the NWDAF.
2.	The NWDAF collects the data from OAM and QEF. The event exposure service operation is used in step 2a. The procedure in step 2b is captured in clause 6.2.3.2 in TS 23.288.
3.	The NWDAF derives requested analytics.
4.	The NWDAF provides the analytics to the QCF.
5.	The QCF decides the network slice local quota based on the network slice global quota and NWDAF analytics.
6.	The QCF invokes Nqcf_Quota_Notify to notify the network slice local quota to the QEF.
6.X.3.2	Network Slice Local Quota Request


Figure 6.x.3.2-1: Network Slice Local Quota Request
1.	The QEF sends Nqcf_SliceQuotaAllocation_Request (S-NSSAI) to the QCF. The trigger of the step is the QEF receives request related to S-NSSAI which requests for quota control but there is no local quota of the S-NSSAI in QEF. The S-NSSAIs for quota control is configured in the QEF.
2.	The QCF decides the local quota and sends Nqcf_SliceQuotaAllocation_Response (local quota of UE number and/or local quota of PDU Session number) to the QEF.
Editor’s Note: The local quota included in the Nqcf_SliceQuotaAllocation Response is an initial local quota decided by the QCF based on operator policy. The QCF adjusts the local quota later based on NWDAF analytics.

6.X.3.3	Network Slice Local Quota Enforcement
6.X.3.3.1	General Network Slice Local Quota Enforcement procedure


Figure 6.x.3.3-1: Local quota enforcement
1.	The QEF detects the triggers to update the UE number or PDU Session number of the S-NSSAI. The detail of the step is described in clause 6.X.3.3.2 and clause 6.X.3.3.3.
2.	The QEF enforces the network slice local quota, i.e. decides whether the update of the UE number or PDU Session number leads to exceeding of the local quota.
3.	[Conditional] If the local quota is exceeded, the QEF notifies the event to the QCF.
4.	[Conditional] If the local quota to be exceeded event is received, the QCF decides to updates the local quota (e.g. increase the local quota) based on NWDAF analytics.
5.	[Conditional] The QCF sends the Nqcf_Quota_Notify to QEF to notify the new local quota.

6.X.3.3.2	UE Number Local Quota Enforcement
To enforce UE number local quota, the QEF is supported by AMF, the QCF is supported by master AMF or NSSF. If the QCF is supported by the master AMF, the information of the master AMF is preconfigured in the AMF.
The triggers for local quota check and the action of AMF is shown in Table 6.X.3.3.2-1.
Table 6.X.3.3.2-1: Triggers for UE Number Local Quota check and AMF action
	[bookmark: OLE_LINK11][bookmark: OLE_LINK12]Triggers for local quota check
	AMF action

	
	UE number update
	Quota enforcement

	The Registration Request is received and the AMF decides to add the S-NSSAI into the Allowed NSSAI.
	Increase UE number of the S-NSSAI by one.

	Checks whether local quota of the S-NSSAI is exceeded after UE number update. If yes, the AMF performs the steps 3-5 in clause 6.X.3.2. If the local quota returned in step 5 is increased, then the AMF adds the S-NSSAI in the Allowed NSSAI. Otherwise, the AMF sends the rejected S-NSSAI and a back off time to UE via UCU procedure.

	The Deregistration Request is received or network triggered deregistration is detected
	Decreases the UE number of S-NSSAI by one.
	Not needed

	AMF decides to update the Allowed NSSAI e.g. due to subscription change, to add or remove the S-NSSAI from the Allowed NSSAI. The new Allowed NSSAI does not affect existing connectivity to network slice
	[bookmark: OLE_LINK7][bookmark: OLE_LINK8]Decreases the UE number by one if the S-NSSAI is to be removed, increases the UE number by one if the S-NSSAI is to be added.


	Checks whether local quota of the S-NSSAI is exceeded after UE number is increased by one. If yes, the AMF performs the steps 3-5 in clause 6.X.3.2. If the local quota returned in step 5 is increased, then the AMF adds the S-NSSAI in the Allowed NSSAI. Otherwise, the AMF does not add the S-NSSAI in the Allowed NSSAI.

	AMF triggers NSSAA for pending S-NSSAI
	Increases the UE number by one if the NSSAA result indicates success, the UE number is not changed if the result indicates failure.
	Checks whether local quota of the S-NSSAI is exceeded after UE number update. If yes, the AMF performs the steps 3-5 in clause 6.X.3.2. If the local quota returned in step 5 is increased, then the AMF adds the S-NSSAI in the Allowed NSSAI. Otherwise, the AMF sends the rejected S-NSSAI and a back off time to UE via UCU procedure.

	AAA-S triggered Network Slice-Specific Re-authentication and Re-authorization for S-NSSAI
	Decreases the local quota by one if the re-authentication/re-authorization result indicates failure, the local quota is not changed if the result indicates success.
	Not needed

	AAA-S revokes the authorization of the S-NSSAI
	Decreases the local quota by one.
	Not needed

	AMF relocation
	Source AMF: decreases the local quota of S-NSSAI by one.
Target AMF: increases the local quota of S-NSSAI by one.
	For source AMF: not needed.
For target AMF: Checks whether local quota of the S-NSSAI is exceeded after UE number update. If yes, the AMF performs the steps 3-5 in clause 6.X.3.2. If the local quota returned in step 5 is increased, then the AMF adds the S-NSSAI in the Allowed NSSAI. Otherwise, the AMF sends the rejected S-NSSAI and a back off time to UE via UCU procedure.



6.X.3.3.3	PDU Session number local quota enforcement
To enforce PDU Session number local quota, the QEF is supported by SMF/PCF, the QCF is supported by master SMF/master PCF. 
If the QEF is supported by SMF and QCF is supported by master SMF, the SMF is configured with the information of master SMF. In order to enforce PDU Session number local quota, the enhancement to the existing procedures are as follows:
-	UE Requested PDU Session Establishment procedure in Non-Roaming and Roaming with Local Breakout in clause 4.3.2.2.1 in TS 23.502: after step 4, the SMF increases the PDU Session number of the S-NSSAI by one and checks whether the increase leads to exceeding of the local quota of PDU Session. If yes, the SMF performs the steps 3-5 in clause 6.X.3.3.1. If the local quota returned in step 5 is increased, then the SMF continues the PDU Session establishment procedure. Otherwise, the SMF rejects the procedure with a back-off time.
-	UE or network requested PDU Session Release for Non-Roaming and Roaming with Local Breakout in clause 4.3.4.2 in TS 23.502: the SMF decreases the PDU Session number of the S-NSSAI by one after step 1.
-	UE Requested PDU Session Establishment with Network Modification to MA PDU Session in clause 4.22.3 in TS 23.502: if SMF decides to modify the PDU Session to MA PDU Session by adding the 3GPP access, the SMF increases the PDU Session number of the S-NSSAI by one and checks whether the increase leads to exceeding of the local quota of PDU Session. If yes, the SMF shall not modify the PDU Session to MA PDU Session.
If the QEF is supported by PCF and QCF is supported by master PCF, the PCF is configured with the information of master PCF. In order to enforce PDU Session number local quota, the enhancement to the existing procedures are as follows:
[bookmark: OLE_LINK13][bookmark: OLE_LINK14]-	SM Policy Association Establishment in clause 4.16.4 in TS 23.502: after step 2, the PCF increases the PDU Session number of the S-NSSAI by one and checks whether the increase leads to exceeding of the local quota of PDU Session. If yes, the PCF performs the steps 3-5 in clause 6.X.3.3.1. If the local quota returned in step 5 is increased, then the PCF continues the SM Policy Association Establishment procedure. Otherwise, the PCF rejects the procedure with a back-off time.
-	SM Policy Termination in clause 4.16.6 in TS 23.502: after step 2, the PCF decreases the PDU Session number of the S-NSSAI by one.

[bookmark: _GoBack]

6.X.4	Impacts on Existing Nodes and Functionality
Impacts on existing nodes and functionality:
-	QCF could be an existing NF (e.g. OAM, PCF or UDM) which is impacted to support:
-	Obtains NWDAF analytics on network slice quota.
-	Decides network slice local quota based on the global quota and NWDAF analytics result.
-	Provides the network slice local quota to QEF.
-	NWDAF:
-	Collects network slice information from QEF, OAM.
-	Performs data analytics to provide network slice quota statistics or predictions to QCF.
-	QEF could be an existing NF (e.g. PCF, AMF or SMF) which is impacted to support: 
-	Enforces the network slice local quota, and
-	Notifies the event related to the local quota to QCF.
End of changes
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