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Abstract of the contribution: New solution to KI 2: AF-based EAS End-Point-Address update via External Parameter Provisioning
1 Discussion
Key Issue #2: This contribution proposes a solution to address Edge Relocation issues using existing 5GC procedures, in particular, suing External Parameter Provisioning 

2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.748 as follows with following new solution (all TEXT is new)
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This solution addresses Key Issue #2: Edge Relocation.
In this solution the AMF gets updated EAS End-Point Address information from AF when Applications are migrated, or End-Point address are re-allocated. The AF communicates this to the AMF via a NEF Specific Parameter Provisioning Service. The AF pushes the new (i.e., changed) EAS End-Point Address to the UDM via the NEF. If the External Parameter provisioning procedure is successful as described in 23.502, clause 4.15.6.2, the UDM notifies the NF (e.g., the AMF) the new EAS End-Point Address information.
The AMF determines whether the new EAS End-point Address should be pushed to the UE or it can wait. The AMF may, in addition to current considerations outlined in 3GPP TS 23.502, clause 4.2.4 (UE Configuration Update) take into account, whether the application and the particular UE context warrants an immediate update, or the update can be delayed till the UE contacts the 5GC again, e.g., through a Mobility Registration procedure.
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[bookmark: _Ref23501457]EAS-End Point update via an External Parameter Provisioning Procedure


Figure 6.X.2-1: External Parameter Provisioning

0. 	[Conditional, a NF, e.g., PCF may subscribe to EAS-End-Point-Address changes] A NF can, e.g., through the AMF, subscribe to UDM notifications
0a.	NF subscribes to UDM notifications of UE and/or Group Subscription data updates.
NOTE 1:	The NF can subscribe to Group Subscription data from UDM in this step and be notified of Group Subscription data updates in step 7 using the Shared Data feature defined in TS 29.503 [52].
0b.	[Conditional, on using NWDAF-assisted values] The AF may subscribe to NWDAF via NEF in order to learn the UE mobility analytics and/or UE Communication analytics for a UE or group of UEs by applying the procedure specified in TS 23.288 [50] clause 6.1.1.2. The Analytics Id is set to any of the values specified in TS 23.288 [50] clause 6.7.1.
0c.	[Conditional, on using NWDAF-assisted values] AF validates the received data and derives any of the Expected UE behaviour parameters defined in clause 4.15.6.3 for a UE or group of UEs.
0d [Conditional] The AF (e.g., the EAS) determines that a EAS-End-Point-Address update is required. The AF, e.g., using UE location information monitoring information provided by the 5GC, chooses an appropriate DNAI in accordance to the needs of the service.
1.	The AF provides one or more parameter(s) to be created or updated in a Nnef_ParameterProvision_Create or Nnef_ParameterProvision_Update or Nnef_ParameterProvision_Delete Request to the NEF.
	The GPSI identifies the UE and the Transaction Reference ID identifies the transaction request between NEF and AF. For the case of Nnef_ParameterProvision_Create, The NEF assigns a Transaction Reference ID to the Nnef_ParameterProvision_Create request.
	NEF checks whether the requestor is allowed to perform the requested service operation by checking requestor's identifier (i.e. AF ID).
	For a Create request associated with a 5G VN group, the External Group ID identifies the 5G VN Group.
	The payload of the Nnef_ParameterProvision_Update Request includes one or more of the following parameters:
-	Expected UE Behaviour parameters (see clause 4.15.6.3), or
-	Network Configuration parameters (see clause 4.15.6.3a), or
-	External Group Id and 5G VN group data (i.e. 5G-VN configuration parameters) (see clause 4.15.6.3b), or
-	5G VN group membership management parameters (see clause 4.15.6.3c).
-	Location Privacy Indication parameters of the "LCS privacy" Data Subset of the Subscription Data (see clause 5.2.3.3.1 and TS 23.273 [51] clause 7.1)
	The AF may request to delete 5G VN configuration by sending Nnef_ParameterProvision_Delete to the NEF.
2.	If the AF is authorised by the NEF to provision the parameters, the NEF requests to create, update and store, or delete the provisioned parameters as part of the subscriber data via Nudm_ParameterProvision_Create, Nudm_ParameterProvision_Update or Nudm_ParameterProvision_Delete Request message, the message includes the provisioned data and NEF reference ID.
	If the AF is not authorised to provision the parameters, then the NEF continues in step 6 indicating the reason to failure in Nnef_ParameterProvision_Create/Update/Delete Response message. Step 7 does not apply in this case.
NOTE 2:	For non-roaming case and no authorisation or validation by the UDM required and if the request is not associated with a 5G VN group, the NEF can directly forward the external parameter to the UDR via Nudr_DM_Update Request message. And in this case, the UDR responds to NEF via Nudr_DM_Update Response message.
3.	UDM may read from UDR, by means of Nudr_DM_Query, corresponding subscription information in order to validate required data updates and authorize these changes for this subscriber or Group for the corresponding AF.
4.	If the AF is authorised by the UDM to provision the parameters for this subscriber, the UDM resolves the GPSI to SUPI, and requests to create, update or delete the provisioned parameters as part of the subscriber data via Nudr_DM_Create/Update/Delete Request message, the message includes the provisioned data.
	If a new 5G VN group is created, the UDM shall assign a unique Internal Group ID for the 5G VN group and include the newly assigned Internal Group ID in the Nudr_DM_Create Request message. If the list of 5G VN group members is changed or if 5G VN group data has changed, the UDM updates the UE and/or Group subscription data according to the AF/NEF request.
	UDR stores the provisioned data as part of the UE and/or Group subscription data and responds with Nudr_DM_Create/Update/Delete Response message.
	When the 5G VN group data (as described in clause 4.15.6.3b) is updated, the UDR notifies to the subscribed PCF by sending Nudr_DM_Notify as defined in clause 4.16.12.2.
	If the AF is not authorised to provision the parameters, then the UDM continues in step 5 indicating the reason to failure in Nudm_ParameterProvision_Update Response message and step 7 is not executed.
	The UDM classifies the received parameters (i.e. Expected UE Behaviour parameters or the Network Configuration parameters or the 5G VN configuration parameters or Location Privacy Indication parameters), into AMF-Associated and SMF-Associated parameters. The UDM may use the AF ID received from the NEF in step 2 to relate the received parameter with a particular subscribed DNN and/or S-NSSAI. The UDM stores the SMF-Associated parameters under corresponding Session Management Subscription data type.
	Each parameter or parameter set may be associated with a validity time. The validity time is stored at the UDM/UDR and in each of the NFs, to which parameters are provisioned (e.g. in AMF or SMF). Upon expiration of the validity time, each node deletes the parameters autonomously without explicit signalling.
5.	UDM responds the request with Nudm_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
6.	NEF responds the request with Nnef_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
7.	[Conditional this step occurs only after successful step 4] UDM notifies the subscribed Network Function (e.g., AMF) of the updated UE and/or Group subscription data via Nudm_SDM_Notification Notify message.

If the AMF has decided that the EAS End-point Address should be pushed, the AMF uses a UE Configuration Update mechanism to do so as outlined in fig. 6.X.2-2.

















UE Configuration Update Procedure



Figure 6.X.2-2: UE Configuration Update procedure for access and mobility management related parameters
0 [Conditional] The AMF decides to update UE configuration or trigger UE re-registration to push the new EAS End-Point Address information. The AMF may take the Application characteristics and a particular UE context to decide whether an immediate update is required, or it can wait till the UE re-reregisters
(The rest of the procedure is the same as 3GPP TS 23.502, clause 4.2.4 (UE Configuration Update))
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Editor's note:	this is FFS.
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