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Abstract of the contribution: This contribution proposes a solution approach for the Key Issue #2.
1 Discussion
TR 23.700-07 has a KI for “NPN support for Video, Imaging and Audio for Professional Applications (VIAPA)” as a Key issue. 
5.2
Key Issue #2: NPN support for Video, Imaging and Audio for Professional Applications (VIAPA)

5.2.1
Description

The TS 22.263 [3] captures the service requirements for "Video, Imaging and Audio for Professional Applications (VIAPA)".

This key issue aims at addressing the following aspects:

1.
Study whether there are support for service continuity (assuming PSA may reside in either PLMN or in the NPN) between PLMN and NPN (SNPN or PNI-NPN) with overlapping radio coverage areas;

2.
Study means to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.

NOTE:
The data service from NPN can be the low latency and high data rate service while serving massive number of UEs in a small area, e.g. the integrated audience multicast service in large live production events, such as music festivals (such as those listed in TS 22.263 [3] Table 6.3.1-1: Performance requirements for low latency deterministic periodic traffic with multicast service). It is assumed that the FS_IIoT will cover aspects to enable low latency data services, and that FS_5MBS will cover aspects to enable low latency multicast downlink services, while the scope of the FS_eNPN is to enable these services while the UE is using two networks e.g. NPN and PLMN.

2 Proposal

It is proposed to update TR 23.700 as follows
*** Start Change ***

Solution #x: Solution for prioritization from PLMN to SNPN
6.2.1
Introduction

The key issue #2 requires that the SNPN offers low latency and high data service for massive number of UE(s) (e.g. in a music festival) while the PLMN is also offering data service and is trying to page the UE. In Rel-16, it is already possible for UE(s) (with subscriptions to SNPN and PLMN respectively) to obtain services from SNPN and PLMN concurrently as documented in TS 23.501 annex with optional support for Service continuity.

Snippet from TS 23.501:

· To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN User Plane with a PLMN (using the credentials of that PLMN) following the same architectural principles as specified in clause 4.2.8 (including the optional support for PDU Session continuity between PLMN and SNPN using the Handover of a PDU Session procedures in TS 23.502 [3] clauses 4.9.2.1 and 4.9.2.2) and the SNPN taking the role of "Untrusted non-3GPP access". Annex D, clause D.3 provides additional details.
In order to offer better QoS, here is the recommendation provided in TS 23.501:

· NOTE: 
QoS differentiation in the SNPN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the PLMN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.

Currently it is assumed that the N3IWF in the PLMN is pre-configured to allocate different IPsec child SAs for QoS Flows with the different QoS profiles. If the PLMN is trying to reach the UE and dynamic differentiation of priority is desired, it is proposed that the PLMN is able to dynamically influence the priority i.e. the PLMN AMF can include the priority to PLMN N3IWF as part of N2 signalling. The N3IWF can use this priority in order to determine allocation of IPsec child SAs for QoS Flows with different QoS profiles.
6.2.2
Functional Description

6.2.2.1
Procedure
In order for the PLMN to be able to dynamically influence the QoS differentiation in the SNPN, it is proposed that the PLMN AMF is to provide an indication towards PLMN N3-IWF.
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Figure 6.2.2.1-1 Notification with Priority to influence allocation
6.2.4
Impacts on services, entities and interfaces
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