

SA WG2 Temporary Document
Page 1

[bookmark: _GoBack]3GPP TSG-SA WG2 Meeting #139E 	S2-2004078
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]June 1 – 12, 2020, EIbonia	 (revision of S2-200xxxx) 

Source:	CATT
Title:	KI #3, New Sol: QoS monitoring information exposure based on unstructured data transmission mechanism
Document for:	Approval
Agenda Item:	8.3
Work Item / Release:	FS_enh_EC / Rel-17
Abstract of the contribution: this paper proposes to add a solution for Key Issue #3: Efficient Network Information Provisioning to Local Applications.
Discussion
This pCR is proposed to solve the KI#3: Efficient Network Information Provisioning to Local Applications.
In this solution, the unstructured data transmission mechanism over N6 interface is re-used. Besides the QoS monitoring information, the AF also provides the IPv6 address and UDP port of the tunnel end in the edge hosting environment to PCF. These information are sent to UPF via SMF.
When the UPF obtains the QoS monitoring information, it treats the information as the unstructured data received from RAN. The UPF encapsulates the information using the IPv6 address and UDP port received from SMF, and sends the packet to the destination in the data network over the N6 PtP tunnel.
Proposal
It is proposed to add a new solution for Key Issue #3.
First change (all text new)
[bookmark: _Toc500949097][bookmark: _Toc26346621][bookmark: _Toc26346408][bookmark: _Toc23255036][bookmark: _Toc16839385][bookmark: _Toc21087544]6.X	Solution #X: QoS monitoring information exposure based on unstructured data transmission mechanism
[bookmark: _Toc26346622][bookmark: _Toc26346409][bookmark: _Toc23255037][bookmark: _Toc500949099]6.X.1	Description
[bookmark: _Toc500949101]This solution addresses the Key Issue #3: Efficient Network Information Provisioning to Local Applications. 
In this solution, unstructured data transmission mechanism is reused for UPF to send the QoS monitoring information to local applications. The difference is that the unstructured data is the QoS monitoring information received from RAN. The UPF forwards the QoS monitoring information to the destination in the data network over the N6 PtP tunnel using UDP/IPv6 encapsulation. The IPv6 address and UDP port used for encapsulation is provided by SMF along with the QoS monitoring rule. The IPv6 address and UDP port is provided by AF while requesting QoS monitoring.
[bookmark: _Toc26346623][bookmark: _Toc26346410][bookmark: _Toc23255038]6.X.2	Procedures


[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Figure 6.X.2-1: unstructured data transmission based QoS monitoring information exposure
1.	The AF sends QoS monitoring request to PCF, the message includes QoS parameters to be measured and the notification target address (+notification correlation ID). The notification target address includes IPv6 address and UDP port of the tunnel end in the edge hosting environment.
2.	The PCF invokes the Npcf_SMPolicyControl_UpdateNotify request to SMF to send QoS monitoring policy and notification target address (+notification correlation ID).
3.	The SMF sends N4 rule includes QoS monitoring rule and notification target address (+notification correlation ID) to UPF.
4.	QoS monitoring procedure.
5.	When the QoS monitoring information is received from RAN, the UPF constructs unstructured data to include the QoS monitoring information and notification correlation ID received in step 3.
6.	The UPF encapsulates the unstructured data using the IPv6 address and UDP port received in step 3 and forwards the unstructured data to the destination in the data network over the N6 PtP tunnel.
[bookmark: _Toc26346624][bookmark: _Toc26346411][bookmark: _Toc23255039]6.X.3	Impacts on Existing Nodes and Functionality
Impacts on existing NFs are as follows:
-	PCF:
-	Receives the notification target address (+notification correlation ID) from AF. The notification target address includes IPv6 address and UDP port of the tunnel end in the edge hosting environment.
-	Sends the notification target address (+notification correlation ID) to SMF.
-	SMF: Includes the notification target address (+notification correlation ID) in N4 rule.
-	UPF(PSA):
-	Generates the unstructured data including the QoS monitoring information and notification correlation ID.
-	Encapsultes the unstructured data using IPv6 address and UDP port in the notification target address and forwards the data over the N6 PtP tunnel.
-	AF: Sends the notification target address (+notification correlation ID) to PCF. The notification target address includes IPv6 address and UDP port of the tunnel end in the edge hosting environment.
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