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Abstract of the contribution: This paper proposes a new solution to activate/deactivate the Time Synchronization using the mechanism in Application influence on traffic routing.
1. Discussion
For the key issue#3B, there is a bulletin for the activation/deactivation of Time Synchronization service targeting a UE or a group of UEs.
b.
Ability for AF to request activation/deactivation of Time Synchronization service targeting a UE or a group of UEs and indicate the clock domain (i.e. IEEE TSN Domain GM or 5G GM) and clock accuracy (with an accuracy of e.g. 1 microsecond).

This paper proposes a new solution which re-use the Application Function influence on traffic routing in the 4.3.6.2 to activate/deactivate the Time Synchronization.
2. Proposal

6.X
Solution #X: AF request activation/deactivation of Time Synchronization using Application influence on traffic routing
6.X.1
Introduction
This solution is to Key Issue#3B: Exposure of Time Synchronization. Specially, this solution proposes AF request activation/deactivation of Time Synchronization using Application influence on traffic routing mechanism.
6.X.2
Functional Description
The similar mechanism defined in 23.502 [3] clause 4.3.6.2 (Application Function influence on traffic routing not identified by an UE address) is reused.

-
The PCF(s) have subscribed to modifications of AF requests. 
-
When the status of activation/deactivation of Time Synchronization is changed, the AF send the request to NEF, and the NEF store the request to UDR. The UDR notifies the PCF(s).

-
The PCF determines if existing PDU Sessions are impacted by the AF request and notifies the elated SMF.
-
The SMF can configure the UPF/NW-TT to start/stop handling the gPTP/PTP message.
To identify a UE or a group of UEs, the AF use the S-NSSAI and DNN and/or External Group Identifier or GPSI in the AF request.
6.X.3
Procedures

The Figure 6.X.3-1 shows the AF requested Time Synchronization activation.
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Figure 6.X.3-1: AF Requested time synchronization activation
0.
The DS-TT/UE may have established the PDU Session for TSC with DNN + S-NSSAI.

1.
AF sends the Nnef_TsnConfiguration_Create/Update Request (S-NSSAI, DNN, GPSI or external group ID, TimeSync Indication) to the NEF. The TimeSync Indication indicates whether it is TSN Activation or Deactivation.
Editor's note: It is FFS whether new service operation or existing Nnef_TrafficInfluence is used.
2.
The NEF store the AF request to UDR. The GPSI or external group ID is mapped to SUPI or internal Group ID.

3.
The NEF responses to the AF.

4.
The PCF(s) that have subscribed to modifications of AF requests and receive(s) a Nudr_DM_Notify notification of data change from the UDR.
5.
The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF.
6.
The SMF configures the UPF/NW-TT to activate the time synchronization for this PDU session.

The Figure 6.X.3-2 shows the AF requested Time Synchronization deactivation.
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Figure 6.X.3-2: AF Requested time synchronization deactivation
0.
The NW-TT/UPF handle the time synchronization message as per 23.501 [2].

1.
AF sends the Nnef_TsnConfiguration_Delete Request (S-NSSAI, DNN, GPSI or external group ID, TimeSync Indication) to the NEF. The TimeSync Indication indicates it is TSN Deactivation.

Editor's note: It is FFS whether new service operation or existing Nnef_TrafficInfluence is used.
2.
The NEF store the AF request to UDR. The GPSI or external group ID is mapped to SUPI or internal Group ID.

3.
The NEF responses to the AF.

4.
The PCF(s) that have subscribed to modifications of AF requests and receive(s) a Nudr_DM_Notify notification of data change from the UDR.
5.
The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF.

6.
The SMF configures the UPF/NW-TT to deactivate the time synchronization for this PDU session.

6.X.4
Impacts on existing entities and interfaces

TBD
4.3.6
Application Function influence on traffic routing

4.3.6.1
General

Clause 4.3.6 describes the procedures between an Application Function and the SMF to maintain an efficient user plane path for Application Functions that require it.

As described in TS 23.501 [2] clause 5.6.7, an Application Function may send requests to influence SMF routeing decisions for User Plane traffic of PDU Sessions. The AF requests may influence UPF (re)selection and allow routeing of user traffic to a local access (identified by a DNAI) to a Data Network. The AF may also provide in its request subscriptions to SMF events.

The following cases can be distinguished:

-
AF requests targeting an individual UE by a UE address; these requests are routed (by the AF or by the NEF) to an individual PCF using the BSF. This is described in clause 4.3.6.4.

NOTE 1:
Such requests target an on-going PDU Session. Whether the AF needs to use the NEF or not is according to local deployment.

-
AF requests described in clause 5.6.7 of TS 23.501 [2] targeting a group of UE(s), or any UE accessing a combination of DNN and S-NSSAI, or targeting individual UE by a GPSI as described in table 5.6.7-1. These AF requests may also affect UE(s) with an established PDU session. For such requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. PCF(s) receive a corresponding notification if they had subscribed to the creation / modification/ deletion of the AF request information corresponding to UDR Data Keys / Data Sub-Keys. This is defined in 23.501 [2] clause 6.3.7.2 and further described in clause 4.3.6.2.

NOTE 2:
Such requests can target on-going or future PDU Sessions.

If the AF interacts with PCF via the NEF, the NEF performs the following mappings where needed:

-
Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.

-
Map the AF-Service-Identifier into a list of DNAI(s) and Routing Profile ID(s) determined by local configuration.


The NEF can only provide this mapping when the DNAI(s) being used by the applications are statically defined. When the DNAI(s) where applications are instantiated may vary dynamically, the AF should provide the target DNAI(s) in its request together with either Routing Profile ID(s) or with N6 traffic routing information.

-
Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.

-
Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.

-
Map the geographic zone identifier(s) in Spatial Validity Condition into areas of validity, determined by local configuration.

4.3.6.2
Processing AF requests to influence traffic routing for Sessions not identified by an UE address


[image: image3.emf]NEF

SMF AF UPF

5. 

Npcf_SMPolicyControl_UpdateNotify

6. User Plane 

Reconfiguration

3b. Nnef_TrafficInfluence_

Create/Update/ Delete

Response

2 Nnef_TrafficInfluence_

Create/Update/Delete

PCF(s)

UDR

3a. Storing/Updating/

Removing the information 

4. 

Nudr_DM_Notify

1. Creation of the 

AF request


Figure 4.3.6.2-1: Processing AF requests to influence traffic routing for Sessions not identified by an an UE address

NOTE 1:
The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-roaming case or VPLMN in the case of a PDU Session in LBO mode).

NOTE 2:
Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operations invoked from an AF located in the HPLMN for local breakout and home routed roaming scenarios are not supported.

1.
To create a new request, the AF invokes an Nnef_TrafficInfluence_Create service operation. The content of this service operation (AF request) is defined in clause 5.2.6.7. The request contains also an AF Transaction Id. If it subscribes to events related with PDU Sessions the AF indicates also where it desires to receive the corresponding notifications (AF notification reporting information).


To update or remove an existing request, the AF invokes an Nnef_TrafficInfluence_Update or Nnef_TrafficInfluence_Delete service operation providing the corresponding AF Transaction Id.

2.
The AF sends its request to the NEF. If the request is sent directly fom the AF to the PCF, the AF reaches the PCF selected for the existing PDU Session by configuration or by invoking Nbsf_management_Discovery service.


The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.

3.
(in the case of Nnef_TrafficInfluence_Create or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier or SUPI).

NOTE 3:
Both the AF Transaction Internal ID and, S-NSSAI and DNN and/or Internal Group Identifier or SUPI are regarded as Data Key when the AF request information are stored into the UDR, see Table 5.2.12.2.1-1.


(in the case of Nnef_TrafficInfluence_delete): The NEF deletes the AF requirements in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID).


The NEF responds to the AF.

4.
The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.

5.
The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in clause 4.16.5.


If the AF request includes a notification reporting request for UP path change, the PCF includes in the PCC rule(s) the information required for reporting the event, including the Notification Target Address pointing to the NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.

6.
When a PCC rule is received from the PCF, the SMF may take appropriate actions to reconfigure the User plane of the PDU Session such as:

-
Adding, replacing or removing a UPF in the data path to e.g. act as an UL CL or a Branching Point e.g. as described in clause 4.3.5.

-
Allocate a new Prefix to the UE (when IPv6 multi-Homing applies)

-
Updating the UPF in the target DNAI with new traffic steering rules


Subscribe to notifications from the AMF for an Area Of Interest via Namf_EventExposure_Subscribe service operation
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