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Abstract: This contribution proposes a solution about Key issue 1 for NF and service discovery between SNPN and separate entity. 
1 Discussion
Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN requires the interaction between SNPN and separate entity. The separate entity can be PLMN. As listed in KI#1 studies: 

“-
How to exchange authentication signalling between the SNPN and the separate entity, including:

-
Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;”

In this case, the AMF in SNPN needs to interact with AUSF/UDM in PLMN.  

 “-
Mobility scenarios, including service continuity, for:

-
UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
-
UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.” 
In this case, SMF in SNPN#1 needs to interact with SMF in SNPN#2 or PLMN to coordinate the session establishment. 

Considering SNPN follows similar architecture as 5GC, the procedures used for Rel. 16 roaming architecture (TS23.501 clause 4.2.4) can be used as the reference to study the interaction between SNPN and separate entity, where the role of the VPLMN is SNPN and the role of the HPLMN can be PLMN or other SNPN.  

In Rel. 16 roaming architecture, NFs in visited network and home network need to discover each other following cross network NRF discovery procedure as specified in TS23.502 4.17.5 before they can interact. After that, the service traffic goes via pre-defined SEPP pairs between the 2 networks (as specified in TS23.501 clause 4.2.4). In addition, the NF in visited network needs to subscribe to NF status change in home network (as specified in TS23.501 clause 4.17.8) to know if there is any change of the discovered NF/NF services.   
Observation 1: The current procedures are based per consumer NF. In case of multiple NFs in the visited network (e.g., multiple AMF instances in SNPN) need to discovery or be notified on the status update of the same NF in home network (e.g., UDM/AUSF in PLMN), this can lead to multiple discovery/notification signalling between the 2 networks. 
Observation 2: hSNPN/PLMN may deploy dedicated UDM/AUSF for each visit SNPN or one shared UDM/AUSF for multiple visit SNPNs. However, there is no registration/update/deregistration procedure to indicate to the visited SNPN that the related NF instances are ready.
Observation 3: Some SNPN may deploy 5GC as a box. E.g., there is no separate NF profile for AUSF and UDM. Service discovery between SNPN and PLMN should ensure that we can allow for architecture hiding from both sides.  

Observation 4: Multiple SNPNs (e.g., different verticals in one country) may use the credentials from the same PLMN. And multiple SNPNs (e.g., same vertical in different country) may use the credentials from one home SNPN (e.g., vertical which has worldwide business). Service discovery between SNPN and PLMN/SNPN should support service differentiation per network (regarding the service constrains, service parameter mapping) while still be scalable.  

Proposal: Complete the cross network service discovery with the cross network service registration procedure.  

This paper proposes a complete service discovery mechanism between NPN and PLMN to overcome the issues above. It is proposed to include this discussion and related solution in TR23.700-7 as architecture requirements and assumptions.
2 Proposal

It is proposed to capture the following changes vs. TR 23.700-07.
FIRST CHANGE
6.X
Solution #X: Solution on Key Issue #1 about service discovery between NPN and separate entity

6. X. 1
Introduction

The entity separate from the SNPN can be a PLMN or some other SNPN. Considering SNPN follows similar architecture as 5GC, Rel. 16 roaming architecture can be used as the reference in this case. Where the AMF in SNPN/PLMN interacts with the UDM in PLMN/SNPN/other SNPN via N8 reference point to get the UE credentials.

6. X. 2
High-level Description
This solution completes the current cross network service discovery mechanism in roaming architecture to support the KI#1 scenarios. A local NRF relays the registration/discovery request to NRF in other network and also the response back.   

Note this solution only capture how the service between vSNPN and hPLMN/hSNPN related to authentication on Key issue #1 are registered and discovered. Afterwards, the specific UE registration procedure for external subscription and service continuity support relies on Solution 1 and/or solution 2 in TR 23700-07. 
6. X. 3
Procedures

In case of 5GC aligned SNPN architecture, cross network service discovery procedure is similar to the one indicated in TS23.502 4.17.5 
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Figure 6.X.3-1 NF/NF service discovery cross SNPNs or cross SNPN and PLMN

In case of 5GC aligned SNPN architecture, cross network service registration procedure is done as following: 
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Figure 6.X.3-2: NF/NF service registration across SNPNs or cross SNPN and PLMN 

1. hSNPN/PLMN NF sends the registration request to hSNPN/PLMN NRF with the hSNPN/PLMN NF service profile.

2. hSNPN/PLMN NRF sends service registration request to vSNPN NRF (i.e., the NF profile in the registration request is hPLMN/SNPN NF profile) as specified in TS23.502 clause 4.17.1. 

3. hSNPN/PLMN NRF responses to hSNPN/PLMN NF on the registration results.   
After the registration, vSNPN NF can discover the services provided by hSNPN/PLMN by inquiring vSNPN NRF as specified in TS 23.502 clause 4.17.4.   

6. X. 4
Impacts on existing services and interfaces

This solution requires the local NRF to send the registration request to NRF in other network and relay the response back.  
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