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Abstract of the contribution: This pCR proposes a new solution to address KI#2, KI#11 by utilizing SBA framework to support the interactions among multiple NWDAF instances in an efficient manner of data collection.

[bookmark: _Hlk514274591]1		Discussion
In order to support scalable system for handling 5G network analytics, alternative deployment options with multiple NWDAF instances in the single PLMN were introduced and are being studied in Rel-17. In order to support the deployment options, several key issues of FS_eNA_Ph2 were derived: KI#1, #2, and #11.
This pCR covers the following Key Issues of FS_eNA_Ph2:
· KI #2: Multiple NWDAF instances
· KI #11: Increasing efficiency of data collection
In specific, this pCR introduces a new solution, which focuses on the interactions among NWDAF instances with: 1) how to discover the other NWDAF instances for a specific target of analytics, 2) how to reduce the communication load on collecting analytics data. The main idea of the solution is to utilize the current SBA framework of the 5G system for those issues, but with a small extension to interfaces and operations of NRF and SCP to handle run-time analytics information produced by a single NWDAF instance.
The proposed solution can be outlined as follows:
· Target studies: 
· KI#2 - support for inter-NWDAF instance cooperation
· KI#11 - reducing signalling load for data collection
· Basic assumption:
· this solution covers the interactions only among NWDAF instances
· Basic approach:
· registration of NWDAF run-time information: An NWDAF instance registers itself to NRF with additional run-time information about the target entities (i.e., NFs, UEs) being monitored for analytics. 
· coordination of analytics subscription/notifications: SCP coordinates and consolidates the subscription and notification messages to/from NWDAF for analytics data by maintaining a pub/sub registry inside. 
The proposed solution has the following characteristics:
· Impacts:
· need additional parameters in Nnrf_NFManagement_NFRegister/NFUpdate for NWDAF registration:
· target entities (NFs, UEs) being monitored for analytics in an NWDAF instance
· need an extension to SCP functionalities to support:
· coordination of subscription/notification messages for analytics data collection
· maintaining a pub/sub registry
· Pros and cons:
· pros: minimization of impacts on the existing architecture without any new NF introduced
· cons: limitation in reducing any redundancy for data collection with a request/response model
[bookmark: _Hlk520730635]This solution does not preclude any deployment options for multiple NWDAF instances, e.g., a central NF, as a collection of distributed NFs, or as a combination of both. This solution does not preclude using hierarchical management of NWDAF instances either. It only matters with the NWDAF configurations how to aggregate the analytics information in which role.
For addressing the KI#11, this solution exploits a publish/subscribe model for handling subscription/notification of analytics data, which is similar to the solution #1 in clause 6.1. However, this solution utilizes for coordination of duplicated messages the existing functional entity, i.e., SCP, rather than introducing a new framework or a new dedicated functional entity, which is expected to bring a minimized impact to the current 5G system.

2		Proposal
It is proposed to add the following solution to TR 23.700-91.

1st CHANGE
[bookmark: _Toc31639200][bookmark: _Toc31639318]6.x	Solution #x: Support for NWDAF interactions within SBA framework
[bookmark: _Toc30155551][bookmark: _Toc30155671][bookmark: _Toc31296412][bookmark: _Toc31361029][bookmark: _Toc31448728][bookmark: _Toc31639204][bookmark: _Toc31639322]6.x.1	Description
[bookmark: _Toc31296418][bookmark: _Toc31361035][bookmark: _Toc31448734][bookmark: _Toc31639210][bookmark: _Toc31639328]6.x.1.1	General
This solution addresses KI#2, KI#11 by utilizing the SBA framework to support the interactions among multiple NWDAF instances in an efficient manner of data collection. 
This solution provides the following functionalities:
· [bookmark: _Hlk40965952]Registration of NWDAF run-time information: An NWDAF instance registers itself to NRF with additional run-time information about the target entities (i.e., NFs, UEs) being monitored. 
· Coordination of analytics subscription/notifications: SCP coordinates and consolidates the subscription and notification messages for analytics data to/from NWDAF by maintaining a pub/sub registry inside. 
For the registration of NWDAF run-time information, the NWDAF instance needs to keep run-time information updated in NRF. Using this information, the other NWDAF instances may reduce the data collection operations for the same target entities by aggregating the analytics already being processed that is discovered from NRF.
To support the registration of NWDAF run-time information, the NWDAF instance needs to register itself with the following parameters in Nnrf_NFManagement_NFRegister/NFUpdate:
· S-NSSAI, Analytics ID(s), NWDAF Serving Area information as specified in Rel-16,
· additionally in Rel-17,
· list of NF IDs, for target NFs co-located (or associated) with the NWDAF instance
· list of SUPIs, for target UEs monitored by (or associated with) the NWDAF instance
Note that the NWDAF instance needs to update its registration information in NRF by invoking Nnrf_NFManagement_NFUpdate as per change of target entity for analytics being currently performed.
The following figure illustrates the NWDAF interactions for analytics data aggregation.
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Figure 6.x.1.1-1: NWDAF interactions for analytics data aggregation
Editor's Note: It is FFS to support the indirect communication among NWDAF instances (i.e., via SCP) for analytics data aggregation.
For the coordination of analytics subscription/notifications, NWDAF instances may subscribe to analytics information of the other NWDAF instance via SCP. SCP maintains a pub/sub registry for the subscription information so that it makes the subscription requests recorded in the registry and stops forwarding any duplicated subscriptions to the same analytics information. When the SCP receives a notification message from an NWDAF instance, the SCP replicates the notification message and forwards it to each of the subscribers recorded in the registry for the analytics information.
The following figure illustrates the coordination of analytics subscriptions and notification by SCP. Note that any other interactions by SCP e.g., with NRF for NF discovery are omitted for simplicity.
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Figure 6.x.1.1-2: Coordination of analytics subscriptions by SCP
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Figure 6.x.1.1-3: Coordination of analytics notifications by SCP
[bookmark: _GoBack]Editor's Note: It is FFS to use this coordination mechanism of SCP for other NF interactions such as NF consumer's analytics subscriptions to NWDAF or NWDAF's event subscriptions to the other NF types. At this case, it needs to study additional mechanisms for maintenance of the pub/sub registry at changes of NF status (e.g., lifecycle, serving area, serving UE, serving NF, etc.) by interacting NRF.
Editor's Note: It is FFS to consider placing the pub/sub registry in the other NFs, e.g., NRF.

6.x.1.2	Procedures
The following figure presents an example procedure for NWDAF interactions for analytics data aggregation for multiple UEs.
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Figure 6.x.1.1-4: An example procedure for NWDAF registration and interactions for analytics data aggregation
1-2.	NWDAF-2 registers itself to NRF with its serving Analytics ID(s), TAI(s) including UE-2 which is its analytics target currently being monitored.
3-4.	NWDAF-3 registers itself to NRF with its serving Analytics ID(s), TAI(s) including UE-3 which is its analytics target currently being monitored.
5.	NWDAF-4, which is an analytics consumer for UE-2 and UE-3, discovers the other NWDAF instance(s) which are currently performing the analytics of UE-2 and UE-3 by contacting NRF.
6.	NRF responds with NWDAF-2 for UE-2 and NWDAF-3 for UE-3.
7-8.	NWDAF-4 invokes a request or a subscription to NWDAF-2 to obtain the analytics data of UE-2.
9-10.	NWDAF-4 invokes a request or a subscription to NWDAF-3 to obtain the analytics data of UE-3.
11.	NWDAF-4 aggregates the collected analytics data. It may consume the data or forward it further to the other consumer.

The following figure presents an example procedure for the coordination of analytics subscriptions and notification by SCP. Note that any other procedures by SCP e.g., with NRF for NF discovery are omitted for simplicity.
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Figure 6.x.1.1-5: An example procedure for analytics subscriptions and notifications coordinated by SCP
1. 	NWDAF-1, which is an analytics consumer for UE-3,  invokes a subscription request for analytics data of UE-3 to SCP.
2-3.	SCP checks if the target analytics is already being monitored by looking up the pub/sub registry. If not, it forwards the subscription request to NWDAF-3. Note that the target NWDAF instance (NWDAF-3 in this example) may be discovered by further interactions with NRF but they are not presented in this procedure for simplicity.
4.	SCP adds the subscription information to the pub/sub registry.
5.	SCP acknowledges the subscription request.
6.		NWDAF-2, which is another analytics consumer for UE-3,  invokes a subscription request for analytics data of UE-3 to SCP.
7.	SCP checks if the target analytics is already being monitored by looking up the pub/sub registry. If yes, it discards forwarding the subscription request but adds the subscription information to the pub/sub registry.
8.	SCP acknowledges the subscription request.
9.	NWDAF-3 invokes a notification message to SCP with analytics data of UE-3.
10-12.	SCP replicates the notification received and forwards it to each of the subscribers recorded in the pub/sub registry.

[bookmark: _Toc23255039][bookmark: _Toc26346411][bookmark: _Toc26346624][bookmark: _Ref26778873][bookmark: _Ref26778879][bookmark: _Ref26778886][bookmark: _Ref26778897][bookmark: _Ref26778917][bookmark: _Toc30155549][bookmark: _Toc30155669][bookmark: _Toc31296410][bookmark: _Toc31361027][bookmark: _Toc31448726][bookmark: _Toc31639202][bookmark: _Toc31639320]6.x.2	Impacts on services, entities and interfaces
NWDAF: 
· needs an extension to NF registration and update operations to NRF
· needs an extension to NF discovery operations for the other NWDAF instances
· needs an additional capability for aggregation of analytics data from other NWDAF instances
NRF: 
· needs an extension to NF registration service interface for registration of NWDAF run-time information
SCP:
· needs an additional capability to maintain a pub/sub registry for analytics subscription and notifications
· needs an additional capability for coordination of duplicated analytics subscription
· needs an additional capability for the replication of analytics notifications


END OF CHANGES
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