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Abstract of the contribution: Proposes a new solution for IMS voice and emergency support in SNPN.
1
Background
In SA2#135 the following Key Issue was agreed:

5.3
Key Issue #3: Support of IMS voice and emergency services for SNPN 
5.3.1
Description

3GPP Rel-16 includes IMS voice and emergency services support for Public network integrated Non-Public Networks, while for SNPNs the following was captured in TS 23.501 [4]:

"Emergency services are not supported in SNPN access mode.

NOTE 1:
Voice support with emergency services in SNPN access mode is not specified in this release."

This key issue aims at addressing the following points for SNPN:

-
Study the architectural impacts for support of IMS voice and emergency services offered by SNPN;

-
Study whether basic IMS functionality for SNPN via 3GPP access requires any specification changes to enable non-IMSI based IMPI usage over 3GPP access.
This contribution poposes a new solution for this key issue.
It is proposed to agree the following changes to 23.700-07 V0.1.0
* * * * Start of Change * * * *
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.261: "Service requirements for next generation new services and markets".

[3]
3GPP TS 22.263: " Service requirements for Video, Imaging and Audio for Professional Applications (VIAPA)".

[4]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[x]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

3
Definitions of terms, symbols and abbreviations

3.1
Terms

For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

3.2
Symbols

Void.
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

IMC
IMS Credentials
* * * * Next Change * * * *
6.X
Solution #X: Solution for IMS voice support in SNPN
6.X.1
Introduction

The solution applies to Key Issue #3 “Support of IMS voice and emergency services for SNPN”.
The solution proposes to clarify that the IMS Credentials (IMC) can be used for IMS access security even when the terminal supports 3GPP access technology, provided that it accesses the IMS of an SNPN.
6.X.2
Functional Description


IMS (e.g. in TS 23.228[x]) assumes an ISIM or USIM is used when the UE supports 3GPP access, but for support of SNPN the UE is not required to support USIM/ISIM. 
During the “Common IMS” work in Rel-8, when IMS was extended to support fixed access (i.e. defined by ETSI TISPAN) and other wireless accesses (i.e. cdma2000), there were some provisions agreed for using the IMS by UEs supporting IMS that do not have SIM credentials.
Specifically, the term IMC (IMS Credentials) was introduced in TS 21.905 defined as follows:

IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.

As indicated in the IMC definition, the use of IMC is restricted to terminals that do not support any 3GPP access technology. This restriction obviously precludes the use of the IMS architecture in an SNPN that uses a 3GPP access technology.
To enable the use of IMS in an SNPN there is a need to update the 3GPP specifications in order to lift this restricon. Below is a non-exhaustive list of stage 1, stage 2 and stage 3 specifications that will need to be updated.
-
21.905 clause 1:

-
Current text: IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.

-
New text: IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology or a terminal accessing IMS in an SNPN. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.

-
23.228 clause 4.3.3.1:
-
Current text: An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
-
New text: An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses or a UE accessing IMS in an SNPN, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
-
24.229 Clause 4.2 NOTE1 and NOTE3:

-
Current text: 3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has an ISIM or a USIM.

-
New text: 3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has an ISIM or a USIM. This restriction does not apply to UE accessing IMS in an SNPN.
-
33.203 clause 9:
-
Current text: This clause identifies requirements on the IMC to support IMS access security. The IMC is used to enable access using IMS AKA. The IMC may be used for IMS access by a non-3GPP-only terminal when specified in the access specific annexes of this specification. The IMC shall not used if ISIM or USIM is present.
-
New text: This clause identifies requirements on the IMC to support IMS access security. The IMC is used to enable access using IMS AKA. The IMC may be used for IMS access by a non-3GPP-only terminal or for IMS access in an SNPN when specified in the access specific annexes of this specification. The IMC shall not used if ISIM or USIM is present.
6.X.3
Procedures


The procedures using ISIM or USIM are to be updated to allow usage of IMC e.g. storage of Private User Identity, Public User Identity and home domain name.
6.X.4
Impacts on existing entities and interfaces


Enabling the use of IMS in an SNPN requires minor updates to specification text like those indicated in clause 6.X.2.
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