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	Reason for change:
	1. The User Location Information (ULI) of a N5GC device is the CRG that the N5GC device connects with which is the CGI of that CRG. For all types of CRG, HFC Node ID is used for ULI. In addition, it is obvious that PDU session handling (establishment, modification, and release) after N5GC device registration follows the FN-RG procedure. We propose to make this clearer in the spec. 
2. Wrong name of figure 6.2.2-1. It should be “FN-RG” instead of “5G-RG”.
3. According to TS 29.510, a list of identifiers of N3 terminations shall contain a FQDN and/or IP address(es) which is shown below.
	Attribute name
	Data type
	P
	Cardinality
	Description

	ipv4EndpointAddresses
	array(Ipv4Addr)
	C
	1..N
	Available endpoint IPv4 address(es) of the N3 terminations (NOTE 1).

	ipv6EndpointAddresses
	array(Ipv6Addr)
	C
	1..N
	Available endpoint IPv6 address(es) of the N3 terminations (NOTE 1).

	endpointFqdn
	Fqdn
	C
	0..1
	Available endpoint FQDN of the N3 terminations (NOTE 1).



However, the list of identifiers of W-AGF is not aligned with the table above. Therefore, it shall be corrected correspondingly.
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	1. Delete the sentence of “using the GCI of the CRG as defined in clause 4.7.9”.
2. Change the word “5G-RG” to “FN-RG”.
3. The list of identifiers of W-AGF should be a FQDN and/or IP address(es).
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc19107109][bookmark: _Toc27840872]4.10a	Non-5G capable device behind 5G-CRG and FN-CRG.
For isolated 5G networks (i.e. roaming is not considered) with wireline access, non-5G capable (N5GC) devices connecting via W-5GAN can be authenticated by the 5GC using EAP based authentication method(s) as defined in TS 33.501 [11]. The following call flow describes the overall registration procedure of such a device.
Each such N5GC device has its own subscription record in UDM/UDR. The 5GC is not aware which N5GC devices are served by a given CRG apart from the fact that the CRG and all N5GC devices this CRG is connecting correspond to the same ULI.




[bookmark: _Hlk31704283]Figure 4.10a-1: 5GC registration of Non-5GC device 
1.	The W-AGF registers the FN-CRG to 5GC as defined in clause 7.2.1.3 or the 5G-CRG registers to 5GC as defined in clause 7.2.1.1.
2.	The CRG is configured as L2 bridge mode and forwards any L2 frame to W-AGF. 802.1x authentication is triggered. This can be done either by N5GC device sending a EAPOL-start frame to W-AGF or W-AGF receives a frame from an unknown MAC address.
[bookmark: _Hlk8920865]How the CRG is configured to work in L2 bridge mode and how the W-AGF is triggered to apply procedures for N5GC devices is defined in CableLabs WR-TR-5WWC-ARCH [27].
[bookmark: _Hlk32437129]3.	W-AGF, on behalf of the N5GC device, issues a N1: Registration Request message to AMF with a device capability indicator that the device is non-5G capable. For this purpose, the W-AGF acts as if it was serving a FN CRG e.g. it builds a NAS Register message containing a SUCI as defined TS 33.501 [11].
 Over N2 there is a separate NGAP connection per N5GC device served by the W-AGF. 
When it provides (over N2) ULI to be associated with a N5GC device, the W-AGF builds the same N5GC’s ULI than using the GCI (see clause 4.7.9)that of the CRG connecting the N5GC device (using the GCI of the CRG as defined in clause 4.7.9).
[bookmark: _Hlk32436381]4.	AMF selects a suitable AUSF as specified in TS 23.501 [2] clause 6.3.4.
5.	EAP based authentication defined in TS 33.501 [11] is performed between the AUSF and N5GC device.
	Once the N5GC device has been authenticated, the AUSF provides relevant security related information to the AMF. AUSF shall return the SUPI (this SUPI corresponds to a NAI that contains  the username of the N5GC device and a realm as defined in TS 33.501 [11]) to AMF only after the authentication is successful.
NOTE:	Each N5GC device is registered to 5GC with its own unique SUPI.
6	The AMF performs other registration procedures as required (see TS 23.502 [3] clause 4.2.2.2.2). 
The W-AGF shall when providing a PEI for a N5GC device provide a PEI containing the MAC address of the N5GC device. The W-AGF may, based on operator policy, encode the MAC address of the N5GC device using the IEEE Extended Unique Identifier EUI-64[xx] format.
7.	The AMF sends Registration Accept message to W-AGF. Then the W-AGF requests the establishment of a PDU Session on behalf of the N5GC device. Only one PDU session per N5GC device is supported.
After successful registration, PDU Session establishment/modification/release procedure specified in clause 7.3.4, 7.3.6, and 7.3.7 apply with the difference as below:
· FN-RG is replaced by N5GC device.
[bookmark: _GoBack]Secondary authentication/authorization by a DN-AAA server during the establishment of such a PDU Session is not applicable.
The W-AGF shall request the release of the NGAP connection for each N5GC device served by a CRG whose NGAP connection has been released.
Roaming is not supported.
5G-CRG, behavbehave as FN-CRG (i.e. L2 bridge mode) when handling N5GC devices.

* * * * Second change * * * *
[bookmark: _Toc19107127][bookmark: _Toc27840892]6.2.2	Control Plane Protocol Stacks between the FN-RG and the 5GC


Figure 6.2.2-1: Control Plane stack for W-5GAN for FN5G-RG
The control plane protocol stack between FN-RG and AMF is defined in figure 6.2.2-1. The W-AGF acts as an N1 termination point on behalf of FN-RG.
For W-5GBAN, the L-W-CP protocol stack, between FN-BRG and W-AGF is defined in BBF WT-456 [9]. For W-5GCAN, the L-W-CP protocol stack between FN-CRG and W-AGF is defined in WR-TR-5WWC-ARCH [27].

* * * * Third change * * * *
[bookmark: _Toc19107158][bookmark: _Toc27840923]7.3.1.1	5G-RG PDU Session establishment via W-5GAN
Clause 7.3.1.1 specifies how a 5G-RG can establish a PDU Session via an W-5GAN as well as to hand over an existing PDU Session between 3GPP access and W-5GAN. The procedure applies in non-roaming scenarios.
The PDU Session Establishment procedure specified in TS 23.502 [3] clause 4.3.2.2.1 applies with the following changes.


Figure 7.3.1.1-1: 5G-RG PDU Session establishment via W-5GAN
1.	The 5G-RG shall send a PDU Session Establishment Request message to AMF as specified in step 1 of clause 4.3.2.2.1. This message shall be sent to W-AGF via the W-CP signalling connection and the W-AGF shall transparently forward it in a N2 Uplink NAS transport message (NAS message, User location information, W-AGF identities) to AMF in the 5GC.
	The W-AGF identities parameter may be included by the W-AGF and contains a list of Identifiers (i.e. a FQDN and/or IP address(es)) of N3 terminations at W-AGF and can be used by SMF in step 8 in TS 23.502 [3] clause 4.3.2.2.1 as input to select an UPF.
	If the 5G-RG needs Hybrid Access with Multi-Access PDU Session service, the 5G-RG requests a MA PDU Session as defined in clause 4.12. In that case, Steps of TS 23.502 [3] clause 4.3.2.2.1 apply as modified by clause 4.12.
2a.	Steps 2-11 specified in TS 23.502 [3] clause 4.3.2.2.1 are executed according to the PDU Session Establishment procedure over 3GPP access with the deviation that in step 3 an additional parameter W-AGF identities received by the AMF from the W-AGF can be sent from AMF to SMF. SMF can use W-AGF identities in step 8 of TS 23.502 [3] clause 4.3.2.2.1 for UPF selection.
	For the LADN service, if the AMF detects the requested DNN is corresponding to a LADN DNN or the default DNN of the requesting S-NSSAI is a LADN DNN, and the access type of 5G-RG equals to wireline access, the AMF will assign "UE Presence in LADN service area" indication to be "OUT", and provide this indication to SMF.
NOTE:	This induces the SMF to reject the PDU Session establishment request
2b.	As described in steps 11 and 12 of TS 23.502 [3] clause 4.3.2.2.1, the AMF shall under request of the SMF send a N2 PDU Session Request message to W-AGF to establish the access resources for this PDU Session. The differences with steps 11 and 12 of TS 23.502 [3] clause 4.3.2.2.1 are:
-	The W-AGF shall ignore RSN if received from 5GC.
3.	Based on its own policies and configuration and based on the QoS flows and QoS parameters received in the previous step, the W-AGF shall determine what W-UP resources are needed for the PDU session. For example, the W-AGF may decide to establish one W-UP resource and associate all QoS profiles with this W-UP resource. In this case, all QoS Flows of the PDU Session would be transferred over one W-UP resource.
4a.	The W-AGF sets up the W-UP resources for the PDU session. This step is specified by BBF for W-5BGAN and by CableLabs for W-5GCAN. The access dependent W-UP resource setup procedure shall provide the identity of the PDU Session associated with the W-UP resource. The W-UP resource setup procedure should support to bind W-UP resources to individual QFI(s) as specified in clause 4.4. The W-UP resource request may also contain other access layer information (e.g., VLAN id) specific for the W5GAN.
5.	After all W-UP resources are established, the W-AGF shall forward to 5G-RG via the W-CP signalling connection the PDU Session Establishment Accept message received in step 2b.
6.	The W-AGF shall send to AMF an N2 PDU Session Request Resource Setup Response (PDU Session ID, AN Tunnel Info, List of accepted/rejected QFI(s), User Plane Security Enforcement Policy Notification).
7.	All steps specified in TS 23.502 [3] clause 4.3.2.2.1 after step 14 are executed according to the PDU Session Establishment procedure over 3GPP access.

* * * * Fourth change * * * *
[bookmark: _Toc19107162][bookmark: _Toc27840927]7.3.4	FN-RG related PDU Session Establishment via W-5GAN
The procedure below is based on the PDU Session Establishment procedure specified in TS 23.502 [3] clause 4.3.2.2.1.


Figure 7.3.4-1: FN-RG related PDU Session Establishment via W-5GAN
0.	[Optional] FN-RG sends an IP address/prefix request to the W-AGF via the L2 connection established in clause 7.2.1.3.
NOTE:	This IP address/prefix request can also be sent by FN-RG later in this procedure; the W-AGF may store this and complete the address allocation via 5GC after the PDU session setup. The means of carrying the IP address/prefix request/response between FN-BRG and W-AGF is defined in BBF WT-456 [9], and between FN-CRG and W-AGF is defined in CableLabes WR-TR-5WWC-ARCH [27].
1.	After the registration procedure is completed, the W-AGF may establish PDU session(s) on behalf of the FN-RG. The trigger for W-AGF to initiate a PDU establishment process is defined in BBF WT-456 [9] and CableLabs WR-TR-5WWC-ARCH [27].
	The W-AGF generates a PDU session ID and derives the parameters for the PDU Session (PDU Session type, S-NSSAI, DNN, SSC mode, etc.) based on signalling received from the FN-RG (DHCP, IPv6 RS, ...), on local configuration, and on information received from the 5GC (e.g. during the Registration procedure or when received URSP rules) and stored on the W-AGF.
	If W-AGF has received a DHCPv4/DHCPv6 request from the FN-RG, it may request a PDU Session with deferred IP address allocation.
	The W-AGF sends a NAS PDU Establishment Request to the AMF. This request contains the PDU Session ID, and may contain a Requested PDU Session Type, a Requested SSC mode, 5GSM Capability PCO, SM PDU DN Request Container, Number of Packet Filters.
	The W-AGF sends NAS PDU Establishment Request in a N2 Uplink NAS transport message (NAS message, User location information, W-AGF identities).
	The W-AGF identities contains a list of Identifiers (i.e. a FQDN and/or IP address(es)) of N3 terminations at W-AGF and can be used by SMF in step 8 in TS 23.502 [3] clause 4.3.2.2.1 as input to select an UPF.
2a.	The PDU session request is processed in the 5GC as per steps 2-11 of TS 23.502 [3] clause 4.3.2.2.1. These steps are for UPF selection and resource reservation/allocation in the UPF. With regard to TS 23.502 [3], an additional parameter is sent from AMF to SMF i.e. the list of Identifiers (i.e. a FQDN and/or IP address(es)) of N3 terminations at W-AGF received by the AMF from the W-AGF. The SMF can use it in step 8 for UPF selection as per clause 4.3.2.2.1.
2b.	The SMF responds via AMF as defined in step 11 of clause 4.3.2.2.1 in TS 23.502 [3] with an N2 PDU Session Request that includes QoS profile(s), PDU Session ID, PDU Session Establishment Accept and the N3 tunnel endpoint information for the UPF. The differences with step 11/12 of TS 23.502 [3] clause 4.3.2.2.1 are:
-	The W-AGF shall ignore RSN if received from 5GC.
3.	Based on its own policies, configuration and based on the QoS flows, QoS parameters received in the previous step, the W-AGF shall determine what W-UP resources are needed for the PDU session.
	The W-AGF may, as defined in BBF WT-456 [9] and CableLabs WR-TR-5WWC-ARCH [27], perform Access specific resource reservation with the AN, that is, it sets up the W-UP resources for the PDU session.
4.	The W-AGF allocates AN N3 tunnel information for the PDU Session and includes the AN N3 tunnel endpoint information in the N2 PDU Session Setup Response message to the AMF.
5.	The PDU session setup procedure is completed in 5GC. All steps after step 13 as specified in TS 23.502 [3] figure 4.3.2.2.1 are executed.
6a.	If W-AGF requested deferred IP address allocation in step 1 and this was accepted by the network, the W-AGF sends on the user Plane of the PDU Session any DHCP or RS message received beforehand from the FN-RG to the 5GC to obtain the IP address/prefix.
6b.	W-AGF completes the IP address/prefix allocation with the FN-RG via the established L2 connection. If W-AGF did not request deferred IP address allocation in step 1a, the IP address/prefix sent back to the FN-RG is the UE IP address/prefix delivered in NAS message in step 2b. If W-AGF requested deferred IP address allocation in step 1a, the IP address/prefix sent back to the FN-RG is the UE IP address/prefix delived via deffered IP address allocation procedures in step 6a.

* * * * End of changes * * * *
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