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	Reason for change:
	According to the current specification text the UPF selection for TSN is performed based on the “subscribed DNN, traffic classes and VLANs”:

Bridge ID of the 5GS Bridge, port numbers of the Ethernet port in NW-TT could be preconfigured on the UPF. The UPF is selected for a PDU Session serving TSC based on subscribed DNN, traffic classes and VLANs. Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment. The port number of the DS-TT Ethernet port for a PDU Session shall be reported to the SMF from the UPF and further stored at the SMF. SMF provides the port numbers and MAC addresses of the Ethernet ports in DS-TT of the related PDU session and port numbers and MAC addresses of the Ethernet ports in NW-TT to the TSN AF via PCF. If a PDU session for which SMF has reported port numbers to TSN AF is released, then SMF informs TSN AF accordingly.
The use of traffic classes and VLANs for UPF selection seems to be an error. Neither of it is listed among the parameters for UPF selection by SMF in clause 6.3.3.2 (“Selection of an UPF for a particular PDU Session”). Note laso that if “traffic classes” refers to IEEE parameters, this should be completely transparent to the SMF.

Assuming that “traffic classes” and “VLANs” need to be removed from the text, what remains for UPF selection is the DNN. We further propose to consider two options for fixing the UPF selection:

Option A: To enable UPF selection based on the sole DNN, it needs to be clarified that the DNN of the PDU Sessions that participate in the 5GS TSN Bridge needs to implicitly point to the 5GS TSN Bridge identity. In other words, the DNN is overloaded with the specific 5GS TSN Bridge identity. 
As a consequence, a 5GS system implementing multiple 5GS TSN bridges needs to use a distinct DNN for each 5GS TSN bridge.

Option B: The 5GS can use a common DNN for multiple 5GS TSN Bridges, but in that case the 5GS TSN Bridge identity needs to be provided to the SMF separately, in addition to the DNN.

We propose to adopt Option B.

Currently there seem to be three unique 5S TSN Bridge identities (Bridge Address, Bridge ID, Bridge Name), per the following excerpt in clause 5.28.1:

-	Information for 5GS Bridge:
-	Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID);
-	Bridge Name;
“Bridge Address” (i.e. a MAC address) and “Bridge ID” are linked to each other in that the latter is derived from the former. The current specification assumes that the Bridge ID is configured in the UPF and is provided to SMF/PCF/AF during the bridge reporting phase. In that sense, the Bridge ID cannot be used for UPF selection by the SMF without making changes in the corresponding call flows.

It is also noted that if NW-TT supports multiple ports, each of them having a distinct MAC address, it is not clear whether there is a need for this “Bridge Address” at all.

For the reasons above we propose to use the Bridge Name (a character string) as a unique 5GS TSN Bridge identity that is stored in the UE subscription information and is used together with the DNN for UPF selection. 


	
	

	Summary of change:
	Clause 5.28.1: Removed “traffi classes” and “VLANs”. Added “Bridge Name stored in the UE subscription information”.

Clause 6.3.3.2: Added “Bridge Name of 5G TSN Bridge”.

Clause 6.3.3.3: Added “Bridge Name of 5G TSN Bridge”.


	
	

	Consequences if not approved:
	Erroneous specifiction text stating that “traffic classes” and “VLANs” are used for UPF selection in TSN context.
[bookmark: _GoBack] 
Without the addition of “Brdige Name” the information for UPF selection needs to be overloaded on the DNN.
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[bookmark: _Toc20150318]***BEGIN CHANGES***
[bookmark: _Toc20150071][bookmark: _Toc27846870][bookmark: _Toc36188001][bookmark: _Toc20150075][bookmark: _Toc27846874]5.28.1	5GS TSN bridge management
5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on a single UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the DS-TT side. For each 5GS Bridge of a TSN network, the ports on NW-TT support the connectivity to the TSN network, the ports on DS-TT side are associated to the PDU Session providing connectivity to the TSN network.
The granularity of the 5GS TSN bridge is per UPF. The bridge ID of the 5GS TSN bridge is bound to the UPF ID of the UPF as identified in TS 23.502 [3]. The TSN AF stores the binding relationship between a port on UE/DS-TT side and a PDU Session during reporting of 5GS TSN bridge information. The TSN AF also stores the information about ports on the UPF/NW-TT side. The UPF/NW-TT forwards traffic to the appropriate egress port based on the traffic forwarding information.
There is only one PDU Session per DS-TT port for a given UPF. All PDU Sessions which connect to the same TSN network via a specific UPF are grouped into a single 5GS bridge. The capabilities of each port on UE/DS-TT side and UPF/NW-TT side are integrated as part of the configuration of the 5GS Bridge and are notified to TSN AF and delivered to CNC for TSN bridge registration and modification.
NOTE 1:	It is assumed that all PDU sessions which connect to the same TSN network via a specific UPF are handled by the same TSN AF.


Figure 5.28.1-1: Per UPF based 5GS bridge
NOTE 2:	If a UE establishes multiple PDU Sessions terminating in different UPFs, then the UE is represented by multiple 5GS TSN bridges.
In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:
-	Configuring the bridge information in 5GS as defined at clause 5.28.2.
-	Report the bridge information of 5GS Bridge to TSN network after PDU session establishment.
-	Map the configuration information obtained from TSN network into 5GS QoS information (e.g. 5QI, TSC Assistance Information) of a QoS Flow in corresponding PDU Session for efficient time-aware scheduling, as defined at clause 5.28.2.
The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge. The bridge information of 5GS Bridge includes at least the following:
-	Information for 5GS Bridge:
-	Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID);
-	Bridge Name;
-	Number of Ports;
-	list of port numbers.
-	Capabilities of 5GS Bridge as defined in 802.1Qcc [95]:
-	5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class.
-	Propagation delay per port (txPropagationDelay), including transmission propagation delay, egress port number.
-	Topology of 5GS Bridge as defined in IEEE 802.1AB [97]:
-	Chassis ID subtype and Chassis ID of the 5GS Bridge.
-	Traffic classes and their priorities per port as defined in IEEE 802.1Q [98].
-	Stream Parameters as defined in clause 12.31.1 in IEEE 802.1Q [98], in order to support PSFP information:
-	Maximum number of filters, which defines the maximum number of streams that the bridge can handle;
-	Maximum number of gates, which can be equal or less than the maximum number of filters;
-	Maximum number of meters (optional) if meassurements are required;
-	Maximum length of the PSFPAdminControlList parameter that can be handled.
The following parameters: independentDelayMax and independentDelayMin, how to calculate them is left to implementation and not defined in this specification.
Bridge ID of the 5GS Bridge, port numbers of the Ethernet port in NW-TT could be preconfigured on the UPF. The SMF selects the UPF is selected for a PDU Session serving TSC based on subscribed DNN, traffic classes and VLANs and Bridge Name stored in the UE subscription information. Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment. The port number of the DS-TT Ethernet port for a PDU Session shall be reported to the SMF from the UPF and further stored at the SMF. SMF provides the port numbers and MAC addresses of the Ethernet ports in DS-TT of the related PDU session and port numbers and MAC addresses of the Ethernet ports in NW-TT to the TSN AF via PCF. If a PDU session for which SMF has reported port numbers to TSN AF is released, then SMF informs TSN AF accordingly.
The TSN AF is responsible to receive the bridge information of 5GS Bridge from 5GS, as well as register or update this information to the TSN network.

***NEXT CHANGE***
[bookmark: _Toc20150217][bookmark: _Toc27847025][bookmark: _Toc36188157]6.3.3.2	SMF Provisioning of available UPF(s)
SMF may be locally configured with the information about the available UPFs, e.g. by OA&M system when UPF is instantiated or removed.
NOTE 1:	UPF information can be updated e.g. by OA&M system any time after the initial provisioning, or UPF itself updates its information to the SMF any time after the node level interaction is established.
The UPF selection functionality in the SMF may optionally utilize the NRF to discover UPF instance(s). In this case, the SMF issues a request to the NRF that may include following parameters: DNN, S-NSSAI, SMF Area Identity, ATSSS steering capabilities, Bridge Name of 5G TSN Bridge. In its answer, the NRF provides the NF profile(s) that include(s) the IP address(es) or the FQDN of the N4 interface of corresponding UPF instance(s) to the SMF.
UPFs may be associated with an SMF Area Identity in the NRF. This allows limiting the SMF provisioning of UPF(s) using NRF to those UPF(s) associated with a certain SMF Area Identity. This can e.g. be used in the case that an SMF is only allowed to control UPF(s) configured in NRF as belonging to a certain SMF Area Identity.
The NRF may be configured by OAM with information on the available UPF(s) or the UPF instance(s) may register its/their NF profile(s) in the NRF. This is further defined in TS 23.502 [3] clause 4.17.
[bookmark: _Toc20150218][bookmark: _Toc27847026][bookmark: _Toc36188158]***NEXT CHANGE***
6.3.3.3	Selection of an UPF for a particular PDU Session
If there is an existing PDU Session, and the SMF receives another PDU Session request to the same DNN and S-NSSAI, and if the SMF determines that interworking with EPC is supported for this PDU Session as specified in clause 4.11.5 of TS 23.502 [3], the SMF should select the same UPF, otherwise, if the SMF determines that interworking with EPC is not supported for the new PDU Session, a different UPF may be selected.
For the same DNN and S-NSSAI if different UPF are selected at 5GC, when the UE is moved to EPC network, there is no requirement to enforce APN-AMBR. Whether and how to apply APN-AMBR for the PDN Connection associated with this DNN/APN is implementation dependent, e.g. possibly only AMBR enforcement per PDU Session applies.
The following parameter(s) and information may be considered by the SMF for UPF selection and re-selection:
-	UPF's dynamic load.
-	Analytics (i.e. statistics or predictions) for UPF load and UE related analytics (UE mobility, UE communication, and expected UE behavioural parameters) as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.
-	UPF's relative static capacity among UPFs supporting the same DNN.
-	UPF location available at the SMF.
-	UE location information.
-	Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.
-	Data Network Name (DNN).
-	PDU Session Type (i.e. IPv4, IPv6, IPv4v6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix.
-	SSC mode selected for the PDU Session.
-	UE subscription profile in UDM.
-	DNAI as included in the PCC Rules and described in clause 5.6.7.
-	Local operator policies.
-	S-NSSAI.
-	Access technology being used by the UE.
-	Information related to user plane topology and user plane terminations, that may be deduced from:
-	5G-AN-provided identities (e.g. CellID, TAI), available UPF(s) and DNAI(s);
-	Identifiers (i.e. FQDN or IP address) of N3 terminations provided by a W-AGF or a TNGF;
-	Information regarding the user plane interfaces of UPF(s). This information may be acquired by the SMF using N4;
-	Information regarding the N3 User Plane termination(s) of the AN serving the UE. This may be deduced from 5G-AN-provided identities (e.g. CellID, TAI);
-	Information regarding the N9 User Plane termination(s) of UPF(s) if needed;
[bookmark: _Hlk500254944]-	Information regarding the User plane termination(s) corresponding to DNAI(s).
-	RSN, support for redundant GTP-U path or support for redundant transport path in the transport layer (as in clause 5.33.2) when redundant UP handling is applicable.
-	Information regarding the ATSSS Steering Capability of the UE session (ATSSS-LL capability, MPTCP capability, or both).
-	Support for UPF allocation of IP address/prefix.
-	Support of the IPUPS functionality, specified in clause 5.8.2.14.
-	Support for High latency communication (see clause 5.31.8).
-	When integration with TSN applies (see clause 5.28), the Bridge Name of the 5G TSN bridge.
NOTE:	How the SMF determines information about the user plane network topology from information listed above, and what information is considered by the SMF, is based on operator configuration.
A W-AGF or a TNGF may provide Identifiers of its N3 terminations when forwarding over N2 uplink NAS signalling to the 5GC. The AMF may relay this information to the SMF, as part of session management signalling for a new PDU Session.

***END OF CHANGES***
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