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	Reason for change:
	1. According to TS 29.510, the list of identifiers of N3 terminations should be a FQDN and/or IP address(es) which is shown below.
	Attribute name
	Data type
	P
	Cardinality
	Description

	ipv4EndpointAddresses
	array(Ipv4Addr)
	C
	1..N
	Available endpoint IPv4 address(es) of the N3 terminations (NOTE 1).

	ipv6EndpointAddresses
	array(Ipv6Addr)
	C
	1..N
	Available endpoint IPv6 address(es) of the N3 terminations (NOTE 1).

	endpointFqdn
	Fqdn
	C
	0..1
	Available endpoint FQDN of the N3 terminations (NOTE 1).



However, some descriptions about identifiers of N3 terminations in this specification is not aligned with the table above. Therefore, they should be corrected correspondingly.
2. Some NC5W devices can authenticate over a TNGF using  as, UE  identifier, a 5G GUTI they have got over 3GPP access. This assumes these devices are capable to use 3GPP  access to 5GC and thus to support 5G NAS. These devices are not the only target of NC5W feature as a device able to support 5G NAS is likely to either support access to N3IWF/TNGF or to ePDG 
Thus most useful N5CW specifications need to support devices unable to attach over 3GPP access to 5GC; 
Since such other N5CW devices cannot send NAS signnalling via Trusted WLAN access, there is no way for N5CW devicesthem to send a SUCI to the AMF.  They can nevertheless attach to 5GC over a TNGF using Non 3GPP authentication methods such as EAP-TLS, where these methods support user identity privacy as defined in clause 2.1.4 of RFC 5216 (see Figure O.3-1 of 33.501).
Therefore, it is assumed that N5CW devices shall have registered to 5GC over 3GPP access before they connects to Trusted WLAN access network. In addition, AMF shall send the SUPI of the N5CW device to AUSF instead of SUCI.

	access
	

	Summary of change:
	1. The list of identifiers of N3 terminations sent from TNGF and TWIF should be a FQDN and/or IP address(es).
2. N5CW devices shall have registered to 5GC over 3GPP before they connect to Trusted WLAN access network.
3. AMF shall send the SUPI of N5CW device derived in the registration procedure for 3GPP access to the AUSF.

	
	

	Consequences if not approved:
	1. Wrong description of identifiers of N3 terminations.
2. 5GC cannot know the SUCI of N5CW devices.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20204144][bookmark: _Toc27894832]4.12a.5	UE Requested PDU Session Establishment via Trusted non-3GPP Access
After the UE registers to 5GC via trusted non-3GPP access, the UE may request a PDU Session establishment by using the same procedure as the one specified in clause 4.12.5 for untrusted non-3GPP access, with the following modifications:
-	The N3IWF in Figure 4.12.5-1 should be substituted with a TNGF and the Untrusted non-3GPP access should be substituted with a Trusted non-3GPP Access Point (TNAP).
-	The TNGF may send a TNGF Identities parameter to AMF inside an N2 Uplink NAS Transport message. The TNGF Identities parameter contains a list of identifiers (i.e. a FQDNs and/or IP address(es)) of N3 terminations supported by the TNGF. If received by the AMF, it shall forward it to the SMF, which may use it as input to UPF selection.
-	The IKEv2 Create Child SA Request message that is sent by the TNGF to UE (in steps 4a and 4c), in order to establish a child SA for one or more QoS flows, shall also include Additional QoS Information. The Additional QoS Information shall contain:
a)	If the IPsec child SA carries a GBR flow: QoS Characteristics and GBR QoS Flow Information:
-	The QoS Characteristics are associated with the 5QI of the GBR flow and are defined in TS 23.501 [2], clause 5.7.3. The TNGF either receives the QoS Characteristics via the N2 interface (in case of a dynamically assigned 5QI), or is pre-configured with the QoS Characteristics (in case of a standardized 5QI).
-	The GBR QoS Flow Information (defined in TS 38.413 [10]) is part of the QoS Profile received via the N2 interface and contains: MFBR, GFBR, optionally a Notification Control, and optionally Maximum Packet Loss Rate. The Notification Control is not used by the UE.
b)	If the IPsec child SA carries a non-GBR flow: QoS Characteristics:
-	The QoS Characteristics are defined in bullet a) above.
	The TNGF may aggregate multiple GBR flows or multiple non-GBR flows into the same IPsec child SA. In this case, the TNGF derives, in an implementation specific way, the QoS Characteristics of the aggregated flow by considering the QoS Characteristics of the individual flows. Similarly, the TNGF derives, in an implementation specific way, the GBR QoS Flow Information of an aggregated GBR flow by considering the GBR QoS Flow Information of the individual GBR flows.
NOTE:	The above behaviour of the TNGF does not create any impact on the N2 interface.
-	After receiving an IKEv2 Create Child SA Request message, the UE shall use the Additional QoS Information contained in this message to determine what QoS resources to reserve over the non-3GPP access, including e.g. guaranteed bit rates and delay bounds for UL/DL communication. How the UE determines what QoS resources to reserve over the non-3GPP access and how these QoS resources are reserved, is outside the scope of 3GPP specifications.
-	If the UE fails to reserve QoS resources over non-3GPP access for the QoS flows associated with the child SA (e.g. because the non-3GPP access network rejects the allocation of the requested bit rates), the UE shall reject the IKEv2 Child SA Request.

* * * * Second change * * * *
[bookmark: _Toc20204150][bookmark: _Toc27894838][bookmark: _Toc20204151][bookmark: _Toc27894839]4.12b.1	General
As specified in TS 23.501 [2] clause 4.2.8.5, devices that do not support 5GC NAS signalling over WLAN access (referred to as "Non-5G-Capable over WLAN" devices, or N5CW devices for short), may access 5GC in a PLMN via a trusted WLAN access network that supports a Trusted WLAN Interworking Function (TWIF). The following clause specifies how a N5CW device can be registered to 5GC and how it can send data via a PDU Session.
A N5CW device may be 5G-capable over 3GPP access, in which case it is also a 5G UE over 3GPP access.
A N5CW device that is not 5G-capable over 3GPP access shall apply EAP methods for authentication that guarantee the privacy of their identity.
NOTE:	TLS subscription identifier privacy protection can be supported, as specified in RFC 5216 for TLS 1.2 or in RFC 8446 for TLS 1.3.
4.12b.2	Initial Registration & PDU Session Establishment
Figure 4.12b.2-1 illustrates how the N5CW device can connect to a trusted WLAN access network and simultaneously register to a 5G core network. A single EAP-based authentication procedure is executed for connecting the N5CW device to the trusted WLAN access network and for registering the N5CW device to the 5G core network.




Figure 4.12b.2-1: Initial registration and PDU session establishment
0.	The N5CW device selects a PLMN and a trusted WLAN that supports "5G connectivity-without-NAS" to this PLMN by using the procedure specified in TS 23.501 [2] clause 6.3.12a, "Access Network selection for devices that do not support 5GC NAS over WLAN".
Steps 1-10:	Initial registration to 5GC.
1.	The N5CW device associates with the selected trusted WLAN and the EAP authentication procedure is initiated.
2.	The N5CW device provides its Network Access Identity (NAI). The Trusted WLAN Access Point (TWAP) selects a Trusted WLAN Interworking Function (TWIF), e.g. based on the received realm, and sends an AAA request to the selected TWIF.
	If the N5CW device has registered to 5GC over 3GPP access to the same 5GC (i.e, it is also a 5G UE) when the above procedure is initiated, then the NAI includes the 5G-GUTI assigned to N5CW device over 3GPP access. This enables the TWIF in step 4a below to select the same AMF as the one serving the N5CW device over 3GPP access.	Comment by LTHM2: I undid the previous changes
	The NAI provided by the N5CW device in step 2b indicates that the N5CW device wants "5G connectivity-without-NAS" towards a specific PLMN (i.e. the PLMN selected in step 0). For example, with NAI=<5G-GUTI>@nai.5gc-nn.mnc123.mcc45.3gppnetwork.org, the N5CW device indicates that it wants "5G connectivity-without-NAS" (5gc-nn) to the PLMN with MCC=45 and MNC=123.
	If privacy protection is are needed, then the N5CW device provides a NAI where the "username" part is either omitted or given the value "anonymous" (as defined in 33.501 Annex O).
3.	The TWIF creates a 5GC Registration Request message on behalf of the N5CW device. The TWIF uses default values to populate the parameters in the Registration Request message, which are the same for all N5CW devices. The Registration type indicates "Initial Registration".
4.	The TWIF selects an AMF (e.g. by using the 5G-GUTI in the NAI, if provided by the N5CW device) and sends an N2 message to the AMF including the Registration Request, the User Location and an AN Type.
5.	The AMF triggers an authentication procedure by sending a request to AUSF indicating the AN type. If the N5CW device provided a 5G GUTI based NAI, the SUPI of the N5CW device derived in the registration procedure for 3GPP access shall be included in the request.
6.	An EAP authentication procedure takes place between the N5CW device and AUSF. Over the N2 interface, the EAP messages are encapsulated within NAS Authentication messages. The type of EAP authentication procedure is specified in TS 33.501 [15].
7.	After a successful authentication, the AUSF sends to AMF the EAP-Success message and the created SEAF key. The AMF derives an AN key from the received SEAF key.
8.	The NAS Security Mode Command (SMC) is sent from the AMF to the TWIF. The selected NAS security algorithms of integrity protection and ciphering are set to NULL.
9.	The AMF sends an N2 Initial Context Setup Request and provides the AN key to TWIF. In turn, the TWIF derives a Pairwise Master Key (PMK) from the AN key and sends the PMK key and the EAP-Success message to the Trusted WLAN Access Point, which forwards the EAP-Success to the N5CW device. The PMK is the key used to secure the WLAN air-interface communication according to IEEE 802.11 specification [48]. A layer-2 or layer-3 connection is established between the Trusted WLAN Access Point and the TWIF for transporting all user-plane traffic of the N5CW device to TWIF. This connection is later bound to an N3 connection that is created for this N5CW device.
10.	Finally, the AMF sends a Registration Accept message to TWIF. At this point, the N5CW device is connected to the WLAN access network and is registered to 5GC.
Steps 20-21:	PDU Session Establishment.
20.	The TWIF creates a PDU Session Establishment Request message on behalf of the N5CW device and sends this message to AMF. This may be triggered by receiving an IP configuration request (e.g. DHCP Offer/Request) from the N5CW device. The TWIF may use default values to populate the parameters in the PDU Session Establishment Request message, but may also skip some PDU session parameters and let the AMF or the SMF determine these parameters based on the N5CW device subscription information received during the registration procedure. This way, default PDU session parameters can be used per N5CW device.
	The value of the PDU Session id provided by TWIF in step 20c shall always be the same. It will be a value reserved for the PDU sessions requested by the TWIF and it will be different from the values that can be used by the N5CW device when requesting a PDU session over 3GPP access. This way, the PDU session id provided by the TWIF cannot be the same with the PDU Session Id of any PDU session established by the N5CW device over 3GPP access.
21.	The AMF sends upon request of the SMF an N2 PDU Session Request message to TWIF in order to reserve the appropriate access network resources. This N2 message includes the PDU Session Establishment Accept message. In step 21b, the TWIF may reserve WLAN access resources for the user-plane communication between the N5CW device and TWIF. If and how this resource reservation is performed is outside the scope of 3GPP.
	After the establishment of the PDU session, the TWIF assigns IP configuration data to N5CW device (e.g. with DHCP). The IP address assigned to N5CW device is the IP address allocated to the PDU session.
Step 25:	User plane communication.
	The TWIF binds the N5CW device-specific L2/L3 connection created in step 9g with the N3 connection created in step 21. All user-plane traffic sent by the N5CW device is forwarded to TWIF via the L2/L3 connection and then to UPF via the N3 connection. The TWIF operates as a Layer-2 relay.
	The TWIF may receive URSP rules (see TS 23.503 [20]), which indicate the traffic that should be offloaded locally by TWIF (sent outside the PDU session) and the traffic that should be sent inside the PDU session.
The above procedure supports only one PDU session per N5CW device whose parameters are either configured for all N5CW devices in the TWIF or are derived from default values in the N5CW device susbscription.
If the TWIF is co-located with one or more local UPFs then:
-	In step 20c (N2 Uplink NAS Transport), the TWIF may send a TWIF Identities parameter to AMF. The TWIF Identities parameter contains a list of identifiers (i.e. a FQDNs and/or IP address(es)) of N3 terminations supported by the TWIF.
-	If received by the AMF, it shall forward it to the SMF when invoking Nsmf_PDUSessionCreateSMContext i.e. at the establishment of the PDU Session. The SMF may use this information to select a local UPF for the PDU Session.

* * * * End of changes * * * *
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