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***** First Change *****
4.2.9.3
AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure
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Figure 4.2.9.3-1: AAA Server initiated Network Slice-Specific Re-authentication and Re-authorization procedure

1.
The AAA-S requests the re-authentication and re-authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Re-Auth Request message, for the UE identified by the GPSI in this message. This message is sent to a AAA-P, if the AAA-P is used (e.g. the AAA Server belongs to a third party), otherwise it is sent directly to the AUSF.

2.
The AAA-P, if present, relays the request to the AUSF.

3a-3b.
AUSF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message.

4.
The AUSF notifies Re-auth event to the AMF to re-authenticate/re-authorize the S-NSSAI for the UE using Nausf_NSSAA_Notify with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].

5.
The AMF triggers the Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1. If the S-NSSAI is included in the Allowed NSSAI for one or both accesses and the UE is registered over both accesses, the AMF selects an access type to perform NSSAA. If the UE is unreachable (e.g. UE is only registered over non-3GPP access and is in CM-IDLE state, UE losts coverage temporarily, etc.), the AMF marks the S-NSSAI as pending for any access. When the UE becomes CM-CONNECTED over any access and pending S-NSSAI exist for the UE, the AMF initiates NSSAA if needed.
***** End of Changes *****
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