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	Reason for change:
	The port management information table (Table 5.28.3.1-1) contains diverse information that follows in one of the following two categories:
· Port-specific (either DS-TT port or NW-TT port)
· Bridge-specific applying to the 5GS TSN bridge as a whole (e.g. Chassis ID, traffic forwarding information, Stream parameters).

It is proposed to split the table accordingly into port-specific and bridge-specific information, assuming that it will be transported in Port Management Information Container and Bridge Management Information Container, respectively.

Regarding the case of DS-TT that is not able to perform Neighbor discovery, currently the specification implies that a specific NW-TT port container needs to be used (probably randomly selected), although the network discovery on DS-TT behalf is a function of the NW-TT as a whole, rather than a specific NW-TT port.

Note that the current specification is unclear whether the NW-TT port used for delivering DS-TT neighbor discovery configuration needs to be the same as the NW-TT port for delivering the DS-TT neighbor discovery information. 

It is proposed to move the information related to DS-TT not capable of network discovery into the Bridge-specific table because that information targets the NW-TT as a whole, rather than a specific NW-TT port.


	
	

	Summary of change:
	Clause 5.28.3.1: Separated Port management information and Bridge management information in two different tables. The Bridge management information table also consolidates parameters that are mentioned elsewhere (e.g. in clause 5.28.1 and 5.28.2).

Clause 5.28.3.2: Clarified that the information exchanged between TSN AF and NW-TT can include one or several Port Management Information Containers with related NW-TT port numbers and/or one Bridge Management Information Container.


	
	

	Consequences if not approved:
	By using Port Management Information only in the current specification text it is implied that for exchange of common 5G TSN bridge information (e.g. Traffic forwarding rules) between AF and NW-TT a specific NW-TT port management container needs to be used. Similarly, for exchanging DS-TT neighbor discovery configuration/information between AF and NW-TT (for DS-TTs that are not capable of neighbor discovery) it is implied that a specific NW-TT port management container needs to be used. Consider how strange this is: if the AF needs to deliver DS-TT discovery configuration to NW-TT, it randomly selects a PDU Session (not necessarily related to the DS-TT for which the neighbor discovery is intended) and also randomly selects the NW-TT port in order to deliver the information to NW-TT…. information that is unrelated to either the “hijacked” PDU session or the “hijacked” NW-TT port.
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[bookmark: _Toc20150318]***BEGIN CHANGES***
[bookmark: _Toc20150076][bookmark: _Toc27846875][bookmark: _Toc20150075][bookmark: _Toc27846874]5.28.3	Port and bridge management information exchange in 5GS
[bookmark: _Toc20150074][bookmark: _Toc27846873]5.28.3.1	General
[bookmark: _Hlk31966776]Bridge Port and bridge management information is exchanged between CNC and TSN AF. A subset ofDepending on the need, respective  bridge management information is common for the NW-TT as a whole. The , referred to as port management information, is related to Ethernet ports located in DS-TT or NW-TT.
5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. NW-TT may support one or more ports. In this case, each port uses separate Port Management Information Container. 5GS shall also support transfer of standardized and deployment-specific bridge management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Bridge Management Information Container. Table 5.28.3.1-1 and Table 5.28.3.1-2 lists standardized port management information and bridge management information, respectively.	Comment by Nokia: The transfer of Bridge Management Information is required when LLDP Sub-Agent function is performed at DS-TT

Table 5.28.3.1-1: Standardized port management information
	Port management information
	Applicability (see Note 6)
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	GateEnabled
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminCycleTime (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlListLength (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-29

	Traffic forwarding information
	
	
	
	

	Static Filtering Entry (NOTE 7)
	
	X
	RW
	IEEE 802.1Q [98] clause 8.8.1

	General Neighbor discovery configuration
(NOTE 4)
	
	
	
	

	adminStatus
	D
	X
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier	Comment by Nokia: This information is not port specific. It is not a good idea to split bridge management information and port management information and define then a separate container for DS-TT and NW-TT which contains then a mixture of port and bridge management information.

A better solution is to use an array of containers and to allow to transport both port management containers and a bridge management container

	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	NW-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	D
	N
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	D
	N
	RW
	IEEE 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	lldpV2RemChassisIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE 802.1AB [97] clause 8.5.4

	Neighbor discovery information for each discovered neighbor of DS-TT
(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	D
	N
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Per-Stream Filtering and Policing information
(NOTE 10)
	
	
	
	

	Stream Filter Instance Table
(NOTE 8)
	
	
	
	IEEE 802.1Q [98] Table 12-32

	StreamHandleSpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	PrioritySpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	StreamGateInstanceID
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	Stream Gate Instance Table
(NOTE 9)
	
	
	
	IEEE 802.1Q [98] Table 12-33

	StreamGateInstance
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.
NOTE 3:	AdminCycleTime and AdminControlListLength are optional for gate control information.
NOTE 4:	If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT and NW-TT performs neighbor discovery on behalf on DS-TT.Void
NOTE 5:	If DS-TT supports neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from DS-TT. If DS-TT does not support neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from NW-TT, which performs which the NW-TT performs neighbor discovery on behalf on DS-TT.
NOTE 6:	X = applicable; D = applicable when validation and generation of LLDP frames is processed at the DS-TT; N = applicable when validation and generation of LLDP frames is processed centrally at NW-TT. ; N = applicable when validation and generation of LLDP frames is processed centrally at NW-TT
NOTE 7:	NW-TT uses Static Filtering Entry information to determine the NW-TT egress port for forwarding UL TSC trafficVoid.
NOTE 8:	There is a Stream Filter Instance Table per Stream.
NOTE 9:	There is a Stream Gate Instance Table per Gate.
NOTE 10:	The use of PSFP information is mandatory at the TSN AF and is optional at both DS-TT and NW-TT. TSN AF uses the PSFP information at TSN bridge configuration time to identify the DS-TT MAC address of the PDU Session as described in clause 5.28.2 and for determination of the TSCAI information as described in Annex I. The PSFP information can be used at the DS-TT (if supported) and at the NW-TT (if supported) for the purpose of per-stream filtering and policing as defined in IEEE 802.1Q [98] clause 8.6.5.1.





Table 5.28.3.1-2: Standardized bridge management information
	Bridge management information
	Supported operations by TSN AF
(see NOTE 1)
	Reference


	Information for 5GS Bridge
	
	

	Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID)
	R
	

	Bridge Name
	R
	

		Comment by 柯小婉: Not need, when new NW-TT port detected, it will report its port container and the associated bridge ID. TSN AF can derived the relationshop between the bridge and NW-TT port. Have this info here requires to update bridge container again and again as long as new port detected 
Nokia: Agree this is not needed. The TSN AF has to report all bridge ports, i.e. also DS-TT ports. The list of ports is a TSN AF only parameter and is calculated based on the received port numbers sending port management information containers

	
	

		Comment by 柯小婉: Same reason as number of NW-TT ports	Comment by Nokia: Also this parameter is a TSN AF only parameter. When the TSN AF receives a port number it checks if the port number is in the list or not. In the latter case it increases the “Number of Ports” parameter and adds the new port number to the “List of Port Numbers”
	
	

	
	
	

	
	
	

	
	
	

	Static Filtering Entry (NOTE 3)
	RW
	IEEE 802.1Q[98] clause 8.8.1

	General Neighbor discovery configuration
(NOTE 2)
	
	

	adminStatus
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	RW
	IEEE 802.1AB [97] Table 11-2

		Comment by Nokia: Port number configurations are part of the port management container see respective table.
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	

	
	

	


	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

		Comment by 柯小婉: 属于能力？
	
	

	
	
	

	
	
	

	
	
	

		Comment by Nokia: Such maximum parameters are not known in IEEE 802.1Q-2018. Therefore, it is considered as new functionality, which should not be introduced in Rel. 16.
	
	

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration to DS-TT and NW-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration to NW-TT and NW-TT performs neighbor discovery on behalf on DS-TT.


NOTE 3:   NW-TT uses Static Filtering Entry information to determine the NW-TT egress port for forwarding UL TSC traffic.
NOTE 4:	DS-TT discovery configuration and DS-TT discovery information are used only when DS-TT doesn’t support the neighbour discovery and NW-TT performs neighbor discovery on behalf of DS-TT. These IEs are delivered via the procedures for the PDU session for the DS-TT port, while the other IEs of table are delivered via the procedures for any of the PDU sessions of the 5GS TSN bridge.	Comment by Nokia: Unclear why you are duplicating this between the two tables.	Comment by Samsung5: Based on Vivo’s comments.
NOTE 3:	X = applicable; D = applicable when validation and generation of LLDP frames is processed at the DS-TT; N = applicable when validation and generation of LLDP frames is processed centrally at NW-TT.




Exchange of port and bridge management information between TSN AF and NW-TT or DS-TT allows TSN AF to:
1)	retrieve port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
2)	send port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
3)	subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes or bridge management information changes.
Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:
-	notify TSN AF if port management information has changed that TSN AF has subscribed for.
-	provide pre-configured Bridge Address and NW-TT port numbers to the TSN AF.
Exchange of bridge management information between TSN AF and NW-TT is initiated by NW-TT to:
-	notify TSN AF if bridge management information has changed that TSN AF has subscribed for.
Exchange of port management information is initiated by DS-TT to:
-	provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.
TSN AF indicates inside the Port Management Information Container or Bridge Management Information Container whether it wants to retrieve or send port or bridge management information or intends to (un-)subscribe for notifications.

***NEXT CHANGE***

5.28.3.2	Transfer of port or bridge management information
Port management information is transferred transparently via 5GS between TSN AF and DS-TT or NW-TT, respectively, inside a Port Management Information Container (PMIC). Bridge management information is transferred transparently via 5GS between TSN AF and NW-TT inside a Bridge Management Information Container (BMIC). The transfer of port or bridge management information is as follows:
-	To convey port management information from DS-TT or NW-TT to TSN AF:
-	DS-TT provides a Port Management Information ContainerPMIC and/or BMIC and the DS-TT port MAC address to the UE, which includes the Port Management Information containerPMIC and/or BMIC as an optional Information Element of an N1 SM container and triggers the UE requested PDU Session Establishment procedure/ or PDU Session Modification procedure to forward the Port Management Information containerPMIC and/or BMIC to the SMF. SMF forwards the Port Management Information containerPMIC and/or BMIC and the port number of the related DS-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.3.3.2;	Comment by Nokia: BMIC contains only the LLDP relevant parameters. As this information is bridge specific it should be defined in the BMIC and needs to be exchanged as described in clause 5.28.3.1.
-	NW-TT provides a Port Management Information ContainerPMIC(s) and/or BMIC to the UPF, which triggers the N4 Session Level Reporting Procedure to forward the Port Management Information ContainerPMIC(s) and/or BMIC to SMF. The UPF invokes the N4 Session Level Reporting Procedure for any of the related PDU sessions that are part of the 5G TSN bridge. SMF in turn forwards the container PMIC(s) and the port number(s) of the related NW-TT Ethernet port(s), or the BMIC, to TSN AF as described in TS 23.502 [3] clause 4.16.5.1. If NW-TT provides a Port Management Information Container for an Ethernet port shared by multiple PDU sessions, then UPF forwards the Port Management Information Container only for one of those PDU sessions. If there is no PDU session for DS-TT port setup yet when PMIC(s) for NW-TT port or BMIC are generated, the UPF waits for at least one PDU Session setup for reporting the PMIC(s) and the port number(s) of the related NW-TT Ethernet port(s), and/or the BMIC.
-	To convey port management information from TSN AF to DS-TT or NW-TT:
-	TSN AF provides a Port Management Information ContainerPMIC and/or BMIC, MAC address reported for a PDU Session (i.e. MAC address of the DS-TT port related to the PDU session) and the port number of the Ethernet port to manage to the PCF by using the AF Session level Procedure., which forwards the information to SMF based on the MAC address using the PCF initiated SM Policy Association Modification procedure as described in TS 23.502 [3] clause 4.16.5.2. SMF determines whether that the port number relates to a DS-TT or NW-TT Ethernet port and based on this forwards the Port Management Information ContainerPMIC and/or BMIC to DS-TT or NW-TT using the network requested PDU Session Modification procedure as described in TS 23.502 [3] clause 4.3.3.2. If the port number identifies an NW-TT Ethernet port shared by multiple PDU sessions, PCF and SMF forward the Port Management Information Container only for one of those PDU sessions.
-	To convey port or bridge management information from TSN AF to NW-TT:
-	TSN AF selects a PCF-AF session corresponding to any of the DS-TT MAC addresses related PDU sessions of this 5G TSN bridge and provides a PMIC(s) and the related NW-TT port number(s) and/or BMIC to the PCF. The PCF uses the PCF initiated SM Policy Association Modification procedure to forward the information received from TSN AF to SMF as described in TS 23.502 [3] clause 4.16.5.2. SMF determines that the included information needs to be delivered to the NW-TT either by determining that the port number(s) relate(s) to a NW-TT Ethernet port(s) or based on the presence of BMIC, and forwards the container(s) and/or related port number(s) to NW-TT using the N4 Session Modification procedure described in TS 23.502 [3] clause 4.4.1.3.

***END OF CHANGES***
