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1.
Issues for Vertical_LAN 
1.1
Support for PSFP based Hold and Forward Buffering rule
1.1.1
Description
Determine the need to support PSFP based Hold and Forward Buffering rule that is provided on a per TSC stream basis to NW-TT and DS-TT. This is for buffering the TSC stream that earlier arrived at the egress port to their scheduled transmission time (reference S2-2002164).
1.1.2
Companies View
Question: Do you foresee the need to support PSFP based Hold and Forward Buffering rule that is provided on a per TSC stream basis to NW-TT and DS-TT? 
If your answer is YES, please indicate if you would support approving a revision of S2-2002164?
	Company Name 
	Company View
Yes/No
	Notes

	Nokia, Nokia Shanghai Bell
	Yes
	Revision of S2-2002164 will be fine. Revision required:

From:

Note 7: If deployments declare the same value of IndependentDelayMin and IndependentDelayMax of the 5GS Bridge, the PSFP based Hold and Forward Buffering rule is provided on a per TSC stream basis to NW-TT and DS-TT for buffering the TSC stream that earlier arrived at the egress port to their scheduled transmission time. The PSFP based Hold and Forward Buffering rule is determined based on bridge delay as described clause 5.27.5 and the PSFP of the TSC Stream, PSFP based Hold and Forward Buffering rule is the same as PSFP of the TSC Stream except that the PSFPAdminBaseTime of the rule is the sum of PSFPAdminBaseTime of PSFP and bridge delay.

Reason: dependency on the condition for independent delay min/max is unclear. The PSFP Hold and forward buffering rule is provided on a per TSC stream basis anyhow.

	
	
	

	
	
	

	
	
	


1.1.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.
1.1.4
Proposed Way Forward 
Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.2
VLAN ID configuration for bridge management
1.2.1
Description
Editor’s Note: Brief description of the Issue. 

It is unclear how VLAN ID should be configured for bridge management. Following are some options considered:

· Solution Option 1: As soon as the TSN AF knows the port numbers, the VLAN configuration can be performed via SNMP from a OAM/CNC similar as for the LLDP configuration. The TSN AF transfers then the VLAN configuration to the UPF using the additional parameters defined in the CR.

· Solution Option 2: The VLAN configuration per port is also pre-configured together with the port numbers of the Ethernet in NW-TT and will be provided to the TSN AF. Then the VLAN pre-configuration may be reported together with the port numbers. 

1.2.2
Companies View
Question: Should Solution Option 1 or Option 2 or some other option (if so, what?) be selected as solution for issue described in 1.2.1?

	Company Name 
	Company View
(Option 1/Option 2/some other option)
	Notes

	Nokia, Nokia Shanghai Bell
	Option 1
	Refer S2-2002208. 

It is proposed to introduce the VLAN configuration information exchange between TSN AF and the ports of DS-TT/NW-TT by adding the information to the port management container described in TS 23.501 clause 5.28.3.1.

This avoids possibly conflicting VLAN configuration in the Ethernet network and the NW-TT/DS-TT.
The VLAN configuration defines for example: if VLANs can be modified automatically by neighboring devices or how a 5GS TSN bridge performs when a connected End Station is not VLAN aware.
While both options solve the open issue that CNC needs to know the VLAN behavior of each bridge port, Option 1 allows the CNC to use available network resources more flexible for TSN streams.



	
	
	

	
	
	

	
	
	


1.2.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.2.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.3
Assumptions on the number of ports per NW-TT within the UPF
1.3.1
Description
Varying assumptions on the number of ports per NW-TT within the UPF.

Following are the possible options:

· Option A: There is only one NW-TT per UPF. Each NW-TT can have one or more ports. 
· Option B: There is only one NW-TT per UPF. Each NW-TT can have at most one port. 

1.3.2
Companies View
Question: Do you agree with option A or option B? 

	Company Name 
	Company View
(Option A/Option B)
	Notes

	Nokia, Nokia Shanghai Bell
	Option A
	Enable correct addressing of port management and bridge management information when NW-TT provides more than one port, this also includes the LLDP discovery per port.

	
	
	

	
	
	

	
	
	


1.3.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.3.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.4
System Configuration that is not PDU Session specific
1.4.1
Description
Issue identified in Intel paper: Misuse of PCF procedures for invoking system configuration that is not PDU Session-specific. Refer to draft CRs from Intel circulated in the SA2 discussion list on March 31st, 2020 that updates this to use NEF procedures for invoking system configuration that is not PDU-session specific, also uploaded as S2-2002671, S2-2002672, S2-2002673 and S2-2002674.
1.4.2
Companies View
Question #1: Do you prefer to introduce NEF procedures (instead of current specification approach) for invoking system configuration that is not PDU Session specific? 
Question #2: If so, would you be OK to work on revision(s) of the Intel CRs circulated in the SA2 discussion list with the view of approving them in SA2#138E?

	Company Name 
	Company View
YES/NO to Q1

YES/NO to Q2
	Notes

	China Mobile
	NO to Q1
NO to Q2
	We think the PCF procedure is enough for transferring the DS-TT and NW-TT port management information to TSN AF. Even the NW-TT port management information is not for specific PDU session, but randomly utilizing the PDU session procedure still work for the port managmenet information transmittion.Therefore, given that the PCF anyhow have to be involved in this port management information transmission procedure, let’s make less impact on NEF and SMF.

	Nokia, Nokia Shanghai Bell
	Q1: No, 

Q1: No
	We do not see it critical to introduce NEF procedures for invoking system configuration that is not PDU Session specific.

	
	
	

	
	
	


1.4.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.4.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
1.5
Support for CAG specific Access control
1.5.1
Description
Refer to incoming LS from RAN2 in S2-2002656; It states:

‘Although at least one operator has indicated that UAC Parameters should also specify CAG ID, to date there is no agreement in RAN2 on the required granularity of UAC parameters broadcasted in a cell in case of PNI-NPNs with multiple CAG IDs for the same PLMN. More specifically whether it is sufficient to broadcast the Unified Access Control (UAC) parameters per PLMN or there is need to broadcast CAG ID specific configuration of UAC parameters. RAN2 observed that SA2 has specified in TS23.501 Section 5.30.3.4 that “In order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload, existing mechanisms defined for Control Plane load control, congestion and overload control in clause 5.19 can be used, as well as the access control and barring functionality described in clause 5.2.5, or Unified Access Control using the access categories as defined in TS 24.501 [47] can be used”. RAN2 was not able to conclude whether this means that using the operator-defined access categories with access category criteria type set to the S-NSSAI used for PNI-NPN is sufficient to provide CAG specific access control.’
It should also be noted that TS 23.501 states:

· As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used to apply access control.

· A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.

· CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).

Note: Although two related questions in RAN2 LS are for CT1/SA1, this is also relevant for SA2 discussion based on the quote from TS 23.501 in RAN2 LS, also the fact that SA2 identified that the CAG feature may optionally be used to apply access control.

· Question 1: 
Is there a requirement to enable PNI-NPN (CAG ID) specific access control in cells that are shared among PNI-NPNs belonging to the same PLMN?

· Question 2: 
If there is a requirement to enable PNI-NPN (CAG ID) specific access control in cells that are shared among PNI-NPNs belonging to the same PLMN, then is it sufficient to broadcast the Unified Access Control (UAC) parameters per PLMN (assuming that using the operator-defined access categories with access category criteria type set to the S-NSSAI used for PNI-NPN is sufficient to provide CAG specific UAC) or there is need to enable the broadcast of CAG ID specific configuration of UAC parameters? 

LS states:

“RAN2 understanding is that after manual CAG ID selection by UE NAS the UE AS shall select a cell that supports the manually selected CAG ID in order to perform the registration procedure triggered by UE NAS. RAN2 is seeking further guidance on the manual CAG ID selection issue. RAN2 has the following questions:”

Question 3: 
If a UE performs manual CAG selection and a successful registration, then whether the UE shall stay on cells supporting the manually selected CAG ID in RRC_CONNECTED state especially in the case when after registration the Allowed CAG List in the UE does not contain the manually selected CAG ID?

Question 4:
Shall a UE prioritize for cell reselection the cells supporting the manually selected CAG ID over other suitable cells that do not support the manually selected CAG ID after a successful registration?
1.5.2
Companies View
Answer to Questions 1, 2, 3, 4, 5 above.
	Company Name 
	Company View
YES/NO to Q1

YES/NO to Q2

YES/NO to Q3

YES/NO to Q4
	Notes

	NTT DOCOMO
	NO to Q1
	Access control in general and UAC, which is designed to be used in an unusual situation e.g. disaster or a concentrated big event, are quite different. In the question, CAG specific UAC might look like UAC for network sharing case, but it is different. The latter was introduced to protect network equipment that is owned by each PLMN and under its responsibility. In case of PNI-NPN, a PLMN owns and has responsibility for all the PNI-NPNs. Hence, we don’t see a use case for CAG specific UAC.

	OPPO
	Answer to Q1: YES

Answer to Q2: YES

Answer to Q3: NO

Answer to Q4: NO


	Re: Answer 1

Current access control through slice control is at network level. By the time the UE gets to the AMF, it would already have used radio resources. If there is congestion in the system, it is very likely the radio level congestion will occur before network (AMF) congestion Secondly, as there is network sharing and even PLMN supporting different enterprise networks, even though there could all be served by same slice. In such cases, PLMN operators can "tune" different access/barring levels for individual enterprises based on CAG IDs.

Re: Answer 2

We believe the broadcast of CAG_ID for UAC has tobe complemented by having CAG_ID in either Operator Defined Access Categories and/or standardized access categories

Re: Answer 3

Once registration is completed and the Allowed CAG list is provided/updated, that is what matters. An analogy (although a reverse case) is if when UE is in connected state, the CAG it is on is no longer allowed – e.g. due to subscription expiry, enterprise administration changes etc – then UE should stay on or select to that CAG.

Re: Answer 4.

Entries of the Allowed CAG list are not in any priority order.



	Ericsson
	NO to Q1
YES to it is sufficient and NO to last question of Q2

NO to Q3

NO to Q4
	Q1: The question, even though not clear, is related to UAC. The UAC requirements are specified by SA1, and there are no such requirements. The question is addressed to SA1 i.e. SA1 need to answer it.

However, it has been discussed by SA2 and the reason for adding CAG functionality was the requirement (from TS 22.261) "The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorized to select.", and slicing could not prevent that at cell selection as stated in above referenced text (from 23.501) "As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas where the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used to apply access control.". UAC is simply not something that is used to control the UEs cell selection by a non-overloaded network. The UAC aspect is also clarified in Annex D2 of 23.501 with " In order to prevent access to NPNs for authorized UE(s) in the case of network congestion/overload and if a dedicated S-NSSAI has been allocated for an NPN, the Unified Access Control can be used using the operator-defined access categories with access category criteria type (as defined in TS 24.501 [47]) set to the S-NSSAI used for an NPN."
Q2: CAGs define areas for accessing the PLMN. The PLMN may use slicing to support one or more NPNs, e.g. each NPN may get their own S-NSSAI and for areas where more than one S-NSSAI are available, the same CAG ID may be used. If UAC for S-NSSAIs is required, then it can be enabled by e.g. an ODAC used for the specific or group of S-NSSAIs. There is therefore no need for CAG ID specific UAC.

Q3: The network will provide the UE with updated CAG information when it has changed in the network. If the CAG ID that was manually selected is not part of the Allowed CAG list, then the UE shall not stay on the cell (unless in limited service). In CM-CONNECTED the NG-RAN ensures this by AMF providing an up to date Mobility Restriction List that includes the CAG information.

Q4: There is no priority among the CAG IDs of a PLMN, i.e. there is no need to prioritize the manually selected CAG ID. As long as the UE finds a cell from where there UE can access the network, any of the CAG cells gives the same access. If the UE would prioritize one CAG ID and some of the CAG IDs in the Allowed CAG list gets available with better performance the UE would try to access the network from a non-optimal cell.

Once the UE has been updated with the current CAG info as available in the network, the UE shall use the network provided CAG information during cell reselection (and disregards the manually selected CAG ID). The reason to use manual selection is to cover cases when the UE has not yet been updated with the latest CAG information by the network.

	
	
	


1.5.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

1.5.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
