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1.
Issues for  eSBA 
1.x
SBA multiple SCPs support
1.x.1
Issue Description
Editor’s Note: Brief description of the Issue. 
For an indirect communication between a consumer and a producer, it is possible that an SCP1 is deployed in the consumer’s end (e.g. site, region), while another SCP2 is deployed in the producer’s end (e.g. site, region). It is also possible that more than 2 SCP are in a communication path to support a more advanced signaling network. This means that in a routing path between a consumer and a producer there may be multiple SCPs. Currently the specifications has not detailed the support for multiple SCPs in the path.
At the last e-meeting SA2#137E, 4 documents from different companies addressing missing aspects of support for multiple SCPs.  We did not converge on a way forward during the e-meeting and instead postponed the documents. A CC is held on 23rd March, where Ericsson and NOKIA proposal are discussed. Some initial feedback is obtained.

1.x.2
Companies View
	Question
	Company Name
	Company View
(Yes/No) / (Option A/Option B)
	Notes

	1. Currently, if a deployment requires multiple SCPs for a given SBI message or messages, it is not specified how the HTTP/2 requests are routed between the SCPs (e.g. determination of Next Hop SCP). Do you see the need for SA2 to specify message routing between SCPs?  
	Nokia
	Yes
	

	
	ZTE
	Yes
	

	
	Deutsche Telekom
	No
	We do not really see the problem of configuring a distributed network of HTTP proxies as neither something new nor something that would require architectural work from SA2 perspective. In addition, very deployment-dependent. However, it seems like we are the only onew with this view. Any solution should at least not impact deployments that do not require this feature

	
	Ericsson
	Yes
	

	
	CATT
	Yes
	

	
	AT&T
	Yes
	

	
	Tencent
	Open
	We need to support two SCPs in the path. 

The routing between two SCPs seems more like a routing issue and can be considered as an implementation. Not sure whether we need to specify it in SA2. 



	
	Cisco
	Yes
	

	
	CMCC
	Yes
	

	
	Huawei
	Yes 
	

	
	Samsung
	Yes
	

	
	Orange
	No
	In our opinion, there could be indeed deployments with multiple distributed SCPs (e.g. SCP at consumer side, SCP at producer side, slice-specific SCPs, SCPs shared across several slices, regional SCPs, etc.) with or without an intermediate (or centralized PLMN level) SCP. We believe however that these are deployment specific matters that ought to be handled via configuration of SCPs with no need for any specification effort. Actually, the field of possible deployment options is large and there is a high risk of restricting it.
Now if a solution is to be standardized, this should clearly be done in CT4 (in charge of routing aspects).

	
	InterDigital Inc.
	Yes
	It should be specified. The SCP (including NRF) may determine the targeted NF Service (and its Instance) which might be resolved in the local SCP or a remote one. 

	
	Oracle
	No
	We believe inter-SCP routing should be left to implementation and done at the SCP. Regardless, this is certainly not an essential correction in Rel-16.

	2. Given HTTP/2 request routing is standardized, should we provide procedures to convey to an SCP how to route SBI messages through two SCPs in the path (Option A) or should we provide procedures to convey to an SCP how to route SBI messages through more than one SCP in the path not restricted to max two. (Generalized “multiple SCPs” case)? (Option B)
	Nokia
	A and B
	While two SCPs in the path are a likely scenario, multiple SCPs cannot be ruled out.

Question is a bit ambiguous, thus some clarifications on my views:

+ It might collide with the intention of question 8. We need procedures to cover more than two SCPs, but we do not need procedures to provide the full path to the first SCP.

+ Also, procedures should also be usable for NF service consumers, not only SCPs. 

	
	ZTE
	Option A
	

	
	Deutsche Telekom
	Option B
	If this is indeed the way forward, the solution should be generic (i.e. not limited to a specific number)

	
	Ericsson
	Option B preferred
	A generic solution is preferred, not limited to two SCPs.

	
	CATT
	Option A and B
	CATT has the similar concerns as Nokia’s clarifications.

	
	AT&T
	Option B
	Option B is inclusive of Option A

	
	Tencent 
	N/A
	

	
	Cisco 
	Option A
	

	
	CMCC
	Option B
	A general approach is preferred

	
	Huawei
	Option B
	Two SCP is most common scenario. But we agree it is not need to restrict the number of SCP. 

	
	Samsung
	Option A and B
	Agree with Nokia’s view

	
	Orange
	Option B
	Option B include option A

	
	InterDigital Inc.
	Option B
	Using forwarding rules within the SCP per NF Service and its instances for load-balancing, smooth introduction of new NF Service versions and/or fulfil business relationships with roaming partners.

	
	Oracle
	Option B
	

	3. Should we also address SEPP aspects?
	Nokia
	Yes
	Most likely a very similar solution can be used to discover egress SEPPs, and it beneficial f a network has multiple SEPPs to cone to different PLMNs.

However, I do not intend to cover routing from the egress SEPP in one PLMN to the ingress SEPP of another PLMN, as I assume that SEPPs already have suitable databsaes

	
	ZTE
	No
	

	
	Deutsche Telekom
	No
	This would be a separate discussion altogether. Furthermore, one would first need to clarify what “SEPP aspects” are

	
	Ericsson
	No
	Orthogonal discussion

	
	CATT
	Yes
	In fact, I believe this issue should apply to all kinds of proxies, including SCP, SEPP, and other proxies may be definded in the future.

	
	AT&T
	see Notes
	Yes only if a general solution can be found that can be applicable to both SCP and SEPP 

	
	Tencent
	open
	Not quite clear why SEPP is related with SCP selection. The scenarios need to be further discussed.

	
	Cisco
	No
	

	
	CMCC
	No
	

	
	Huawei
	No  
	We see some commonalities. But it may be better to focus on the SCP first considering the timeline. 

	
	Samsung
	No
	Same view with Huawei.

	
	Orange
	No
	As for Q1 above, these are routing aspects that do not need standardization effort.
Now again, if a solution is to be standardized, this should clearly be done in CT4.

	
	InterDigital Inc.
	No
	It is not clear why SEPP is required and how a particular deployment may look like. Futher discussion is needed. 

	
	Oracle
	No
	SEPP is a separate concern and these two shouldn’t be mixed.

	4. Should we also address where Instance selection is performed? If yes, where? At service consumer (Option A), first SCP in the path (Option B), last SCP in the path (Option C), other option (Option D)
	Nokia
	We need to support at least Option A and C
	Model C allows instance selection either at NF service consumer or SCP. For model D it is only SCP .(In both cases it is so far open which SCP)

It is beneficial to do instance selection at last SCP because this SCP can have up-to-date information about load, overload, and availability of instances (compare e.g. with CT4 work on load and overlaod control and consider that a serving SCP will have frequent exchanges with the served NFs).

We assume that it will be up to operator policy to select where instance selection is done in the network.

	
	ZTE
	Option A and Option C
	Option A is   for model C, Option C is for Model C and D.

	
	Deutsche Telekom
	Option D
	Selection should be based on what is included in the headers/URI. If a selection has been performed (does not matter by whome), the URI (root element, as defined by Stage 3) will point to a specific target. A receiving end (e.g. SCP) should stick to what is in the request. If the endpoint is not available, reselection may take place.

Whether an extra header to notify further hops could be added to signal that selection was performed could be discussed though. But “who performs selection” is not in our view part of “route calculation”

	
	Ericsson
	Option A (for SCP model C is mandatory)

Option B
	In most cases the selection of routing path will depend on the selected target, that is, prior to find the right path we need to perform selection. Then, selection fits in consumer (option A, mandatory for SCP model C) and in the first SCP.
Although selection may be considered in other SCPs in the paths, we think the extra complexity (e.g. selection parameters conveyed and extra logic in all SCPs) it implies does not compensate the benefit, that in fact is not clearly identified.

	
	CATT
	Option A
	1. It is better for the service consumer to do the selection. There are issues for Option C:

2. How does a SCP know、decide it is the last SCP?

3. If Option A and C works simutaniously, and the last SCP select a different instance rather than the service consumer does, how to deal with it?

	
	AT&T
	Option A – possibly others
	

	
	Tencent 
	Option A and B
	Option A for model B and  C.

Option B for model C and D

	
	Cisco
	Option C for Instance Selection (Model D)

Option A/C for Instance Selection (Model C)
	It is vague what is meant by Instance Selection. 
Discovery & Set Selection: Discover a Set Set of NF Sets/NS Sets meeting certain query attributes ans Selection of Set. 

Instance Selection: Select an NF instance/Service Instance within a particular NF Set or Service Set. 

	
	CMCC
	Option A and Option C
	Option A is   for model C, Option C is for Model C and D.

	
	Huawei 
	Option A+ option  C 
	Option A is  for model C, Option C is for Model C and Model D.

	
	Orange
	Option C preferred
	It depends on the deployment scheme used, but let’s say that it is preferable in general to carry out the target service instance selection at the end. A more general way to cover this point in our opinion would be to recommend that the target service instance selection is performed by the SCP that is directly connected to the target producer NF.

	
	InterDigital Inc.
	B/C: Yes
A/D: No
	In the B/C case, e.g., instance selection may be done within a combined NRF and SCP for optimal selection. As a result, the consumer and producer’s logic for instance determination is shifted towards SCP

	
	Oracle
	Option D
	This will depend on the request URI and corresponding headers (e.g. discovery headers, etc.). All of the options may need to be considered. In certain cases, some of the options will not be applicable. For example, in model D, option A wouldn’t be applicable for an initial message. 

	5. Should we also address discovery of SCP serving an NF? (Such a first-hop SCP is currently assumed to be configured in the NF service consumer)
	Nokia
	Open
	"Yes" allows for more dynamic assignment of serving SCPs to an NF but comes with some extra complexity: For instance, we might then want to indicate multiple hops in HTTP messages (question 8). Also, to support Model D we would probably need to extend NF registration procedures

	
	ZTE
	Yes
	

	
	Deutsche Telekom
	No
	We doubt that SCPs are going to be a very dynamic part of the network. SCPs expose no API, so one would need to describe what is required to be in the NF profile and the selection criteria in 23.501. This work item would be even bigger. The impression we had was “the issue” was the “route calculation”

	
	Ericsson 
	Preferrably yes
	Once we implement the logic to determine a NextHop, this could easily be applied to the first SCP serving the NF as well.

	
	CATT
	Yes
	The first-hop SCP could be configured in NF service consumer, but this mechanism is not flexable and it does not meet the requirements of network automation in the long run. For a more general situation, I believe that the proxies (not just SCP) should also register/update its information in NRF just like NF instance currently.

	
	AT&T
	Yes (see notes)
	Only if it can be done quickly – otherewise consider this for future releases

	
	Tencent
	No 
	We prefer to configure the address of the SCPs serving the NF in the NF profile, in order to reduce the system complexity and latency. 

	
	Cisco
	No for 1st hop
	1st hop SCP is statically configured in the NF consumer. Required for Model D always. So we should use the same mechanism for Model C.

	
	CMCC
	Yes
	

	
	Huawei 
	No 
	We do not see the necessity of the NF consumer to query NRF for discover this serving SCP. 

	
	Samsung
	Yes
	The assumption with the static configuration on the first hop SCP in the consumer NF will restrict the flexibility of eSBA significantly. It does not make sense to consider dynamic multi-hop routing without supporting the dynamic first-hop decision.

	
	Orange
	No
	The SCP is not "discovered" because it is not an NF. If we go down this path, we will need to define a new entity to perform the delegated discovery of the SCP!

	
	InterDigital Inc.
	No
	Discovery might be solved by using proper established mechanisms such as cloud-init, cloud-based Environment variables or DHCP per deployed container

	
	Oracle
	No
	No for model D. For Model C, we’re open for discussion but again this is NOT an essential correction in Rel-16.

	6. Should the calculation of the route to be taken by an SBI message take into account dynamic informaion about SCP availability?
	Nokia
	Yes
	We anticipate that quite many SCPs can be in a network, and that their availability can thus change dynamically

	
	ZTE
	Yes
	

	
	Deutsche Telekom
	Open
	Among many other parameters that are very deployment-specific (e.g. topology). We do not see the need to mandate the use of any specific parameters

	
	Ericsson
	Yes
	This is crucial to determine a valid route.

	
	CATT
	Yes
	SCP availability can change dynamically

	
	AT&T
	Yes
	

	
	Tencent
	Yes
	The SCP availability needs to be considered.

	
	Cisco
	Yes
	Reliability needs to be there. SCP availability information needs to be learnt from the network.

	
	CMCC
	Yes
	

	
	Huawei
	Yes.
	

	
	Samsung
	Yes
	

	
	Orange
	N/A
	These are configuration and deployment specific aspects. 

	
	InterDigital Inc.
	Yes
	The SCP knows its own status and the status of the NFService Instances – hence, a fast decision process to re-route the message to a more appropriate Instance should be a major part of a SCP

	
	Oracle
	Open
	This is certainly not required in Rel-16. This item could become quite complex and if we are to consider such information, it’ll have to be properly studied in subsequent releases.

	7. Given address discovery of SCP serving an SCP is addressed, what parameter(s) should an SCP selection be based on? Querying entity (Option A), Destination NF instance (Option B), Destiation IP address or Domain (Option C). Destination NF set (Option D), Destination Slice (Option E), Destination Location, e.g. compute center or geographical area (Option F), Served NF types (Option G), Remote PLMNs reachable through SCP (Option F)?
	Nokia
	All of the Options
	I assume that it will be up to operator policy to how to set up routeing in its network.

	
	ZTE
	Optional G

Option C
	For model C,   the NF performs NF discovery and then SCP discovery. The NF can use Served NF type and 3gpp-Sbi-Target-apiRoot to select the   first SCP. The   first SCP use 3gpp-Sbi-Target-apiRoot to discover the   next/last SCP.

For model D,  the NF uses Served NF types (Option G) to discover the SCP. The first SCP performs the NF   discovery and then use 3gpp-Sbi-Target-apiRoot to select the next SCP.

	
	Deutsche Telekom
	N/A
	The whole point of the SCP is that the NF service consumer should send the request to the SCP and the SCP then decide where to send it. It sounds really strange that it is here proposed to standardize how an SCP can decide what the next SCP hop should be and then the first thing that a NF service consumer should do is decide what SCP to send the request to. The SCP should be able to find out where to send incoming requests to.

	
	Ericsson
	Option A + others
	The route will be found based on the parameters today are known by SCP/NF, to avoid not required extra complexity. That is described in Erisson proposed CR S2-2001851: 

Inputs, Required: Network element identity of consumer and a target. 

Where network element identity is:

· NF ID; or

· SCP address.

Where target is:

 -
NF service in case of indirect communication with delegated discovery and requester is an NF.

-
NF service instance address if requester is SCP or NF using indirect communication without delegated discovery

-
Notification Target Address in case of a notification request.

	
	CATT
	All of the Options
	The listed options may be not enough, there may be other potential options such as load, overload information. And this could be implementation-based. 

	
	AT&T
	Prefer to have it configurable with various options listed
	

	
	Tencent
	N/A
	It’s not clear which entity makes the seletion in the question. Is it the NRF, or the SCP itself?

These two kinds of selection may be based on different paremeters. It may also dependes on the procedure which is defined to support it.

	
	 Cisco
	Option A

Option B/D
	Option A for 1st hop SCP

Option B/D for last hop SCP

	
	CMCC
	All
	Flexible to configure by operator

	
	Huawei 
	N/A
	It is impossible to list all potential parameter which impact the SCP selection. 

Also does it means the parameter to be considered are restricted to only those listed parameters?

	
	Samsung
	All of the options (+ other input)
	The same principle as in the NF selection should be applied to the SCP selection. The options listed are the minimum set of candidate.

	
	Orange
	N/A
	Standardizing such aspects make the very existence of an SCP useless. The SCP is there to facilitate routing/connectivity and network topology, not to create new problems.

	
	InterDigital Inc.
	Option C (Identifier + Domain);

Option D
	E.g., Querying a NF Service Identifier using a proper name as identifier, hence the NRF+SCP can forward properly.

	
	Oracle
	Other
	Next hop SCP selection can be left to configuration/implementation.

	8. If procedures for routing through more than one SCP are defined, should we only address discovery of next-hop SCP (Option A), or of full path (Option B)? or both (Option C)
	Nokia
	Option A
	Option B brings extra complexity as new routeing information is required in HTTP messas and limits the freedom of subsequent SCPs.

	
	ZTE
	Option A
	This   question doesn’t apply when only two SCPs are involved

	
	Deutsche Telekom
	Option A
	It seems simpler and allows for easier implementation of distributed architecture (the whole topology may not be known)

	
	Ericsson 
	Option A
	Option B has extra complexity that is not required.

	
	CATT
	Option A
	Every SCP should only decide its next hop SCP since the network topology changes dynamically.  

	
	AT&T
	Option A
	

	
	Tencent
	N/A
	There may be several possible ways. 

	
	Cisco 
	Option A
	1st hop is configured in consumer

Last hop is based on NRF query on NF Instance/NF Set

	
	CMCC
	Option A
	

	
	Huawei
	Option A
	

	
	Samsung
	Option A
	

	
	Orange
	N/A
	Cf. Orange answers to the previous questions.

	
	InterDigital Inc.
	Option A
	This allows separation of concerns and stateless communication along multiple SCPs

	
	Oracle
	Option A
	

	9. If procedures for routing through more than one SCP are defined, should the entity for route calculation be the NRF (Option A) or new entity (Option B), or some other method (option C, then which)?
	Nokia
	Option A
	I assume that existing NRF procedures (registration, heartbeat, discovery, can be reused if SCP and SEPP profiles are defned).

A clarification on my vision: NRF will provide information on available SCPs, but SCPs of NF consumers can do a selection out of the available SCPs-

	
	ZTE
	Option B
	

	
	Deutsche Telekom
	Option B
	Else, NRF implementations and vendors implementing NRFs may be impacted

	
	Ericsson 
	Option A preferred

Option B is OK
	NRF already defines a hierarchy solution and provides information NF service endpoints. As well it will be simpler to extend this NF with a new service.

	
	CATT
	Option C
	I don’t think we need to define a new entity (Option B) to solve this problem. Also, I believe that NRF should only provide the SCP information to the consumer entity, and the consumer entity (Option C) need to calculate the route ifself (its next-hop is enough).

	
	AT&T
	Option A (see Notes)
	Option B also acceptable

	
	Tencent
	Option C
	Several possible ways to support the routing calculation. It could also be seen as an implementation issue.



	
	Cisco
	Option A for last hop

Configured for non-last hops.
	

	
	CMCC
	Option A
	

	
	Huawei
	Option A+ C
	If query based mechanism is chosen, Option A is preferred. However other mechanism like configuration is also acceptable.  

	
	Samsung
	Option A
	3GPP has defined too many NFs already, the addition of the new NF for this purpose is not preferable. If the remote route calculation is required, the proper NF to provide such logic would be NRF.

	
	Orange
	Option C
	Message forwarding and routing is and should remain a functionality of the SCP.

	
	InterDigital Inc.
	Option C
	The SCP performs the forwarding/routing of messaging, including relevant policies.

	
	Oracle
	Option C
	This concern is an SCP concern and should be left to the SCP to handle.

	10. If the NRF would be chosen as the entity for route calculation: Should we extend existing services with new SCP profiles (Option A), or by adding serving SCP address to or define new service (Option B)?
	Nokia
	Option A
	Option A has minimal impacts and offers flexibility:

Registration and heartbeat procedures can be used to obtain dynamic information about SCP availability in the NRF. 

Discovery procedure can be used to discover SCP profiles. As optimisation to reduce signalling, Nokia also proposes that discovery requests for NFs or services can return SCPs to reach them.

Routing database could still contain configured elements that are added to SCP profiles, and are selected based on querying NF (or its location),

SCP profiles offer a lot of flexibility to opearors: Which information is provided in SCP profiles could be up to operator policy (question 7). SCP profiles can also be extended in future releases or with proprietary information of operators.

	
	ZTE
	Option B
	If NRF is  chosed we support to add new service for routing calculation and add SCP   profile.

	
	Deutsche Telekom
	N/A
	Either option seems like an overcomplication of NF profiles. Whose NF profile would that be? The one of the NF? The NF may not even be aware at application layer that it is using an SCP (e.g. HTTP proxy sidecar). This would make the separation between application and PaaS more difficult

	
	Ericsson
	Option B
	SBA services are defined to encapsulate specific functionality, so extending Discovery will convert this service in a service-for-all what will be more costly and complex for maintenance and evolution. A clean and specific new service is very much preferred.

	
	CATT
	Option A
	Option A or B are both acceptable, but just as Nokia’s view, Option A has minimal impacts and offers flexibility. And for clarification again, I believe that NRF should only provide the SCP information to the consumer entity, and the consumer entity need to calculate the route ifself (its next-hop is enough).

	
	AT&T
	Option B
	

	
	Tencent
	Option B
	We prefer to configure the serving SCPs’ address in the NF profile.



	
	Cisco
	Option B
	SCP address information should be part of NF Profile.

	
	CMCC
	Option B
	B is preferred than A

	
	Huawei
	N/A
	This question is not clear. If we want to clarify on how to buile the routing database, the SCP profile seems less work. –Option A. 

If we want to define how the NF get that routing information, it seems a new service is to be defined.

	
	Samsung
	N/A
	The question is not clear.

We prefer to extend existing NF profile to include SCP information, and to re-use the existing services to minimize the protocol impact.

	
	Orange
	N/A
	Both options complicate things for no added value.

	
	InterDigital Inc.
	N/A
	The question is ambiguous.

	
	Oracle
	N/A
	See answer to question 9.

	11. If the SEPP is also part of the route calculation, what of the options defined in Q10 would be preferred?
	Nokia
	Option A
	Nokia proposes that a SEPP profile is also defined and used in a similar manner as the SCP profile.

	
	ZTE
	No
	

	
	Deutsche Telekom
	No
	

	
	Ericsson
	No
	No reason to include SEPP as part of the route calculation. 

	
	CATT
	Option A
	It would be a more general situation with Option A, but for SEPP, the route information could also be pre-configured.

	
	AT&T
	see Notes
	See notes on Q3 about SEPP

	
	Tencent
	open
	The answer is the same as Q3.

Not quite clear why SEPP is related with SCP selection. The scenarios need to be further explained.

	
	Cisco
	No
	

	
	CMCC
	No
	

	
	Huawei
	No  
	We see some commonalities. But it may be better to focus on the SCP first considering the timeline. 

	
	Samsung
	No
	

	
	Orange
	N/A
	Same answer as in Q10.

	
	InterDigital |Inc.
	Option B
	The resolved SEPP Service may be  recognised as an Exit Node to reach NF Services which are not available on the current SCP

	
	Oracle
	N/A
	

	12. If this issue find a way forward, should it be pursued in Rel’16 (Option A) or Rel’17 (Option B)?
	Nokia
	Option A preferred
	Seems to be an issue as soon as SCPs are deploied

	
	ZTE
	Option A
	

	
	Deutsche Telekom
	Whatever is more agreeable
	As long a modular, clean, simple solution is possible. It should solve the problem some have and not make the architecture more complex for the others

	
	Ericsson
	Option A preferred
	On the contrary only one SCP is supported. 

	
	CATT
	Option A
	Prefer Option A, but Option B is acceptable.

	
	AT&T 
	Option A
	

	
	Tencent
	Option A, or B
	If the situation is too complicated, it is very challenging to be finished in R16.

	
	Cisco
	Option A
	Otherwise, scalability becomes an issue

	
	CMCC
	Option A
	If this cannot be determined in Q2, it can be left to R17

	
	Huawei
	Open
	We see some challenge to fit the Rel-16 timeline. But we are not against if we can agree one simple, future proof solution. 

	
	Samsung
	Option A
	To remove the compatability issue, this should be supported from Rel-16

	
	Orange
	Option B
	Not acceptabe in Rel-16 because this is not a FASMO correction. The sheer number of questions asked in this document shows that this issue challenges some fundamental Rel-16 concepts and it is too late to do that more than 9 months after the freeze. This would also jeopardize the stage 3 and OpenAPI freeze in June 2020.

Again, if a solution is to be standardized, this should clearly be done in CT4 (in charge of routing aspects).

	
	InterDigital Inc.
	Option B
	This is not an essential issue and it therefore should be studied in Rel. 17

	
	Oracle
	Option B
	As mentioned in the answer to question 1, this is not an essential correction. Also, this is not a trivial undertaking if we want to standardize these procedures.

	13. Should NF need to be aware that multiple SCPs are deployed
	Nokia
	No
	To avoid complexity at this late stage.

	
	ZTE
	No
	

	
	Deutsche Telekom
	No
	NF need even not be aware that there is a single SCP deployed. If we would have wanted to be non-transparent, we would have given it an exposed API.

	
	Ericsson
	No
	

	
	CATT
	No
	

	
	AT&T
	No
	

	
	Tencent
	Not quite clear of the issue
	If the NF needs to select the next hop SCP from the SCP list,  it means that the NF awares multiple SCPs are deployed.



	
	Cisco
	No
	

	
	CMCC
	No
	

	
	Huawei 
	No
	

	
	Samsung
	Not quite clear of the issue
	The consumer NF does not need to be aware of that multiple SCPs are deployed, but at least it needs to know the information on the selected first-hop SCP according to the network configuration.

	
	Orange
	No
	SCP was introduced to remove complexity from the NF services. If NF services have to be aware of the SCP configuration, then it is better not to have SCP.

	
	InterDigital Inc.
	No
	The NF Service (Instance) should only take care of their own business and logic procedures. Forwarding of messages and maintaining relationships over multiple SCPs should not be part of it.

	
	Oracle
	No
	NFs should be agnostic of the SCPs beyond the SCP they communicate with.


1.x.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.
1.x.4
Porposed Way Forward 
Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
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