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FIRST CHANGE
[bookmark: _Toc19197339][bookmark: _Toc27896492][bookmark: _Toc19197340][bookmark: _Toc27896493]6.1.3.3	Reporting
Reporting refers to the differentiated PDU Session resource usage information (measured at the UPF) being reported by the SMF to the CHF.
NOTE 1:	Reporting usage information to the CHF is distinct from credit management. Hence multiple PCC rules may share the same charging key for which one credit is assigned whereas reporting may be at higher granularity if serviced identifier level reporting is used.
The SMF shall report usage information for online and offline charging.
The SMF shall report usage information for each charging key value.
For service data flow charging, for the case of sponsored data connectivity, the reports for offline charging shall report usage shall be reported for each charging key, Sponsor Identity and Application Service Provider Identity combination if Sponsor Identity and Application Service Provider Identifier have been provided in the PCC rules with offline charging method.
NOTE 21:	Usage reports for Oonline charging method for PCC Rules that include Sponsor Identity and Application Service Provider Identity is not supported in this documentwithin scope of the specification in this release. Online charging for sponsored data connectivity can be based on charging key as described in Annex XD.
The SMF shall report usage information for each charging key/service identifier combination if service identifier level reporting is requested in the PCC rule.
NOTE 32:	For reporting purposes when charging is performed by the SMF:
a)	the charging key value identifies a service data flow if the charging key value is unique for that particular service data flow, and
b)	if the service identifier level reporting is present then the service identifier value of the PCC rule together with the charging key identify the service data flow.
The SMF may receive events trigger information from the CHF, which shall cause the SMF to perform a usage reporting to CHF when the event occurs, as specified in TS 32.255 [21].
Charging information shall be reported based on the result from the service data flow detection and measurement on a per PDU Session basis.
A report may contain multiple containers, each container associated with a charging key, charging key and Sponsor Identity (in case of sponsored connectivity) or charging key/service identifier.
NEXT CHANGE
6.1.3.4	Credit management
The credit management applies only for service data flow with online charging method only and shall operate on a per charging key basis. The SMF should initiate one credit managementcharging session with the CHF for each PDU Session subject to online charging, in order to perform credit management within the charging session.
NOTE 1:	Independent credit control for an individual service/application may be achieved by assigning a unique charging key value in the corresponding PCC rule.
The SMF shall request a credit for each charging key occurring in a PCC rule. It shall be up to operator configuration whether the SMF shall request credit in conjunction with the PCC rule being activated or when the first packet corresponding to the service is detected. The CHF may either grant or deny the request for credit. The CHF shall strictly control the rating decisions.
NOTE 2:	The term 'credit' as used here does not imply actual monetary credit, but an abstract measure of resources available to the user. The relationship between this abstract measure, actual money, and actual network resources or data transfer, is controlled by the CHF.
During PDU Session establishment and modification, the SMF shall request credit using the information after applying policy enforcement action (e.g. upgraded or downgraded QoS information), if applicable, even though the SMF has not signalled this information to the AMF or RAN.
The events trigger information which may be received from the CHF, causing the SMF to perform a usage reporting to CHF when the event occurs, include credit re-authorisation triggers as specified in TS 32.255 [21].
Credit re-authorisation trigger information received by the SMF from the CHF shall be on a per charging key basis.
The CHF may subscribe to Change of UE presence in Presence Reporting Area at any time during the life time of the charging session as described in TS 32.255 [21].
Some of the re-authorization triggers are related to PDU Session modifications. PDU Session modifications, which do not match any credit re-authorization trigger (received from the CHF) shall not cause any credit re-authorization interaction with the CHF.
If the PCF set the Out of credit event trigger (see clause 6.1.3.5), the SMF shall inform the PCF about the PCC rules for which credit is no longer available together with the applied termination action.
NEXT CHANGE
[bookmark: _Toc19197402][bookmark: _Toc27896555]D.2	Reporting for sponsored data connectivity
There are two deployment scenarios for usage reporting for sponsored data connectivity. The Sponsor Identifier and Application Service Provider Identifier are provided for sponsored services to the PCF from the AF over the Rx/N5 interface.
In the first scenario the PCF assigns a service specific Charging Key for a sponsored IP flow. The Charging key is used by the SMF to generate separate usage accounting records for offline charging and and/or usage data records for online charging for the sponsored flowsfor reporting and optional credit management. Correlation of accounting records andreported usage data records from multiple users per sponsor and/or application service provider is then performed using the charging key.
In a second scenario the Sponsor Identifier and Application Service Provider Identity is included in PCC rules from the PCF to the SMF with offline charging method, as defined in clause 6.3.1. For this scenario the same Charging Key may be used both for IP flows that are sponsored and for flows that are not sponsored. Accounting records generatedUsage reported by the SMF for offline charging includes the Sponsor Identity and the Application Service Provider Identity. Correlation of accounting recordsreported usage from multiple users per sponsor and/or application service provider can then be based on Sponsor Identity and Application Service Provider Identity instead of the Charging Key. Usage reporting for online charging including Sponsor Identity and Application Service Provider Identity has not been specified in this release of the specification. Online charging method for PCC rules that include a Sponsor Identity and an Application Service Provider Identity should include a Charging Method that indicates offline chargingis not supported.

END OF CHANGES

