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***** First Change *****
4.2.9.3
AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure when a UE is served by only one PLMN
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Figure 4.2.9.3-1: AAA Server initiated Network Slice-Specific Re-authentication and Re-authorization procedure when a UE is served by only one PLMN
1.
The AAA-S requests the re-authentication and re-authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Re-Auth Request message, for the UE identified by the GPSI in this message. This message is sent to a AAA-P, if the AAA-P is used (e.g. the AAA Server belongs to a third party), otherwise it is sent directly to the AUSF.

2.
The AAA-P, if present, relays the request to the AUSF.

3a-3b.
AUSF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message.

4.
The AUSF notifies Re-auth event to the AMF to re-authenticate/re-authorize the S-NSSAI for the UE using Nausf_NSSAA_Notify with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].

5.
The AMF triggers the Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1.

***** Second Change *****
4.2.9.x
AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure when a UE is served by Different PLMNs for 3GPP Access and Non-3GPP Access
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Figure 4.2.9.x-1: AAA Server initiated Network Slice-Specific Re-authentication and Re-authorization procedure when a UE is served by Different PLMNs for 3GPP Access and Non-3GPP Access
1.
The AAA-S requests the re-authentication and re-authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Re-Auth Request message, for the UE identified by the GPSI in this message. This message is sent to a AAA-P, if the AAA-P is used (e.g. the AAA Server belongs to a third party), otherwise it is sent directly to the AUSF.

2.
The AAA-P, if present, relays the request to the AUSF.

3a-3b.
AUSF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message. According to the returned information from the UDM (i.e. two AMF IDs and corresponding access types), AUSF identifies that the UE is served by different PLMNs.

4a-4b. AUSF gets Allowed NSSAI and connectivity state from AMF1 using Namf_EventExposure service.

5a-5b. AUSF gets Allowed NSSAI and connectivity state from AMF2 using Namf_EventExposure service.
6. 
AUSF selects the AMF to notify Re-auth event based on the information received in steps 4b and 5b. If only one Allowed NSSAI includes the S-NSSAI received in step 2, then the AMF corresponding to the Allowed NSSAI is selected, in this case, steps 10 and 12 are skipped. If both Allowed NSSAI include the S-NSSAI, then the AUSF selects one AMF based on local policy, e.g. the AMF corresponding to 3GPP access is preferred, the AMF with UE connectivitity state of CM-CONNECTED is preferred.
7.
The AUSF notifies Re-auth event to the AMF1 to re-authenticate/re-authorize the S-NSSAI for the UE using Nausf_NSSAA_Notify with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].

8.
Steps 2-16 in Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1 are performed.
9.
The AUSF sends the Nausf_NSSAA_Authenticate Response (EAP-Success/Failure, S-NSSAI, GPSI) to the AMF1.
10.
[Conditional] If the Allowed NSSAI provided by AMF2 includes the S-NSSAI, the AUSF sends the Nausf_NSSAA_Notify (EAP-Success/Failure, S-NSSAI, GPSI) to the AMF2.
11.
Steps 18-19 in Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1 are performed.
12.
[Conditional] If EAP-Success/Failure is received in step 10, the AMF2 performs the step 19a in Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1.

***** Third Change *****
5.2.2.3.1
General

Service description: This service enables an NF to subscribe and get notified about an Event ID.

Following UE access and mobility information event are considered (Event ID is defined in clause 4.15.1 and Table 4.15.3.1-1):

-
Location changes (TAI, Cell ID, N3IWF/TNGF node, UE local IP address and optionally UDP source port number, Area Of Interest);

-
UE moving in or out of a subscribed "Area Of Interest" as described in clauses 5.3.4.4 and 5.6.11 in TS 23.501 [2];

-
Number of UEs served by the AMF and located in "Area Of Interest";

-
Time zone changes (UE Time zone);

-
Access Type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status;

 -
UE indication of switching off SMS over NAS service; 

-
Subscription Correlation ID change (implicit subscription);

-
Type Allocation code (TAC);

-
Frequent mobility re-registration;

-
Subscription Correlation ID addition (implicit subscription);
-
User State Information in 5GS; and
-
Allowed NSSAI.
***** Fourth Change *****
5.2.3.2.4
Nudm_UECM_Get service operation
Service operation name: Nudm_UECM_Get.
Description: The NF consumer requests the UDM to get the NF ID or SMS address of the NF serving the UE.
Inputs, Required: UE ID, NF Type.


Inputs, Optional: Access Type.
-
Access Type is included only when the NF type indicates SMSF.
Outputs, Required: SUPI, NF ID or SMS address of the NF corresponding to the NF type requested by NF consumer. If the NF Type requested by NF consumer is AMF, the Access Type corresponding to the AMF is also included.
Outputs, Optional: None.

***** End of Changes *****
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