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	Reason for change:
	To deploy and provide services over network slicing, the network provides Configured NSSAI and URSP to the UE. 

The UE behaviour when provisioned with a Configured NSSAI is specified in clause 5.15.4 of TS 23.501 and clause 4.2.4.2 of TS 23.502. Specifically, if the AMF indicates Network Slicing Subscription Change, then the UE shall locally erase all the network slicing configuration for all PLMNs and, if applicable, update the configuration for the current PLMN based on any received information.

The UE behaviour when receiving the updated URSP rules is specified in clause 6.6.2.3 of TS 23.503 and clause 4.2.2.2 of TS 24.526. Specifically, the UE may re-evaluate the URSP rules, to check if the change of the association of an application to a PDU session is needed. If the re-evaluation leads to a change of the association of an application to a PDU session, the UE may enforce such change immediately or when UE returns to 5GMM-IDLE mode. The time when the UE enforces the change of the association of an application to a PDU Session is up to UE implementation.

So, when the UE subscription is changed, it may lead to update the URSP rules in the UE, but when the UE enforces the changes is uncertain from a network point of view. Meanwhile, during the PDU session establishment procedure, the UDM will provide the up-to-date UE subscription to the AMF and SMF, therefore there will be a mismatch between the information provided by the UE and the information provided by the UDM. 

To handle certain UE configuration issue, the DNN replacement has been introduced. This CR clarifies when the PCF applies the DNN replacement. 
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	The use of DNN replacement when URSP rules are updated. 
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[bookmark: _Toc532891782]*** 1st change ***
[bookmark: _Toc19197331][bookmark: _Toc27896484][bookmark: _Toc36192652][bookmark: _Toc37076383]6.1.2.5	Policy Control Request Triggers relevant for AMF
The Policy Control Request Triggers relevant for AMF and 3GPP access type are listed in table 6.1.2.5-1 and define the conditions when the AMF shall interact again with PCF after the AM Policy Association Establishment or UE Policy Association Establishment.
The PCF provides Policy Control Request Triggers to the AMF indicating a specific UE (i.e. SUPI or PEI) in the Policy Association establishment and modification procedures defined in the TS 23.502 [3]. The Policy Control Request Triggers are transferred from the old AMF to the new AMF when the AMF changes.
The PCR triggers are not applicable any longer at termination of the AM Policy Association or termination of UE Policy Association.
Table 6.1.2.5-1: Policy Control Request Triggers relevant for AMF and 3GPP access type
	Policy Control Request Trigger
	Description
	Condition for reporting

	Location change (tracking area)
	The tracking area of the UE has changed.
	PCF (AM Policy, UE Policy)

	Change of UE presence in Presence Reporting Area
	The UE is entering/leaving a Presence Reporting Area
	PCF (AM Policy, UE Policy)

	Service Area restriction change
	The subscribed service area restriction information has changed.
	PCF (AM Policy)

	RFSP index change
	The subscribed RFSP index has changed
	PCF (AM Policy)

	Change of the Allowed NSSAI
	The Allowed NSSAI has changed
	PCF (AM Policy)

	UE-AMBR change
	The subscribed UE-AMBR has changed
	PCF (AM Policy)

	PLMN change
	The UE has moved to another operators' domain.
	PCF (UE Policy)

	SMF selection management
	UE request for an unsupported DNN or UE request for a DNN within the list of DNN candidates for replacement per S-NSSAI
	PCF (AM Policy)

	Connectivity state changes
	The connectivity state of UE is changed
	PCF (UE Policy)



NOTE:	In the following description of the Policy Control Request Triggers relevant for AMF and 3GPP access type, the term trigger is used instead of Policy Control Request Trigger where appropriate.
If the Location change trigger are armed, the AMF shall activate the relevant procedure which reports any changes in location as explained in TS 23.501 [2] clause 5.6.11 by subscribing with the Npcf_AMPolicyAssociation service or Npcf_UEPolicyAssociation service. The reporting is requested to the level indicated by the trigger (i.e. Tracking Area). The AMF reports that the Location change trigger was met and the Tracking Area identifier.
If the Change of UE presence in Presence Reporting Area trigger is armed, i.e. the PCF subscribed to reporting change of UE presence in a Presence Reporting Area, including a list of PRA ids. In addition, for "UE-dedicated Presence Reporting Area" a short list of TAs and/or NG-RAN nodes and/or cells identifiers is included. Then, the AMF shall activate the relevant procedure which reports any Change of UE presence in Area of Interest as explained in TS 23.501 [2], clause 5.6.11. The reporting is requested for the specific condition when target UE moved into a specified PRA. The AMF reports the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s) to the PCF.
The Service Area restriction change trigger and the RFSP index change trigger shall trigger the AMF to interact with the PCF for all changes in the Service Area restriction or RFSP index data received in AMF from UDM. The reporting includes that the trigger is met and the subscribed Service Area restriction or the subscribed RFSP index provided to AMF by UDM, as described in clause 6.1.2.1.
The Change of the Allowed NSSAI trigger shall trigger the AMF to interact with the PCF if the Allowed NSSAI has been changed. The reporting includes that the trigger is met and the new Allowed NSSAI. The PCF may update RFSP index and/or SMF selection management related policy control information (described in clause 6.5) in the AMF based on the Allowed NSSAI.
The UE-AMBR change trigger shall trigger the AMF to interact with the PCF for all changes in the subscribed UE-AMBR data received in AMF from UDM. The reporting includes that the trigger is met and the subscribed UE-AMBR provided to AMF by UDM, as described in clause 6.1.2.1.
If the PLMN change trigger is armed, the AMF shall report it to the PCF to trigger the update of V2X service authorization parameters to the UE as defined in clause 6.2.2 of TS 23.287 [28]. The reporting includes the event with the serving PLMN ID.
If the SMF selection management trigger is set, then the AMF shall contact the PCF when the AMF detects that the UE requested an unsupported DNN and the PCF indicated DNN replacement of unsupported DNNs in the Access and mobility management related policy control information (see clause 6.5). The PCF shall select a DNN, PDU Session Type and SSC mode, and provide the selected DNN, selected PDU Session Type and selected SSC mode to the AMF.
If the SMF selection management trigger is set, then the AMF shall contact the PCF when the UE requested a DNN within the list of DNN candidates for replacement for the S-NSSAI indicated in the Access and mobility management related policy control information (see clause 6.5). The PCF shall select the DNN, PDU Session Type and SSC mode, and provide the selected DNN, selected PDU Session Type and selected SSC mode to the AMF.
If the Connectivity state changes trigger is set, then the AMF shall notify the PCF when the UE connectivity state is changed e.g. from IDLE to CONNECTED. The AMF then reset the trigger.
*** 2nd change ***
[bookmark: _Toc19197396][bookmark: _Toc27896549][bookmark: _Toc36192717][bookmark: _Toc37076448]6.6.2.3	UE procedure for associating applications to PDU Sessions based on URSP
For every newly detected application the UE evaluates the URSP rules in the order of Rule Precedence and determines if the application is matching the Traffic descriptor of any URSP rule.
When a URSP rule is determined to be applicable for a given application (see clause 6.6.2.1), the UE shall select a Route Selection Descriptor within this URSP rule in the order of the Route Selection Descriptor Precedence.
When a valid Route Selection Descriptor is found, the UE determines if there is an existing PDU Session that matches all components in the selected Route Selection Descriptor. The UE compares the components of the selected Route Selection Descriptor with the existing PDU Session(s) as follows:
-	For a component which only contains one value (e.g. SSC mode), the value of the PDU Session has to be identical to the value specified in the Route Selection Descriptor.
-	For a component which contains a list of values (e.g. Network Slice Selection), the value of the PDU Session has to be identical to one of the values specified in the Route Selection Descriptor.
-	When some component(s) is not present in the Route Selection Descriptor, a PDU session is considered matching only if it was established without including the missing component(s) in the PDU Session Establishment Request.
-	When the Route Selection Descriptor includes a Time Window or a Location Criteria, the PDU session is considered matching only if the PDU Session is associated with an RSD that has the same Time Window or a Location Criteria Validity Conditions.
When a matching PDU Session exists the UE associates the application to the existing PDU Session, i.e. route the traffic of the detected application on this PDU Session.
If the UE determines that there is more than one existing PDU Session which matches (e.g. the selected Route Selection Descriptor only specifies the Network Slice Selection, while there are multiple existing PDU Sessions matching the Network Slice Selection with different DNNs), it is up to UE implementation to select one of them to use.
NOTE 1:	When more than one PDU sessions of SSC mode 3 to the same DNN and S-NSSAI exist due to PDU Session anchor change procedure as described in clause 4.3.5.2 of TS 23.502 [3], the UE can take the PDU Session Address Lifetime value into account when selecting the PDU Session.
If none of the existing PDU Sessions matches, the UE tries to establish a new PDU Session using the values specified by the selected Route Selection Descriptor. If the PDU Session Establishment Request is accepted, the UE associates the application to this new PDU Session. If the PDU Session Establishment Request is rejected, based on the rejection cause, the UE selects another combination of values in the currently selected Route Selection Descriptor if any other value for the rejected component in the same Route Selection Description can be used. Otherwise, the UE selects the next Route Selection Descriptor in the order of the Route Selection Descriptor Precedence, if any. If the UE fails to establish a PDU session with any of the Route Selection Descriptors, it tries other URSP rules in the order of Rule Precedence with matching Traffic descriptors, except the URSP rule with the "match-all" Traffic descriptor, if any. The UE shall not use the UE Local Configuration in this case.
The UE receives the updated URSP rules and (re-)evaluates their validities in a timely manner when certain conditions are met, for example:
-	the URSP is updated by the PCF;
-	the UE moves from EPC to 5GC;
-	change of Allowed NSSAI or Configured NSSAI;
-	change of LADN DNN availability;
-	UE registers over 3GPP or non-3GPP access;
-	UE establishes connection to a WLAN access.
Details of the conditions are defined by TS 24.526 [19]. 
When providing the updated URSP rules to the UE, if the PCF is not notified of the reception of the UE Policy container or notified of delivery failure, the PCF updates the Access and mobility related policy information to indicate the conditions to check whether to contact the PCF at PDU Session establishment (as specified in clause 6.1.2.5) by enabling the management of SMF selection (see clause 6.5). 
The Route Selection Descriptor of a URSP rule shall be only considered valid if all of the following conditions are fulfilled:
-	If any S-NSSAI(s) is present, the S-NSSAI(s) is in the Allowed NSSAI for the non-roaming case and in the mapping of the Allowed NSSAI to HPLMN S-NSSAI(s) for the roaming case.
-	If any DNN is present and the DNN is an LADN DNN, the UE is in the area of availability of this LADN.
-	If Access Type preference is present and set to Multi-Access, the UE supports ATSSS.
-	If a Time Window is present and the time matches what is indicated in the Time Window.
-	If a Location Criteria is present and the UE location matches what is indicated in the Location Criteria.
If a matching URSP rule has no valid RSD, the UE tries other URSP rules in the order of Rule Precedence with matching Traffic descriptors, except the URSP rule with "match-all" Traffic descriptor. The UE shall not use the UE Local Configuration in this case.
When URSP rules are updated or their validity according to the conditions above change, the association of existing applications to PDU Sessions may need to be re-evaluated. The UE may also re-evaluate the application to PDU Session association due to the following reasons:
-	periodic re-evaluation based on UE implementation;
-	an existing PDU Session that is used for routing traffic of an application based on a URSP rule is released;
-	The expiration of Time Window in Route Selection Validation Criteria, i.e. the expiration of Time Window, or UE's location no longer matches the Location Criteria.
NOTE 2:	It is up to UE implementation to avoid frequent re-evaluation due to location change.
If the re-evaluation leads to a change of the application to PDU Session association, e.g. the application is to be associated with another PDU session or a new PDU session needs to be established, the UE may enforce such changes in a timely manner based on implementation, e.g. immediately or when UE enters CM-IDLE state.
If the selected Route Selection Descriptor contains a Non-Seamless Offload indication and the UE has established a connection to a WLAN access, the UE routes the traffic matching the Traffic descriptor of the URSP rule via the WLAN access outside of a PDU session.
*** End of the changes ***
