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1. Overall Description:

SA2 thanks CT3 for the reply LS on Service on I-NEF Event Exposure (S2-2002645/C3-201494).

SA2 provides each answer for the following CT3’s questions:

Question 1: Why "NF ID" is required for the Ninef_EventExposure_Subscribe request? Such NF ID is not included in Nnef_EventExposure_Subscribe operation, also not included in clause 4.15.1 of TS 23.502, is there any specific handling on I-NEF for the NF ID?

[SA2 Answer] When the "NF ID" is received from the AMF/SMF, the I-NEF shall check whether the NF identified by the NF ID is authorized to request the specific service in the VPLMN, herein, the "NF ID" is the "NEF ID" that is expected to receive normalized notification reports as described in TS 23.502 clause 4.15.3.2.3a. 

=== From TS 23.502 clause 4.15.3.2.3a ====
The Monitoring Event routing configuration on I-NEF includes the notification endpoint information of the NEF that is expected to receive normalized Notification Reports.

The handling inherits from 4G as described in TS 29.128 clause 5.4.2:
=== From TS 29.128 clause 5.4.2====
When the Configuration-Information-Request is received from the MME/SGSN, the IWK-SCEF shall, in the following order:

1.
Check whether the requesting SCEF, identified by the SCEF-ID is authorized to request the specified service at the VPLMN. If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_ENTITY (5510) in the Configuration-Information-Answer.

Question 2: If Q1 is required, is the “NF ID” an NF service consumer ID or producer ID?

[SA2 Answer]: The "NF ID" is the "NEF ID" that is expected to receive normalized notification reports.

Question 3: Why "(Set of) Event ID(s)", "Target of Event Reporting (SUPI or Internal Group Identifier)" and "Event Reporting Information" in Ninef_EventExposure_Subscribe request are required for the Ninef_EventExposure_Subscribe operation and what’s the I-NEF behaviour upon receipt of these information?
[SA2 Answer]: (Set of) Event ID(s) are required since the I-NEF may authorize the request, e.g. if the Event(s) identified by the Event ID(s) are covering by a roaming agreement, which is inherited from 4G, as described in TS 23.682 clause 5.6.6.1.

=== From TS 23.682 clause 5.6.6.1====

The IWK-SCEF may authorize the request, e.g. if the Monitoring Type is covered by a roaming agreement and notes the SCEF Reference ID for Deletion if available.

According to TS 23.501 clause 6.2.5a, the I-NEF shall inherit and support the procedures and data models of IWK-SCEF in interworking scenarios.
=== From TS 23.501 clause 6.2.5a====

If the UE is capable of mobility between EPS and 5GS, the network is expected to associate the UE with an SCEF+NEF node for Service Capability Exposure. If the I-NEF is deployed in an interworking scenario, it is assumed that the I-NEF also implements IWK-SCEF functionality (as described in TS 23.682 [36]) and the I-NEF shall connect with an SCEF+NEF node.

As defined in TS 29.128 clause 6.4.2, "Maximum Number of Reports" and/or "Monitoring Duration" are optionally sent from the MME/SGSN to IWK-SCEF. Hence, the "Event Reporting Information" may be provided in interworking scenarios.

=== From TS 29.128 clause 6.4.2====

For the T6a/T6b interface, the Monitoring-Event-Configuration AVP format is specified as following:
AVP format:

Monitoring-Event-Configuration ::= <AVP header: 3122 10415>

[ SCEF-Reference-ID ]

{ SCEF-ID }

{ Monitoring-Type }

*[ SCEF-Reference-ID-for-Deletion ]
[ Maximum-Number-of-Reports ] 

[ Monitoring-Duration ]

[ Charged-Party ]

[ UE-Reachability-Configuration ]

[ Location-Information-Configuration ]

*[ Number-Of-UE-Per-Location-Configuration ]

*[AVP]

SA2 agreed there is no use case to require "Target of Event Reporting (SUPI or Internal Group Identifier)". SA2 removed the information as agreed in the attached CR.

Question 4: Is it possible that the target address of I-NEF is locally configured in NFs (e.g. AMF) or retrieved from NRF so that the NFs (e.g. AMF) sends Namf_EventExposure_Notify (or Nsmf_EventExposure_Notify) directly to the I-NEF to skip the Ninef_EventExposure_Subscribe?
[SA2 Answer]: Ninef_EventExposure_Subscribe cannot be skipped because the I-NEF needs to authorize the Ninef_EventExposure_Subscribe request and provide a target address to receive notifications by Namf_EventExposure_Notify (or Nsmf_EventExposure_Notify).
Question 5: Since the Ninef_EventExposure_Notify is removed in the SA2 CR in C3-201029/S2-2001575, instead the Namf_EventExposure_Notify (or Nsmf_EventExposure_Notify) is sent by I-NEF to the NEF. Is I-NEF pretending to be the NF (e.g. AMF/SMF)? What is the relationship between I-NEF and NF? 

[SA2 Answer]: I-NEF is not the service provider of Namf/Nsmf_EventExposure service, SA2 retains Ninef_EventExposure_Notify service to comply with the SBI service design principle. 
2. Actions:

To CT3 group.

ACTION: 
SA2 asks CT3 group to take the above information into account.
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