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	To support TSC, It is agreed that VLAN ID and Traffic class are used for selecting UPF. To allow UPF selection in SBA principle, it is neede to provide the UPF’s information. 

Bridge ID of the 5GS Bridge, port numbers of the Ethernet port in NW-TT could be preconfigured on the UPF. The UPF is selected for a PDU Session serving TSC based on subscribed DNN, traffic classes and VLANs. Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment. The port number of the DS-TT Ethernet port for a PDU Session shall be reported to the SMF from the UPF and further stored at the SMF. SMF provides the port numbers and MAC addresses of the Ethernet ports in DS-TT of the related PDU session and port numbers and MAC addresses of the Ethernet ports in NW-TT to the TSN AF via PCF. If a PDU session for which SMF has reported port numbers to TSN AF is released, then SMF informs TSN AF accordingly.
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First proposed Changes

[bookmark: _Toc20204269][bookmark: _Toc27894961][bookmark: _Toc36192042]4.17.6	SMF Provisioning of available UPFs using the NRF
[bookmark: _Toc20204270][bookmark: _Toc27894962][bookmark: _Toc36192043]4.17.6.1	General
This clause describes the provisioning of available UPFs in SMF using the NRF as documented in TS 23.501 [2], clause 6.3.3.
This optional node-level step takes place prior to selecting the UPF for PDU Sessions and may be followed by N4 Node Level procedures defined in clause 4.4.3 where the UPF and the SMF exchange information such as the support of optional functionalities and capabilities.
As an option, UPF(s) may register in the NRF. This registration phase uses the Nnrf_NFManagement_NFRegister operation and hence does not use N4.
For the purpose of SMF provisioning of available UPFs, the SMF uses the Nnrf_NFManagement_NFStatusSubscribe, Nnrf_NFManagement_NFStatusNotify and Nnrf_NFDiscovery services to learn about available UPFs.
NOTE 1:	The protocol used by UPF to interact with NRF is described in TS 29.510 [37]
UPFs may be associated with UPF Provisioning Information in the NRF. The UPF Provisioning Information consists of:
-	a list of (S-NSSAI, DNN);
-	UE IPv4 Address Ranges and/or IPv6 Prefix Range(s) per (S-NSSAI, DNN); and
NOTE 2:	The above information can be used by the SMF for UPF selection when static IP address/prefix allocation is required for a UE.
-	a SMF Area Identity the UPF can serve. The SMF Area Identity allows limiting the SMF provisioning of UPF(s) using NRF to those UPF(s) associated with a certain SMF Area Identity. This can e.g. be used if an SMF is only allowed to control UPF(s) configured in NRF as belonging to a certain SMF Area Identity.
-	the supported ATSSS steering functionality, i.e. whether MPTCP functionality or ATSSS-LL functionality or both are supported.
-	Information regarding configured VLAN ID(s), and supported Traffic classes for Time Sensitive Communication, specified in TS 23.501 clause 5.28.1 [2].
The SMF Area Identity and UE IPv4 Address Ranges and/or IPv6 Prefix Range(s) are optional in the UPF Provisioning Information.
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