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1. Overall Description:

SA2 thanks CT4 for their LS on the Usage of the Version ID and for sharing the related CR introducing the Version ID in 23.003.

SA2 provides the following responses to your questions:

Q1: 	What are the use cases for the Version ID and in which scenarios it can be changed? And when it is changed, whether the dictionary mapping information between UE Radio Capability ID(s) and the corresponding UE Radio Capability information is still available in the UCMF?

SA2, when introducing the Version ID, has discussed use cases where the information at the UCMF is no longer available or correct with respect to the assignment of UE Radio Capability ID from a certain point of time onwards. Cases SA2 considered included e.g. swap of UCMF vendors, changes of algorithms for assignment of the UE radio capability ID that would lead to generation of UE radio capability ID with the same value for different UE Radio Capability Information retrieved from the UE. In these and similar cases considered by SA2, it cannot be assumed that the previous values of the UE Radio Capability ID are still retained in the UCMF. In fact, the baseline assumption should be they are no longer available.


Q2:	How AMF/MMEs can learn there is a new Version ID configured in the UCMF? 

If an entity/NF receives a new value of UE radio capability ID (RAN, UE, MME, AMF), it compares it with the values of the Version ID associated to the UE radio Capability IDs it stored. If this is different, the receiver concludes this is the new Version ID. For this to work it is assumed the Version ID space should allow an operator to not roll it over (i.e. not reuse the same values of Version ID as already used)  over a very long amount of time, hence CT4 shall consider an encoding that leads to reuse of same value only after several year of operation… typically the events requiring the Version ID to be updated discussed above in the answer to Q1 are not considered to be frequent (i.e. it is not expected to be likely there should be several such events per year, e.g. > single digit number of such events).


Q3: 	What is the behaviour and relevant procedure for the AMF/MME when it is informed that a new Version ID is configured in the UCMF? 

The AMF/MME should consider UE radio capability IDs with an older value of Version ID as out of date. This does not mean that the cached values can no longer be used until they are purged from the cache: whether the stored UE radio capability IDs which are detected to be out of date are immediately purged or purged with priority over a certain period of time it is up to each vendor implementation. When an out of date UE radio capability ID is purged, it is expected the AMF and MME will not know what UE radio capability ID with the old value means any longer, nor will it be able to obtain resolution from the UCMF (which shall return an error code indicating the Version ID is not current). This mean the UE needs a new UE radio capability ID to be assigned and this in turn means that the AMF/MME has two options
1. The AMF uses any existing UE radio capabilities cached value before erasing the out of date UE radio capability ID to obtain a new UE radio capability ID. It then updates all UEs registered with this old value with the new value of UE radio capability ID, or 
2. the AMF/MME request the RAN to retrieve the capabilities afresh from the UE e.g. when the UE registers next. 


Q4: 	What is the behaviour and relevant procedure for the AMF/MME when it receives a PLMN Assigned UE Radio Capability ID containing a stale Version ID.

[bookmark: _GoBack]See also response to Q3. If the AMF/MME still has cached the old value, it may continue to use it until it is removed from the AMF/MME cache. At any point in time the AMF/MME can remove the out of date value from cache before any up to date value is removed. From that point onward, the AMF/MME that received the old UE radio capability ID value from the UE in Registration Request, Attach or TAU Request, shall proceed to assign a new UE Radio Capability ID value.


SA2 would also like to provide this specific information to CT1: A UE that receives a new PLMN-assigned UE radio capability ID from the PLMN with a new Version ID it does not already store, shall consider any other UE radio capability ID it stores for the same PLMN for other radio configurations with different value of Version ID out of date. The UE may not immediately delete the out of date values (which it may still use in registration request/TAUs as the AMF and MME may still hold these in their caches). However, when the UE needs storage to record UE radio capability ID values in its storage, it shall purge with priority the out of date values.


2. Actions:

To CT4 and CT1:

ACTION: SA2 kindly requests to take the above into account and the related attached CRs


3. Date of Next TSG-SA WG2 Meetings:
SA2#139-E 	 June 1-12, 2020
SA2#140	 August 24-28, 2020		
