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[bookmark: _Toc11137297]*** START CHANGES ***
[bookmark: _Toc20150244][bookmark: _Toc27847052]
[bookmark: _Toc20204613][bookmark: _Toc27895319]5.2.7	NRF Services
[bookmark: _Toc20204614][bookmark: _Toc27895320]5.2.7.1	General
The following table shows the NRF Services and Service Operations:
Table 5.2.7.1-1: NF services provided by the NRF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnrf_NFManagement
	NFRegister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR

	
	NFUpdate
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR

	
	NFDeregister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR

	
	NFStatusSubscribe
	Subscribe/Notify
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	
	NFStatusNotify
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	
	NFStatusUnSubscribe
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	Nnrf_NFDiscovery
	Request
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM, AF (NOTE 2)

	Nnrf_AccessToken
	Get
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, UDM, NWDAF, I-CSCF, S-CSCF, IMS-AS, HSS

	Nnrf_NextHop
	Get
	Request/Response
	SCP



NOTE 1:	HSS_IMS services are defined in TS 23.228 [55].
NOTE 2:	The AF is a trusted AF by an operator.

*** NEXT CHANGE ***
[bookmark: _Toc20204615][bookmark: _Toc27895321]5.2.7.X	Nnrf_NextHop service
[bookmark: _Toc20204616][bookmark: _Toc27895322]5.2.7.X.1	General
The Nnrf_NextHop service provides a requester with the next hop address of an SCP (or multiple addresses for redundant SCPs). This allows for multiple SCPs to be deployed, where the routing map is held by the NRF.
[bookmark: _Toc20204617][bookmark: _Toc27895323]5.2.7.X.2	Nnrf_NextHop_Get service operation
Service Operation name: Nnrf_NextHop_Get.
Description: Provides the next hop SCP (i.e. one or multiple SCP address(es)) that should be used by the consumer for routing messages.
Inputs, Required: SCP identity of consumer and a target. 
Where target is:
 -	NF service in case of indirect communication with delegated discovery and requester is an NF.
[bookmark: _GoBack]-	NF service instance address if requester is SCP or NF using indirect communication without delegated discovery.
-	Notification Target Address in case of a notification request.
Inputs, Optional: none,
Outputs, Required: Null or one or multiple SCP address(es), validity time.
NOTE:	In case of null the Consumer routes to target NF.
Outputs, Optional: SCP priority for selection/re-selection (for load-balancing and failover situations).

*** NEXT CHANGE ***
[bookmark: _Toc36192557][bookmark: _Toc27895453][bookmark: _Toc20204739]Annex x (informative):
SCP to SCP routing
x.1	General
Annex x describes how the Nnrf_NextHop service can be used to route message in a network.
x.2	Multi-SCP path without delegated discovery



Figure x.2-1: Example flow with 3 SCPs
The prerequisite for this flow is that the NF consumer (denoted NFc) has done service instance selection of NF producer (denoted NFp).
1.	NFc has selected the target address of wanted service. It has the SCP1 as a configured SCP. NFc sends the service request to SCP1.
2.	The SCP1 checks if it has the received target address in its routing cache. In this case it did not have it, so it uses the Nnrf_NextHop_Get operation to get the next hop address.
3.	The NRF uses the configured routing map to select a suitable SCP. In this case it is SCP2, and NRF responds with the address of SCP2.
4.	SCP1 forwards the service request to SCP2 and includes the target address of the selected service instance.
5.	The SCP2 checks if it has the received target address in its routing cache. In this case it did not have it, so it uses the Nnrf_NextHop_Get operation to get the next hop address.
6.	The NRF uses the configured routing map to select a suitable SCP. In this case it is SCP3, and NRF responds with the address of SCP3.
7.	SCP2 forwards the service request to SCP3 and includes the target address of the selected service instance.
8.	The SCP3 checks if it has the received target address in its routing cache. In this case it did not have it, so it uses the Nnrf_NextHop_Get operation to get the next hop address.
9.	The NRF uses the configured routing map to select a suitable SCP. In this case it recognizes that the SCP3 should use the target address and by this it responds with NULL.
10.	SCP3 received NULL, this is an indication that SCP3 shall use the target address for next hop. SCP3 sends the request to the target address. 
*** END CHANGES ***
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