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	Reason for change:
	The current normative text in clause 5.28.3.2 assumes that NW-TT port information is sent from SMF to AF via the PCF, by basically “hijacking” a randomly chosen PDU Session: 

SMF in turn forwards the container and the port number of the related NW-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.16.5.1 [a PCF service]. If NW-TT provides a Port Management Information Container for an Ethernet port shared by multiple PDU sessions, then UPF forwards the Port Management Information Container only for one of those PDU sessions.

Moreover, the cyan-highlighted text is incorrect in that a PDU Session is not associated with any Ethernet port, because the traffic flowing on a PDU Session can be routed to any of the NW-TT ports based on the Destination MAC address in the Ethernet frames.

Similar observation applies in the opposite direction (AF to SMF):

SMF determines whether the port number relates to a DS-TT or NW-TT Ethernet port and based on this forwards the Port Management Information Container to DS-TT or NW-TT using the network requested PDU Session Modification procedure as described in TS 23.502 [3] clause 4.3.3.2. If the port number identifies an NW-TT Ethernet port shared by multiple PDU sessions, PCF and SMF forward the Port Management Information Container only for one of those PDU sessions.

Again the NW-TT information is sent via the PCF by “hijacking” a PDU Session. Again the cyan-highlighted text is incorrect for the same reasons as previous.

This PDU Session “hijacking” approach for the purpose of configuring network nodes with information that is not UE- or PDU Session- specific goes clearly against agreed principles. Namely, according to clause 23.501 5.6.7 the AF requests targeting a speciic PDU Session are sent via N5 (i.e. via PCF), whereas requests targeting “existing or future PDU Sessions or multiple UEs” are sent via the NEF:

The AF requests are sent to the PCF via N5 (in the case of requests targeting specific on-going PDU Sessions of individual UE(s), for an AF allowed to interact directly with the 5GC NFs) or via the NEF. The AF requests that target existing or future PDU Sessions of multiple UE(s) or of any UE are sent via the NEF and may target multiple PCF(s), as described in clause 6.3.7.2. The PCF(s) transform(s) the AF requests into policies that apply to PDU Sessions.

While the TSN AF requests referring to a DS-TT port are linked to a PDU Session, the TSN AF requests referring to NW-TT ports are not. As a consequence, the former should be sent via PCF, while the latter should be sent via NEF.

It should be possible to use a single AF request via the NEF to configure multiple NW-TT ports, as well as provide some NW-TT configuration information that is not NW-TT port specific (e.g. General Neighbor discovery configuration, Traffic forwarding information, configuration of neighbor discovery by the NW-TT on behalf on DS-TT, etc.).


	
	

	Summary of change:
	Clause 5.28.1: Replaced “PCF” with “NEF”.

Clause 5.28.2: Replaced “PCF” with “NEF”.

Clause 5.28.3.1: Separated Port management information and Bridge management information in two different tables.

Clause 5.28.3.2: Clarified that TSN bridge information reporting and configuration follows either the PCF path (for information related to DS-TT) or the NEF path (for information related to NW-TT).

The whole clause has been restructured in four distinct parts, as follows:
   - DS-TT to TSN AF
   - NW-TT to TSN AF
   - TSN AF to DS-TT, and
   - TSN AF to NW-TT.

Clause 6.3.2: Clarified SMF selection from the NEF.
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[bookmark: _Toc20150318]***BEGIN CHANGES***
[bookmark: _Toc20150071][bookmark: _Toc27846870][bookmark: _Hlk32874196][bookmark: _Toc20150076][bookmark: _Toc27846875][bookmark: _Toc20150075][bookmark: _Toc27846874]5.28.1	5GS TSN bridge management
5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on a single UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the DS-TT side. For each 5GS Bridge of a TSN network, the ports on NW-TT support the connectivity to the TSN network, the ports on DS-TT side are associated to the PDU Session providing connectivity to the TSN network.
The granularity of the 5GS TSN bridge is per UPF. The bridge ID of the 5GS TSN bridge is bound to the UPF ID of the UPF as identified in TS 23.502 [3]. The TSN AF stores the binding relationship between a port on UE/DS-TT side and a PDU Session during reporting of 5GS TSN bridge information. The TSN AF also stores the information about ports on the UPF/NW-TT side. The UPF/NW-TT forwards traffic to the appropriate egress port based on the traffic forwarding information.
There is only one PDU Session per DS-TT port for a given UPF. All PDU Sessions which connect to the same TSN network via a specific UPF are grouped into a single 5GS bridge. The capabilities of each port on UE/DS-TT side and UPF/NW-TT side are integrated as part of the configuration of the 5GS bridge and are notified to TSN AF and delivered to CNC for TSN bridge registration and modification.
NOTE 1:	It is assumed that all PDU sessions which connect to the same TSN network via a specific UPF are handled by the same TSN AF.


Figure 5.28.1-1: Per UPF based 5GS bridge
NOTE 2:	If a UE establishes multiple PDU Sessions terminating in different UPFs, then the UE is represented by multiple 5GS TSN bridges.
In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:
     -     Configuring the bridge information in 5GS as defined at clause 5.28.2.
-	Report the bridge information of 5GS Bridge to TSN network after PDU session establishment.
-	Map the configuration information obtained from TSN network into 5GS QoS information (e.g. 5QI, TSC Assistance Information) of a QoS Flow in corresponding PDU Session for efficient time-aware scheduling, as defined at clause 5.28.2.
The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge. The bridge information of 5GS Bridge includes at least the following:
-	Information for 5GS Bridge:
-	Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID);
-	Bridge Name;
-	Number of Ports;
-	list of port numbers.
-	Capabilities of 5GS Bridge as defined in 802.1Qcc [95]:
-	5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class.
-	Propagation delay per port (txPropagationDelay), including transmission propagation delay, egress port number.
-	Topology of 5GS Bridge as defined in IEEE 802.1AB [97]:
-	Chassis ID subtype and Chassis ID of the 5GS Bridge.
-	Traffic classes and their priorities per port as defined in IEEE 802.1Q [98].
-	Stream Parameters as defined in clause 12.31.1 in IEEE 802.1Q [98], in order to support PSFP information:
· Maximum number of filters, which defines the maximum number of streams that the bridge can handle;
· Maximum number of gates, which can be equal or less than the maximum number of filters;
· Maximum number of meters (optional) if meassurements are required;
· Maximum length of the PSFPAdminControlList parameter that can be handled.
The following parameters: independentDelayMax and independentDelayMin, how to calculate them is left to implementation and not defined in this specification.
[bookmark: OLE_LINK16]Bridge ID of the 5GS Bridge, port numbers of the Ethernet port in NW-TT could be preconfigured on the UPF. The UPF is selected for a PDU Session serving TSC based on subscribed DNN, traffic classes and VLANs. Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment. The port number of the DS-TT Ethernet port for a PDU Session shall be reported to the SMF from the UPF and further stored at the SMF. SMF provides the port numbers and MAC addresses of the Ethernet ports in DS-TT of the related PDU session to the TSN AF via PCFNEF. If a PDU session for which SMF has reported port numbers to TSN AF is released, then SMF informs TSN AF accordingly.
[bookmark: _Hlk34148094]The TSN AF is responsible to receive the bridge information of 5GS Bridge from 5GS, as well as register or update this information to the TSN network.

***NEXT CHANGE***

5.28.2	5GS Bridge configuration
In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session. The QoS parameters mapping for TSN is described in TS 23.503 [45] clause 6.1.3.23.
The configuration information of 5GS Bridge as defined IEEE 802.1Q [98], includes the following:
-	Bridge ID of 5GS Bridge.
-	Configuration information of scheduled traffic on ports of DS-TT and NW-TT:
-	Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;
-	Traffic classes and their priorities.
NOTE 1:	In this Release of the specification, only support simplified IEEE 802.1Q [98], Annex Q.2 for 5GS.
The configuration information of 5GS Bridge as defined in 802.1Q [98], includes the following:
-	Chassis ID of 5GS Bridge;
-	Traffic forwarding information as defined in IEEE 802.1Q [98] clause 8.8.1:
-	Destination MAC address and VLAN ID of TSN stream;
-	Port number in the Port MAP as defined in IEEE 802.1Q [98] clause 8.8.1.
-	Configuration information per stream according to IEEE 802.1Q [98] clause 8.6.5.1:
-	Ingress port number of 5GS Bridge, i.e., ports on DS-TT/NW-TT;
-	Stream priority.
NOTE 2:	In order to support 802.1Q [98] clause 8.6.5.1, it is required to support the Stream Identification function as specified by 802.1CB-2017 [83].
The SMF report the MAC address of the DS-TT port of the related PDU Session to TSN AF via PCF NEF as the MAC address of the PDU Session. The association between the MAC address used by the PDU Session, 5GS Bridge ID and port number on DS-TT is maintained at TSN AF and further used to assist to bind the TSN traffic with the UE's PDU session.
In the case of provisioning traffic forwarding information, the TSN AF determines the DS-TT MAC address used by the PDU Session for the TSN traffic based on the DS-TT port number number in the traffic forwarding information. The TSN AF uses the traffic forwarding information received from the CNC to determine the destination MAC addresses and corresponding egress ports, and requests the PCF to reserve resources for an AF session with support for Time Sensitive Networking (TSN) as defined in clause 6.1.3.23 in TS 23.503 [45]. 
With the Traffic forwarding information as defined in IEEE 802.1Q [98] clause 8.8.1 and PSFP information as defined in IEEE 802.1Q [98] clause 8.6.5.1, the TSN AF identifies the ingress port and egress port for a stream and derives the DS-TT MAC address of corresponding PDU session carrying this stream. The TSN AF uses PSFP information as defined in IEEE 802.1Q [98] clause 8.6.5.1 to derive the TSN QoS information for UL traffic.
***NEXT CHANGE***

5.28.3	Port and bridge management information exchange in 5GS
[bookmark: _Toc20150074][bookmark: _Toc27846873]5.28.3.1	General
[bookmark: _Hlk31966776]Bridge Port and bridge management information is exchanged between CNC and TSN AF. A subset ofThe bridge management information is common for the 5GS TSN bridge as a whole or is specific to the NW-TT as a whole. The , referred to as port management information, is related to Ethernet ports located in DS-TT or NW-TT.
5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. 5GS shall also support transfer of standardized and deployment-specific bridge management information transparently between TSN AF and NW-TT, respectively inside a Bridge Management Information Container. Table 5.28.3.1-1 and Table 5.28.3.1-2 lists standardized port management information and bridge management information, respectively.
Table 5.28.3.1-1: Standardized port management information
	Port management information
	Applicability (see Note 6)
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	[bookmark: _Hlk11532839]GateEnabled
	X
	X
	RW
	[bookmark: _Hlk11532855]IEEE 802.1Q [98] Table 12-29

	AdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminCycleTime (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlListLength (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-29

	Traffic forwarding information	
	
	
	
	

	Static Filtering Entry(NOTE X)
	
	X
	RW
	IEEE 802.1Q[98] clause 8.8.1

	General Neighbor discovery configuration
(NOTE 4)
	
	
	
	

	adminStatus
	D
	X
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	NW-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	D
	N
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	D
	N
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	(x)
	(X)
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	(x)
	(X)
	RW
	IEEE 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	lldpV2RemChassisIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE 802.1AB[97] clause 8.5.4

	Neighbor discovery information for each discovered neighbor of DS-TT
(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	D
	N
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	D
	N
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Per-Stream Filtering and Policing information
(NOTE 9)
	
	
	
	

	Stream Filter Instance Table (NOTE 7)
	
	
	
	IEEE 802.1Q [98] Table 12-32

	StreamHandleSpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	PrioritySpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	StreamGateInstanceID
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	[bookmark: _Hlk31364239]Stream Gate Instance Table 
(NOTE 8)
	
	
	
	IEEE 802.1Q [98] Table 12-33

	StreamGateInstance
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.
NOTE 3:	AdminCycleTime and AdminControlListLength are optional for gate control information.
NOTE 4:	If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT and NW-TT performs neighbor discovery on behalf on DS-TT.The TSN AF sends the general neighbor discovery configuration for NW-TT Ethernet ports either individually for a specific NW-TT port as part of the Port Management Information Container, or for all NW-TT ports as part of the Bridge Management Information Container (refer to Table 5.28.3.1.2).
NOTE 5:	If DS-TT supports neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from DS-TT. If DS-TT does not support neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from NW-TT, which performs neighbor discovery on behalf on DS-TT.
NOTE 6:	X = applicable; D = applicable when validation and generation of LLDP frames is processed at the DS-TT; N = applicable when validation and generation of LLDP frames is processed centrally at NW-TT.
NOTE 7:   There is a Stream Filter Instance Table per Stream.
NOTE 8:   There is a Stream Gate Instance Table per Gate.
NOTE X:   NW-TT uses Static Filtering Entry information to determine the NW-TT egress port for forwarding UL TSC traffic. 
NOTE 9:   The use of PSFP information is mandatory at the TSN AF and is optional at both DS-TT and NW-TT. TSN AF uses the PSFP information at TSN bridge configuration time to identify the DS-TT MAC address of the PDU Session as described in clause 5.28.2 and for determination of the TSCAI information as described in Annex I. The PSFP information can be used at the DS-TT (if supported) and at the NW-TT (if supported) for the purpose of per-stream filtering and policing as defined in IEEE 802.1Q [98] clause 8.6.5.1.

	




Table 5.28.3.1-2: Standardized bridge management information
	Bridge management information
	Supported operations by TSN AF
(see NOTE 1)
	Reference


	Information for 5GS Bridge
	
	

	Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID)
	R
	

	Bridge Name
	R
	

	Number of Ports
	R
	

	list of port numbers
	R
	

	Capabilities of 5GS Bridge as defined in 802.1Qcc 
	
	

	5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class
	R
	IEEE 802.1Q [95]

	Topology of 5GS Bridge
	
	

	Chassis ID subtype and Chassis ID of the 5GS Bridge
	R
	IEEE 802.1AB [97]

	General Neighbor discovery configuration
(NOTE 2)
	
	

	adminStatus
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	RW
	IEEE 802.1AB [97] Table 11-2

	List of DS-TT ports for which NW-TT performs Neighbor discovery
	RW
	

	Stream Parameters
	
	

	Maximum number of filters, which defines the maximum number of streams that the bridge can handle
	RW
	IEEE 802.1Q [98]

	Maximum number of gates, which can be equal or less than the maximum number of filters
	RW
	IEEE 802.1Q [98]

	Maximum number of meters (optional) if measurements are required
	RW
	IEEE 802.1Q [98]

	Maximum length of the PSFPAdminControlList parameter that can be handled
	
	IEEE 802.1Q [98]

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT and NW-TT performs neighbor discovery on behalf on DS-TT.




Exchange of port and bridge management information between TSN AF and NW-TT or DS-TT allows TSN AF to:
1)	retrieve port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
2)	send port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
3)	subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes or bridge management information changes.
Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:
-	notify TSN AF if port management information has changed that TSN AF has subscribed for.
Exchange of bridge management information between TSN AF and NW-TT is initiated by NW-TT to:
-	notify TSN AF if bridge management information has changed that TSN AF has subscribed for.
Exchange of port management information is initiated by DS-TT to:
-	provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.
TSN AF indicates inside the Port Management Information Container or Bridge Management Information Container whether it wants to retrieve or send port or bridge management information or intends to (un-)subscribe for notifications.

***NEXT CHANGE***

5.28.3.2	Transfer of port or bridge management information
Port management information is transferred transparently via 5GS between TSN AF and DS-TT or NW-TT, respectively, inside a Port Management Information Container. Bridge management information is transferred transparently via 5GS between TSN AF and NW-TT inside a Bridge Management Information Container. The transfer of port or bridge management information is as follows:
-	To convey port management information from DS-TT or NW-TT to TSN AF:
-	DS-TT provides a Port Management Information Container and the DS-TT port MAC address to the UE, which includes the Port Management Information container as an optional Information Element of an N1 SM container and triggers the UE requested PDU Session Establishment procedure/ or PDU Session Modification procedure to forward the Port Management Information container to the SMF. SMF forwards the Port Management Information container and the port number of the related DS-TT Ethernet port to TSN AF as follows:
-	If the UE includes a Port Management Information Container for the first time, the SMF delivers it to the TSN AF via the NEF as described in TS 23.502 [3] clause 4.x.y.z;
-	Otherwise the SMF delivers it to the TSN AF via the PCF as described in TS 23.502 [3] clause 4.3.3.2;
NOTE:	The reason for using the NEF path for the initial request is because at that point there is no association between the PCF and the TSN AF.
-	To convey port or bridge management information from NW-TT to TSN AF:
-	NW-TT provides a Port Management Information Container to the UPF, which triggers the N4 Session Level Reporting Procedure to forward the Port Management Information Container to SMF. SMF in turn forwards the container and the port number(s) of the related NW-TT Ethernet port(s) to TSN AF  as described in TS 23.502 [3] clause 4.16.5.1via the NEF. If NW-TT provides a Port Management Information Container for an Ethernet port shared by multiple PDU sessions, then UPF forwards the Port Management Information Container only for one of those PDU sessions.
-	NW-TT provides a Bridge ID and Bridge Management Information Container to the UPF, which triggers the N4 Session Level Reporting Procedure to forward the Bridge Management Information Container to SMF. SMF in turn forwards the container to TSN AF via the NEF.
-	To convey port management information from TSN AF to DS-TT or NW-TT:
-	TSN AF provides a Port Management Information Container, MAC address reported for a PDU Session (i.e. MAC address of the DS-TT port related to the PDU session) and the port number of the Ethernet port to manage to the PCF, which forwards the information to SMF based on the MAC address using the PCF initiated SM Policy Association Modification procedure as described in TS 23.502 [3] clause 4.16.5.2. SMF determines whether the port number relates to a DS-TT or NW-TT Ethernet port and based on this forwards the Port Management Information Container to DS-TT or NW-TT using the network requested PDU Session Modification procedure as described in TS 23.502 [3] clause 4.3.3.2. If the port number identifies an NW-TT Ethernet port shared by multiple PDU sessions, PCF and SMF forward the Port Management Information Container only for one of those PDU sessions.
-	To convey port or bridge management information from TSN AF to NW-TT:
-	TSN AF provides a Bridge ID, Port Management Information Container and the related NW-TT port number(s) to the SMF via the NEF. SMF forwards the Port Management Information Container and NW-TT port number(s) to NW-TT using the N4 Session Modification procedure described in TS 23.502 [3] clause 4.4.1.3.
- 	TSN AF provides a Bridge ID, Bridge Management Information Container to the SMF via the NEF. SMF forwards the Bridge Management Information Container to NW-TT using the N4 Session Modification procedure described in TS 23.502 [3] clause 4.4.1.3.
[bookmark: _Toc20150214][bookmark: _Toc27847022]
***NEXT CHANGE***

6.3.2	SMF discovery and selection
The SMF selection functionality is supported by the AMF and SCP and is used to allocate an SMF that shall manage the PDU Session. The SMF selection procedures are described in clause 4.3.2.2.3 of TS 23.502 [3]. When integration with TSN applies (see clause 5.28), SMF selection is also supported by the NEF.
The SMF discovery and selection functionality follows the principles stated in clause 6.3.1.
If the AMF does discovery, the AMF shall utilize the NRF to discover SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The AMF provides UE location information to the NRF when trying to discover SMF instance(s). The NRF provides NF profile(s) of SMF instance(s) to the AMF. In addition, the NRF also provides the SMF service area of SMF instance(s) to the AMF. The SMF selection functionality in the AMF selects an SMF instance and an SMF service instance based on the available SMF instances obtained from NRF or on the configured SMF information in the AMF.
If the NEF does discovery, the NEF shall utilize the NRF to discover SMF instance(s) unless SMF information is available by other means, e.g. locally configured on NEF.
NOTE 1:	Protocol aspects of the access to NRF are specified in TS 29.510 [58].
The SMF selection functionality is applicable to both 3GPP access and non-3GPP access.
The SMF selection for Emergency services is described in clause 5.16.4.5.
The following factors may be considered during the SMF selection:
a)	Selected Data Network Name (DNN). In the case of the home routed roaming, the DNN is not applied for the V-SMF selection.
b)	S-NSSAI of the HPLMN (for non-roaming and home-routed roaming scenarios), and S-NSSAI of the VPLMN (for roaming with local breakout and home-routed roaming scenarios).
c)	NSI-ID.
NOTE 2:	The use of NSI -ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI.
d)	Access technology being used by the UE.
e)	Support for Control Plane CIoT 5GS Optimisation.
f)	Subscription information from UDM, e.g.
-	per DNN: whether LBO roaming is allowed.
-	per S-NSSAI: the subscribed DNN(s).
-	per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed.
-	per (S-NSSAI, subscribed DNN): whether EPC interworking is supported.
-	per (S-NSSAI, subscribed DNN): whether selecting the same SMF for all PDU sessions to the same S-NSSAI and DNN is required.
g)	Void.
h)	Local operator policies.
NOTE 3:	These policies can take into account whether the SMF to be selected is an I-SMF or a V-SMF or a SMF.
i)	Load conditions of the candidate SMFs.
j)	Analytics (i.e. statistics or predictions) for candidate SMFs' load as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.
k)	UE location (i.e. TA).
l)	Service Area of the candidate SMFs.
m)	Capability of the SMF to support a MA PDU Session.
n)	If interworking with EPS is required.
o) When integration with TSN applies (see clause 5.28), the Bridge ID of the 5G TSN bridge is used by the NEF for SMF selection.
To support the allocation of a static IPv4 address and/or a static IPv6 prefix as specified in clause 5.8.2.2.1, a dedicated SMF may be deployed for the indicated combination of DNN and S-NSSAI and registered to the NRF, or provided by the UDM as part of the subscription data.
In the case of delegated discovery, the AMF, shall send all the available factors a)-d), k) and n) to the SCP.
In addition, the AMF may indicate to the SCP which NRF to use (in case of NRF dedicated to the target slice).
If there is an existing PDU Session and the UE requests to establish another PDU Session to the same DNN and S-NSSAI of the HPLMN, and the UE subscription data indicates the support for interworking with EPS for this DNN and S-NSSAI of the HPLMN or UE subscription data indicates the same SMF shall be selected for all PDU sessions to the same S-NSSAI, DNN, the same SMF in non roaming and LBO case or the same H-SMF in home routed roaming case, shall be selected. In addition, if the UE Context in the AMF provides a SMF ID for an existing PDU session to the same DNN, S-NSSAI, the AMF uses the stored SMF ID for the additional PDU Session. In any such a case where the AMF can determine which SMF should be selected, if delegated discovery is used, the AMF shall indicate a desired NF Instance ID so that the SCP is able to route the message to the relevant SMF. Otherwise, if UE subscription data does not indicate the support for interworking with EPS for this DNN and S-NSSAI, a different SMF in non roaming and LBO case or a different H-SMF in home routed roaming case, may be selected. For example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU Sessions).
In the home-routed roaming case, the SMF selection functionality selects an SMF in VPLMN based on the S-NSSAI of the VPLMN, as well as an SMF in HPLMN based on the S-NSSAI of the HPLMN. This is specified in clause 4.3.2.2.3.3 of TS 23.502 [3].
When the UE requests to establish a PDU Session to a DNN and an S-NSSAI of the HPLMN, if the UE MM Core Network Capability indicates the UE supports EPC NAS and optionally, if the UE subscription indicates the support for interworking with EPS for this DNN and S-NSSAI of the HPLMN, the selection functionality (in AMF or SCP) selects a combined SMF+PGW-C. Otherwise, a standalone SMF may be selected.
If the UDM provides a subscription context that allows for handling the PDU Session in the VPLMN (i.e. using LBO) for this DNN and S-NSSAI of the HPLMN and, optionally, the AMF is configured to know that the VPLMN has a suitable roaming agreement with the HPLMN of the UE, the following applies:
-	If the AMF does discovery, the SMF selection functionality in AMF selects an SMF from the VPLMN.
-	If delegated discovery is used, the SCP selects an SMF from the VPLMN.
If an SMF in the VPLMN cannot be derived for the DNN and S-NSSAI of the VPLMN, or if the subscription does not allow for handling the PDU Session in the VPLMN using LBO, then the following applies:
-	If the AMF does discovery, both an SMF in VPLMN and an SMF in HPLMN are selected, and the DNN and S-NSSAI of the HPLMN is used to derive an SMF identifier from the HPLMN.
-	If delegated discovery is used:
-	The AMF performs discovery and selection of H-SMF from NRF. The AMF may indicate the maximum number of H-SMF instances to be returned from NRF, i.e. SMF selection at NRF.
-	The AMF sends Nsmf_PDUSession_CreateSMContext Request to SCP, which includes the endpoint (e.g. URI) of the selected H-SMF, and the discovery and selection parameters as defined in this clause, i.e. parameter for V-SMF selection. The SCP performs discovery and selection of the V-SMF and forwards the request to the selected V-SMF.
-	The V-SMF sends the Nsmf_PDUSession_Create Request towards the H-SMF via the SCP; the V-SMF uses the received endpoint (e.g. URI) of the selected H-SMF to construct the target destination to be addressed. The SCP forwards the request to the H-SMF.
-	Upon reception of a response from V-SMF, based on the received V-SMF ID the AMF obtains the Service Area of the V-SMF from NRF. The AMF uses the Service Area of the V-SMF to determine the need for V-SMF relocation upon subsequent UE mobility.
If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU Session Establishment Request message) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
The AMF selects SMF(s) considering support for CIoT 5GS optimisations (e.g. Control Plane CIoT 5GS Optimisation).
Additional details of AMF selection of an I-SMF are described in the clause 5.34.
In the case of home routed scenario, the AMF selects a new V-SMF if it determines that the current V-SMF cannot serve the UE location. The selection/relocation is same as an I-SMF selection/relocation as described in the clause 5.34.
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