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**************** First Change ****************
[bookmark: _Toc20150206][bookmark: _Toc27847014][bookmark: _Toc20204279][bookmark: _Toc27894971]6.2.19	SCP
The Service Communication Proxy (SCP) includes one or more of the following functionalities. Some or all of the SCP functionalities may be supported in a single instance of an SCP:
-	Indirect Communication (see clause 7.1.1 for details).
-	Delegated Discovery (see clauses 7.1.1 and 6.3.1 for details).
-	Message forwarding and routing to destination NF/NF service.
-	Communication security (e.g. authorization of the NF Service Consumer to access the NF Service Producer API), load balancing, monitoring, overload control, etc.
-	Optionally interact with UDR, to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID/CHF Group ID/HSS Group ID based on UE identity, e.g. SUPI or IMPI/IMPU (see clause 6.3.1 for details).
NOTE 1:	Communication security, e.g. authorization of the NF Service Consumer to access the NF Service Producer's API is specified in TS 33.501 [29].
NOTE 2:	Load balancing, monitoring, overload control functionality provided by the SCP is left up to implementation.
The SCP may be deployed in a distributed manner. In this case, the address of SCP employed by the NF shall be configured in the NF profile.
NOTE 3:	More than one SCP can be present in the communication path between NF Services.
SCPs can be deployed at PLMN level, shared-slice level and slice-specific level. It is left to operator deployment to ensure that SCPs can communicate with relevant NRFs.
**************** END CHANGES **************
