

	
[bookmark: _GoBack]SA WG2 Meeting #S2-137E e-meeting	S2-2002236
24 - 27 February, 2020, Elbonia	

	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.501
	CR
	2206
	rev
	
	Current version:
	16.3.0
	

	

	[bookmark: _Hlt497126619]For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Support of eSBA features with SCP 

	
	

	Source to WG:
	Samsung

	Source to TSG:
	SA2

	
	

	Work item code:
	eSBA
	
	Date:
	2020-2-24

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	SCP has a major role in SBA enhancements introduced in Rel-16. Even though SCP does not expose any services by itself, the operation (i.e., parameters and/or the header encoding in the service request) of consumer NFs should be different based on the existence of SCP and/or the communication model supported by the SCP. In addtion, it was agreed that in the operator’s network there can be slice-specific level SCP(s) and any NFs can support multiple slices at the same time.

 In 7.1.1 (TS 23.501), it was said,

Whether a NF Service Consumer uses Direct Communication or Indirect Communication by using an SCP is based on configuration of the NF Service Consumer.

However, this assumption does work only for the internal decision in the consumer NF and does not specify how the consumer NF knows the information of SCP supported in the network. 

	
	

	Summary of change:
	It is clarified that the information on the SCP(s) can be provided to the consumer NFs by the relevant NRFs during the NF service registration, so that the consumer NFs can decide its operation mode with respect to the SCP and the slice configuration.

	
	

	Consequences if not approved:
	The feature is incomplete and the deployment of eSBA can be restricted.
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* * * First Chnge * * * *

[bookmark: _Toc20150206][bookmark: _Toc27847014]6.2.19	SCP
The Service Communication Proxy (SCP) includes one or more of the following functionalities. Some or all of the SCP functionalities may be supported in a single instance of an SCP:
-	Indirect Communication (see clause 7.1.1 for details).
-	Delegated Discovery (see clauses 7.1.1 and 6.3.1 for details).
-	Message forwarding and routing to destination NF/NF service.
-	Communication security (e.g. authorization of the NF Service Consumer to access the NF Service Producer API), load balancing, monitoring, overload control, etc.
-	Optionally interact with UDR, to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID/CHF Group ID/HSS Group ID based on UE identity, e.g. SUPI or IMPI/IMPU (see clause 6.3.1 for details).
NOTE 1:	Communication security, e.g. authorization of the NF Service Consumer to access the NF Service Producer's API is specified in TS 33.501 [29].
NOTE 2:	Load balancing, monitoring, overload control functionality provided by the SCP is left up to implementation.
The SCP may be deployed in a distributed manner.
NOTE 3:	More than one SCP can be present in the communication path between NF Services.
SCPs can be deployed at PLMN level, shared-slice level and slice-specific level. It is left to operator deployment to ensure that SCPs can communicate with relevant NRFs. The information on the SCPs (e.g., the support of in-direct communication and the delegated discovery) can be provided to the consumer NFs by the relevant NRF (e.g., slice-specific level) during the NF service registration.

* * * End of Change * * * *



