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5.28	Support of integration with TSN
[bookmark: _Toc20150071][bookmark: _Toc27846870]5.28.1	5GS logical TSN bridge management
5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on a single UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the DS-TT side. For each 5GS Bridge of a TSN network, the ports on NW-TT support the connectivity to the TSN network, the ports on DS-TT side are associated to the PDU Session providing connectivity to the TSN network.
The granularity of the logical TSN bridge is per UPF. The bridge ID of the logical TSN bridge is bound to the UPF ID of the UPF as identified in TS 23.502 [3]. The TSN AF stores the binding relationship between a port on UE/DS-TT side, a port on UPF/NW-TT side, and a PDU Session during reporting of logical TSN bridge information.
There is only one PDU Session per DS-TT port for a given UPF. All PDU Sessions which connect to the same TSN network via a specific UPF are grouped into a single virtual bridge. The capabilities of each port on UE/DS-TT side and UPF/NW-TT side are integrated as part of the configuration of the 5G virtual bridge and are notified to TSN AF and delivered to CNC for TSN bridge registration and modification.
NOTE 1:	It is assumed that all PDU sessions which connect to the same TSN network via a specific UPF are handled by the same TSN AF.


Figure 5.28.1-1: Per UPF based virtual bridge
NOTE 2:	If a UE establishes multiple PDU Sessions terminating in different UPFs, then the UE is represented by multiple logical TSN bridges.
In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:
-	Report the bridge information of 5GS Bridge to TSN network.
-	Map the configuration information obtained from TSN network into 5GS QoS information (e.g. 5QI, TSC Assistance Information) of a QoS flow in corresponding PDU Session for efficient time-aware scheduling, as defined at clause 5.28.2.
The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge. The bridge information of 5GS Bridge includes at least the following:
-	Information for 5GS Bridge:
-	Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID);
-	Bridge Name;
-	Number of Ports;
-	list of port numbers.
-	Capabilities of 5GS Bridge as defined in 802.1Qcc [95]:
-	5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class.
-	Propagation delay per port (txPropagationDelay), including transmission propagation delay, egress port number.
-	Topology of 5GS Bridge as defined in IEEE 802.1AB [97]:
-	Chassis ID subtype and Chassis ID of the 5GS Bridge.
-	Traffic classes and their priorities per port as defined in IEEE 802.1Q [98].
The following parameters: independentDelayMax and independentDelayMin, how to calculate them is left to implementation and not defined in this specification.
Bridge ID of the 5GS Bridge, port numbers of the Ethernet in NW-TT could be preconfigured on the UPF. The UPF is selected for a PDU Session serving TSC based on subscribed DNN, traffic classes and VLANs. Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment and stored at the SMF. SMF provides the port numbers and MAC addresses of the Ethernet ports in DS-TT and NW-TT of the related PDU session to the TSN AF via PCF. If a PDU session for which SMF has reported port numbers to TSN AF is released, then SMF informs TSN AF accordingly.
The AF is responsible to receive the bridge information of 5GS Bridge from 5GS, as well as register or update this information to the TSN network.
[bookmark: _Toc20150073][bookmark: _Toc27846872]5.28.3	Port management information exchange in 5GS
[bookmark: _Toc20150074][bookmark: _Toc27846873]5.28.3.1	General
Bridge management information is exchanged between CNC and TSN AF. A subset of bridge management information, referred to as port management information, is related to Ethernet ports located in DS-TT or NW-TT.
5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. Table 5.28.3.1-1 lists standardized port management information.
Table 5.28.3.1-1: Standardized port management information
	Port management information
	Applicability (see Note 6)
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	[bookmark: _Hlk11532839]GateEnabled
	X
	X
	RW
	[bookmark: _Hlk11532855]IEEE 802.1Qbv [96] Table 12-28

	AdminBaseTime
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminControlList
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminCycleTime (see Note 3)
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminControlListLength (see Note 3)
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE 802.1Qbv [96] Table 12-28

	For each port of DS-TT and NW-TT
	
	
	
	

	BridgePortRestrictedVlanRegistration
	X
	X
	RW
	IEEE 802.1Q[98] clause 11.2.3.2.3 and 12.10.1.7

	BridgePortMvrpEnabledStatus (see Note 7)
	X
	X
	RW
	IEEE 802.1Q[98] clause 12.9.2.1.3 and 12.9.2.2.2

	BridgePortIngressFiltering
	X
	X
	RW
	IEEE 802.1Q[98] clause 12.10.1.4

	BridgePortAcceptableFrameTypes
	X
	X
	RW
	IEEE 802.1Q[98] clause 12.10.1.3, 12.13.3.3, and 12.13.3.4

	BridgeVlanStaticUntaggedPort
	X
	X
	RW
	IEEE 802.1Q[98] clause 12.10.2.1

	BridgeVlanStaticEgressPort
	X
	X
	RW
	IEEE 802.1Q[98] clause 12.7.7.3 and 11.2.3.2.3

	BridgeVlanForbiddenEgressPort
	X
	X
	RW
	IEEE 802.1Q[98] clause 12.7.7.3 and 11.2.3.2.3

	BridgePvid
	X
	X
	RW
	IEEE 802.1Q[98] clause 12.10.1.1

	VlanList
	X
	X
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	VLAN configuration Information 	
	
	
	
	

	BridgeVlanVersionNumber
	
	X
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	BridgeMaxSupportedVlans
	
	X
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	BridgeNumVlans
	
	X
	R
	IEEE 802.1Q[98] clause 12.10.1.1

	BridgeMvrpEnabledStatus
	
	
	RW
	IEEE 802.1Q[98] clause 12.9.2.1.3 and 12.9.2.2.2

	BridgeVlanStaticName
	
	
	RW
	IEEE 802.1Q[98] clause 12.10.2.11

	General Neighbor discovery configuration
(NOTE 4)
	
	
	
	

	adminStatus
	(x)
	X
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	NW-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	(x)
	(X)
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	(x)
	(X)
	RW
	IEEE 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	lldpV2RemChassisIdSubtype
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	(x)
	X
	R
	IEEE 802.1AB[97] clause 8.5.4

	Neighbor discovery information for each discovered neighbor of DS-TT
(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	(x)
	(X)
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	(x)
	(X)
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	(x)
	(X)
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	(x)
	(X)
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Per-Stream Filtering and Policing information
	
	
	
	

	StreamHandleSpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	PrioritySpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	StreamGateInstanceID
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.
NOTE 3:	AdminCycleTime and AdminControlListLength are optional for gate control information.
NOTE 4:	If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT and NW-TT performs neighbor discovery on behalf on DS-TT.
NOTE 5:	If DS-TT supports neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from DS-TT. If DS-TT does not support neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from NW-TT, which performs neighbor discovery on behalf on DS-TT.
NOTE 6:	X = applicable; (x) = applicable when validation and generation of LLDP frames is processed at the DS-TT; (X) = applicable when validation and generation of LLDP frames is processed centrally at NW-TT.
NOTE 7:	The TSN AF needs to coordinate the BridgePortMvrpEnabledStatus with the BridgeMvrpEnabledStatus.



Exchange of port management information between TSN AF and NW-TT or DS-TT allows TSN AF to:
1)	retrieve port management information for a DS-TT or NW-TT Ethernet port;
2)	send port management information for a DS-TT or NW-TT Ethernet port;
3)	subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes.
Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:
-	notify TSN AF if port management information has changed that TSN AF has subscribed for.
Exchange of port management information is initiated by DS-TT to:
-	provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.
TSN AF indicates inside the Port Management Information Container whether it wants to retrieve or send port management information or intends to (un-)subscribe for notifications.
3GPP
image1.emf
 

Bridge   B  

Bridge   A  

TSN   

Bridge   /   

End   

Station  

UE1  

UPF   -  A  

NW - TT  

DS_TT  

TSN   

System  

UPF   -  B  

NW - TT  

TSN   

Bridge  /   

End   

Station  

DS - TT   UE2  

DS - TT  


oleObject1.bin


DS-TT







UE2







DS-TT







Station







End 







/ 







Bridge







TSN 







NW-TT







B







-







UPF







System







TSN 







DS_TT







NW-TT







A







-







UPF







UE1







Station







End 







/ 







Bridge







TSN 







A







Bridge







B







Bridge












